BASEL Il OPERATIONAL RISK MANAGEMENT AND
FINANCIAL PERFORMANCE OF COMMERCIAL
BANKS IN KENYA

IRENE NJERI ESTHER

DOCTOR OF PHILOSOPHY

(Business Administration)

JOMO KENYATTA UNIVERSITY
OF
AGRICULTURE AND TECHNOLOGY

2022



Basel I Operational Risk Managementand Financial Performance

of Commercial Banks in Kenya

Irene Njeri Esther

A Thesis Submittedin Partial Fulfilment of the Requirementsfor
the Degree of Doctor of Philosophy in Business
Administration of Jomo Kenyatta University of

Agriculture and Technology

2022



DECLARATION

This thesisis my original work and has not been presentecfdegreen any other

University.

s s s 7 s £ s s s s oz s 7 7 s r s s s s 7 7

Irene Njeri Esther

This thesis has been submitteat examiration with ow approval as the University

Supervisos.

//////////////////////

Prof. Gregory Simiyu Namusonge PhD
JKUAT, Kenya

rrrrrrrrrrrrrrrrrrrrrr

Dr. TobiasOlweny, PhD
JKUAT, Kenya



DEDICATION

| dedicde this thesiso my dearsons Jeff and Bob for their forbearance as | went to
class despite their tender age. Special dedicalsngoes tomy dear husband
Ngugi and my dear mothdtsther for their encouragememday Almighty God

bless youall.



ACKNOWLEDGEMENT

| take immensepleasure to thankmy supervisorsProfessor @Gegory Simiyu
Namusonge and Dr.obiasOlweny for their tireless guidanceavailability, input,
support and reviewing my work which has jointly enabled me writeth@sis |
will always remembeyour guidance r&d useful suggestions, which helped me in
making this document worthwhile. Much appreciation also goethtr lecturerst
Jomo Kenyatta University of Agricultut@and Technologywho havebeen a source
of inspiration especially during tleurseworkperiad. | also extend mygratitudeto
Mr. Joseph GatimuMr. LeonardMuriithi and Mr. Naftali Kinyua of CentraBank

of Kenya Mombasa for their much needed assistance without which this research
could not have been possiblecannot forget to thank thentire training committee
of Taita Taveta University for coming to my res@atea point when | almost missed
a defense due to financial constrainanh also grateful to mglassmates for their
help and mutual aid in the course of successful completion ofvtirls. Finally, |
thank the Almighty God for granting mgood health,peace of mindand the
breakthroughhat has enabled me complete tihissis



TABLE OF CONTENTS

DECLARATION ..ottt e et mmme e e e s e e n e e e e e ee s mmmeenes i
DEDICATION it e ettt e e e e et et e e e e e e e e nmmmeeeaans lii
ACKNOWLEDGEMENT ..ttt ee e e e iv
TABLE OF CONTENTS ..o e v
LIST OF TABLES ... et eeee e e Xiii
LIST OF FIGURES ...ttt eeeanes XVi
LIST OF APPENDICES ... .ottt XVii
OPERATIONAL DEFINITION OF TERMS ... XX
AB ST R A CT e e e e e annneeeeraaas XXi
CHAPTER ONE ... er et eeeee s 1
INTRODUCTION ..ttt et ee e e e e et e e e e e e e aa e e eneee s 1
1.1Backgrounddf the Study...........coooriiiiiiiiiieeee e 1

1.1.1 Global Perspectivef Basel Il Operatinal Risk Management and Financial

P I O M AN C . ... et ——s 2

1.1.2RegionalPerspectiveof Basel Il Operational Risk Management and Financial

(BT 001§ 1 aT: 1 (o= TP 7

1.1.3 Kenyan Perspective 8asel Il Operational Risk Management and Financial

PerfOrMENCE......cco i e e 7
1.2 Statement of Problem.............cuuviiiiiieee e 10
1.3 Objectives of the StUdY..........cooiiiiiiiiiieer e 12
1.3.1 General ODJECHVA........cii it reeer e 12



1.3.2 SPECIFIC ODJECHIVES. ...ceieiiiieeeeee e 12

1.4 Research HYPOthESES.........coovviiiiiiiiiieeme e 13
1.5 Significance of the Study..........cccoooeiiiiiiiee e 13
1.6 Scope Of the STUY........cooiiiiiiieee e 15
1.7 Limitations Of the STUAY..........uuviiiiiiiii e 16
CHAPTER TWO ot e e e e e e 17
LITERATURE REVIEW ... e 17
2.1 INTrOUCTION. ....eeiiiiiitte et ee et rmme e e e e e e e e e e e emmme e 17
2.2 Theoretical FrameworK...........ooooiiiiieee e 17
2.2.1 The Fraud Triahe TREOIY.......ccuiiiiiiieii e 17
2.2.2 Utility Theory of Crime and Punishment................cccooivieeeiiiiiieeeeeenee, 20
2.2.3 Creative Destruction TheQry.........ccoeeeeeiiiiiiiieeeie e 23
2.3 Conceptual FrameWOIK ...........oooiiiiiiiiieeee e 25
2.4 ReVIieW Of VariabIes............uuuiiiiiiiiiii et 29
2.4.1 Effect of Bank Fraud on FinanicRerformance of Banks................cc........ 29
2.4.2 Regulatory No®Compliance COStS........cccoeeeiiiiiiiiiiieeee e 32
2.4.3 Business Disruption and Utility OUtAGES..........ccovvereeiiiiiccciiiieeeeeeees 34
2.4.4 Costs of Operational Risks Legal Liability............cccviiiiiieeniiiiiiiiinnnnnn. 36
2.4.5 Employment Practices and Workplace Safety-tdompliance Costs......... 38
2.5 EMPIFCAl REVIEW. ....covviiiii e errer e e e e e e aaaan 39
2.5.1 Effect of Fraud on Financial Performance of Commercial Banks.......... 40

Vi



2.5.2 Effects of Regulatory Nezompliance costs on Financial Performance...42

2.5.3 Effects of Business Disruption and Utility Outages on Financial Performance of

ComMMErCIAl BANKS. ... oo e a7

2.5.4 Effects of Operational Risk Legal Liability Cost on Banks Financial
PerfOrMAaNCE.......co it eeeea e e e e e e ean 49

2.5.5 Effects of Employment Praagcand Workplace Safety Natompliance Cost

on Financial Performance of Commercial Banks.............ccccccooiieemnnnnee 52
2.6 Critique of EXiStiNgLItErature............cceeeiiiii e eceeecccee e eeeeeeeeeene e 54
2.7 RESEAICH GaAPS. .. uuuiiiiiiiiiiiii et eeeet ettt 57
2.8 SUMIMIATY. ...ttt e e et e ettt et e et e e e e e e bbb smmn s 59
CHAPTER THREE ... eeeer e e 61
RESEARCH METHODOLOGY ..oeiiiiiiiiii e mmme e 61
I 0 A [ 011 (0T U o1 1 o] o N PP PP PUP PP P PPPR 61
3.2 Research PhiloSOPNY........coiiiiiiii e 61
3.3 RESEAICH DESION.....uuiiiiiii it 62
3.4 Target POPUIALIQN...........oooiiiiiiiicce et e e e e e e e e e aaaa) 62
3.5 SaMPIING Frame........uiiiiiiiiiiiiiii et 63
3.6 Sample and Sampling TEChNIQUE ..........cooiiiiiiiiii e 64
3.6.1 Sampling TEChNIQUE.........covuiiiii e e e 64
3.6.2 SAMPIE SIZE....uii it 64
3.7 Data CollectionMethods and INStrUMENtS...........ccooviiiiiiiieenee e 66
3.8 Data ColleCtion ProCeUILES..........ooviiiiiiieeee e eeeee e 67

Vil



3.9 POt STUAY.....eeeiiiiiiiiiieeii e 67

3.9.1 Reliability of the Study...........ccoeiiiiiieeee e 68
3.9.2 VAlITIY .. eeeee et et ettt e s eeese e et es et et et e e e e e reene e eeenens 69
3.10 Data Aalysis and PresSentation.. ... ieeeeieieieeeeeeeeee e 70
3.10.1 Panel Regression Model............oooiieeee e 70
3.10.2 Paired ATESt MOUEL......cccoiiiiiiiiie e 72
3.11 DIiagnOSHIC TESIS....cciiiiiiiiiiiiiiiimmme et e e e e e e e e e eeeans 73
3111 TeSt fOr LINGANLY......ccceiieieeeeeeeeeme et s 73
3.11.2 NOormality TeSHING....ccceeeiiieiiiie i eeee e e e 74
3.11.3 Homogeneity of VarianCe..........ccccccceeeeiiiiiiccceeeeeeeeeeeeeeeeeeeen e 4
3.11.4 HeteroSKEAASHICILY. ......uuueiieeiie e e e e ceeece e e e e e eeee e e e e e e e e e e eeeeaeaens 74
3.11.5 HYPOtheSIS BHNQ........ccevviiiiiiiiieii s et e e eeeerea e e e e e e e e e e e e eees 75
3.12 Measurement of Variables. ...t 77
3.12.1 Measures Of Fraud COSL.........oooviiiiiiiiieeen e 77
3.12.2 Regulatory Neoompliance COSt............cooviiviiiiiiiieeee e 77
3.12.3 Measures Of Legal COSIS.........ocovuiiiiiiiicmr e 77
3.12.4 Business Disruption and Systemufailcosts..............cccccvvvvvvvieeensnncceeenn 1
3.12.5 Measures of Employment practices and Workplace Safety. Cost........ 78
3.12.6 Measures of Financial Performance.............cccccovieeeeiis 78
3.13 Ethical CoNnSIderations. .............uuuiiiiiiiiieeeiiiiiiieieeere e e eeemre e e e e 79

viii



CHAPTER FOUR ...t e e 80

RESEARCH FINDINGS AND DISCUSSION......couuiiiiiiiiiiieeeeeeee e 80
4.1 INEOAUCTION. ...t e ettt e e e e e eeer e es 80
4.2 RESPONSE RALE......ciiiiieiiiiiiiiee e 80
4.3 Bakground INfOrMELION............uuuuiiiiiiiiii et 81
4. 3.1 Respondent.ds..GCenderl ... 31
4. 3.2 Respondent.f.s..AQL.GL.OUWP . rrrn... 81

4. 3.3 Respondent b.s...Lev.el..of. . Edu.c.ai82

4.4 DESCHPLVE STALISTICS. ... .uuuveiiiiiiiiiiiii ettt e e e e e 83
4.4.1 Descriptive Statistics on E€te of Fraud............ccccooiiiiiiiiiccc e 83
4.4.2 Types of Fraud Risks Experienced by the Bank in Kenya.................... 85
4.4.3 Effects of Fraud on the Financial Perforoeaof the Bank......................... 87
4.4.4 Fraud Related Losses Experienced by Commercial Banks................... 88
4.4.5 Change in Fraud after Basel Il Implem@ntat.............cccccceeviiiiieacnnnnnnnnn. 90
4.4.6 Causes of Decrease in Frauds...........ccccooiiiimmmiiiiieie e 91
4.4.7 Causes of Increase in Fraud.............cooooiiiimmmiiiiiee e 92
4.5 Descriptive on Regulatory NgDompliance COStS............cvvvvveeiiiiiicecennnnns 93
4.5.1 Types of Regulatory Nesompliance in the Commercial Banks............... 93
4.5.2 Causes of Regulatory Noampliance in Commercial Bank..................... 95

4.5.3 Effects of Regulatory Necompliance Penalties on Commercial Bank....96

4.5.4 Regulatory Nogompliance Cost Experienced by Commercial Bank.....98



4.6 Descriptive Results of Business Disruptions and Utility Outages............ 100
4.6.1 Causes of Business Disruptions and Utility Outages in Commercial BEOK

4.6.2 Effects of Business Disruptions and Utility outages on CommeraisBa01l

4.6.3 Cost of Business Disruptions and Utility Outages Experienced by Commercial

BaANK et e e e 104
4.7 Descriptive Results of Ogaional Risks Legal Liability................ccoeeeeeie 105
4.7.1 Causes of Operational Risks Legal Liability................cccccovivcccevvveeinnnnn, 105
4.7.2 Types of Operational Risks Legability COStS...........ccoovvrvvirriiiiieennenn. 106
4.7.3 Operational Risks Legal Liability COSLS............ccccuvvviimimemniiiiiiiiieeee 107

4.8 Descriptive Results of Employment Practices and WarkplSafety Non

(o0 .41 0] F= T [ = 20U 108
4.8.1 Causes of Employment Practices and Workplace Safetgdopliance...108
4.8.2 Effects of Emplyment Practices and Workplace Safety Mompliance... 109
4.8.3 Cost of Employment Practices and Workplace Safetyddmpliance.......110

4.9 Descriptive Results on Financial Performance...............ccccccovceevvvvevnnnnnn, 112

4. 9.1 Respondent.s.b6..Rr.of.i.t..bef.or.e..l2ax

4. 9.2 Respondssets..s..4.....Re.t.ur.n...on.. .A....114
4. 9.3 Respondent sé...Ret.ur.n..o.n..Equ.illy
4.10. REQUISITE TESIS...uuuiiiiii i ittt eeee e 116
4.10.1 Sampling Adequacy Results on Fraud CQStS..........cccevvviiviceeiieeenennns 116
4.102 Component Matrix Results for the Five Independent Variables Castsl17

4.10.3FACOr ANAIYSIS. ... uuuiiiiiiiiiiiiiiiiii ettt e e rrmr e e e e e e e e e 119

( ROE

4.11 Panel Regression Diagnostic Tests (Mixed Effect Modelling) of Financial

(R EY 0 (0] 410 T: 1 (o= TR 122



4.11.1Test for Linearity for Profit before Tax.........ccoovvviiiiiiiiiceciiiiiieeen 122

4.11.2 Test for Normality Testing for Profit before Tax...........cccevvvvvvieeeeenn. 123
4.113 Test for Homogeneity of Variance for Profit before TaX...................... 123
4.11.4 Test for Linearity for Returns on ASSEetS......ccccoeeeeeeeiiiiieeeiiieee e 124
4.11.5 Normally Test for Return on ASSELS..........cooiiiiiiiiiiimeme e 124
4.11.6 Test for Homogeneity of Variance for Return on Assets.................... 125
4.11.7 Test for Linearity for &urns on EQUItY.........cccooeveiiieeeiiiiiieeeieeeeeeeeee, 126
4.11.8 Normality Testing for Return on EQUILY.........ccccceeeeeeiiiiieeeiiciee e, 126
4.11.9 Test for Homogeneity of Variance for Return onefAss...............c.c.ee.... 127
4.12 Inferential ANAIYSIS. ........uuuiiiiiiiiiiiiii e 127
4.12.1Correlation Analysis Results of the Variables............ccccccvvvieeeeenn. 127
4.12.2 Panel Regression ANAIYSIS...........uuuuuiiiiiicmreeeeiiiiiins e e e e e e e enemnas 132

4.12.3 PairedT-Test for the Effect of Basel Il Operational Risk Management on

Financial Performance............coooiiiiiiiiieeen e 138
4.13 Test Of HYPOtNESES........ooveeieie e 142
4.13.1Summary of the Hypotheses Tested..........cccoeeeiiiiieccciiiiiciieeee e 143
CHAPTER FIVE ...ttt e 144
SUMMARY, CONCLUSIONS AND RECOMMENDATIONS .......ccccoeeeee 144
5.1 INTrOAUCTION. ....eeeiieiiiit it e et e e eeeme e 144
5.2 Summary of FINAINGS.......uuiiiiiiiii e eeeeeee e 144

5.2.1 Effect of Financial Fraud on Financial Performance of Commercial Bardls

5.2.2 Effectof Regulatory NorCompliance Costs on Financial Performance of

CoMMEICIAl BANKS. ... e 145

5.2.3 Effect of Business Disruption and Utility Outages on Financial Performance of

COMMEICIAI BANKS. ....eeeeeeeee e et e e e e e e e e eenas 145

Xi



5.2.4 Effect of Operational Risks Legal Liability Costs on Financial Performance of

CommMErCial BANKS. ......cu e e 146

5.2.5 Effect of EmploymenPractices and Workplace Safety Noommpliance Costs
on Financial Performance of Commercial Banks............cccccoe e i 146

5.2.6 Effect of Basel Il OperatiahRisk Management on Financial Performance of

Commercal BanKS..........coooiiiiiiiiiiie e 147
5.3 CONCIUSIONS. ...ceiiiiiiitiiii ettt 147
5.4 RECOMMENUALIONS. .....eeiiieeiiiiiiieiteeeee ettt e e et eeesr e e e e e e e e e e aans 149
5.4. IManagerial RecommendatiQnS.........cccooeeiiiiiiiieaciiieeeeeeeeee e 150
5.4.2 Policy Recommendations.............oooiiiiiimmene e eeeneieeeeeee 151
5.5 Contribution of the Study to Knowledge...........cccooeviiiiiiieeciiciiiiiee e, 151
5.6 Areas for Further ReSEarCh...........occvviiiiiiiicce e 152
REFERENGCES...... .. e anee s 154
APPENDICES ... ettt e e e et e e e e e e bbnmmeeee 174

Xii



LIST OF TABLES

Table 3.1:Target POPUIAtION..............uuuiiiiii i eeerr e e e 63
Table 3.2:SamPIe SIZE......ooieiiiiiiiiee e 66
Table 3.3:Summary of Reliability TeSL.......ccoovviiiiiiiiii s 69
Table 3.4:Summary of Hypothesis Testing............ccoovvvvvvviieeee e 76
Table 4.1:ReSPONSE RALE.......uuiiiiiii it eeee e 81
Table4.22.Respondenit.s.6..Gender. . .. 81
Table43:Respondent s.0....Ag.e.. QLo ... 82

Table44Respondent 6s Le.wel..of...Edu.c.at.i88

Table 4.5:Causes of Fraud in BanKS..............ccoviiiiiiieemiiiiiieeeeeeeeeeee e 83
Table 4.6: Types of Fraud Risks Experienced by the Bank in Kenya............ 85
Table 4.7:Effects of Fraud on the Financial Performance of the Bank.......... 87
Table 4.8:Fraud Related Losses Experienced by Commercial Banks........... 89
Table 4.9:Change in Fraud after Basel Il Implementatian............................. 90
Table 4.10: Gauses of Decrease in Frauds..............uuuueiieiieemiiiiiiiiiiiiieeeeeeeee 91
Table 4.11:Causs of Increase in Frauds............cccccoviiiiiiieeeenee e 93
Table 4.12:Types of Regulatory Nenompliance in Commercial Banks......... 94
Table 4.13 Causes of Regulatory Nasompliance in Commercial Bank.......... 95
Table 4.14:Effects of Regulatory Noeowompliance on Commercial Bank........ 96

Xiii



Table 4.15:Regulatory Norcompliance Cost Experienced by Commercial B&gk

Table 4.16: Causes of Business Disruptions and Utility Outages in Commercial

BaANKS ... e 104
Table 4.19:Causes of Operational Risk Legal Liability...................ccvvieeenne 105
Table 4.20:Types of Operational Risks Legal Liability Costs....................... 106
Table 4.21:Operational Risks Legal Liability CQSt.........cccoevvviiiiiiiicccnnennnnn. 107

Table 4.22 Causes of Employment Practices and Workplace Safety- Non

COMPIANCE COSE......uiiiiiiiiiiiiiii ittt 108

Table 4.23 Effects of Employment Préices and Workplace Safety Non
COMPIANCE COSE......uiiiiiiiiiiiiiiii ettt 109

Table 4.24Cost of Employment Practices and Workplace Safety-Non

(o70] 101 0] = T [ PO P 111

Table4.25-Respondent so6 PR.r.of.i.t..bef.or.e..Tlax

Table4.266Respondent so6 .Re.t.u.r.n.s...o.n..As.s.elis

Table 4.28:KMO and Bartlett's Test for the Independent Variables............. 117

Table 4.29:Component Matrixforn d ependent V.aur.i.a.b.l. B3 6

Table 4.30:Total Variancefor Fraud cosExplained...........ccccccoooiiiiiiiicceeeen. 120

Xiv

Cost



Table 4.31:Total Variancdor Regulatory NorcomplianceExplained.............. 120

Table 4.32:Total Variance for Business Disruption and Utility outagaplained 21

Table 4.33:Total Variancdor Operational Risk Legal Liability Co&xplained121

Table 4.34:Total Variancgor Employment Practices and Weltace Safety Non

complianNCEEXPIAINEd ...ttt eee e 122
Table 4.35:ANOVA for Residuals of Profit before TaX.........cccccceeeviiiiiieenee. 123
Table 4.35: ANOVA for Residuals of Returns on ASSets.........ccccceeevviviiieee. 125
Table 4.37: ANOVA for Residual®f Returnson Equity............coevvvviviiiiiicene. 127
Table 4.38:Correlation Results between Variables..............ccccvivieeeieeeenns 128
Table 439: Type lll Tests of Mixed Effects on Profit Before Tax................. 132
Table 440: Estimates oMixed Effects in Profit Before Tax Modelling.......... 133
Table 441: Type lll Tests oMixed Effects on Returns on Assets................. 134
Table 442 Estimates of Mixed Effects in Returns onsa&ts Modeling............ 135
Table 4.43: Type Il Tests of Mixed Effects on Returns Bquity..................... 136

Table 4.4 Estimates of Mixed Effects in Returns on Equity Modelling......137

Table 4.45: Paired SEples StatiStiCS..........uvvviiiiiiieiii e 138
Table 4.46: Paired Samples Correlations...............uuvveeeiicceeeeeiiiiiinee s 139
Table 4.47: Paired Samples TeSL......cccvvuuiiiiiiiiiiemmeeie e eeme e 140
Table 4.48:Decision of the Hypotheses TeSt..........ciiiiiiieeciiiee, 143

XV



LIST OF FIGURES
Figure 2.1: Conceptual FrameWorK ..........ccooiiiiiie e i i e eeveveeee e 28

Figure 4.1: Average PBT (in Million Kenya shillings) from 2011 to 2016......112

Figure 4.2: ROA and ROE Compared............ooooiiiiimiimmmn e 116
Figure 4.3: Linearity Test for Residuals of Profit Befof@X................ccceeeeeeee. 122
Figure 4.4: Normality Test for Residuals of Profit befofax..................oocee 123
Figure 4.5: Linearity Test for Residuals of Returns on Assets..............cc...... 124
Figure 4.6: Normality Te$ for Residual®f Returnson Assets..........cccccceeeee... 125
Figure 4.7: Linearity Test for Residuals of Returns on Equity....................... 126
Figure 4.8: Normality Test for Residuals of Returns on Assets.................... 127

XVi



LIST OF APPENDICES

Appendix I: Research QUEeSHIONNAILE..............ccevvvviiiimrieeeeeeei e 174
Appendix Il: Secondary Data Collection Schedule..............ccccoeviiiaanenen. 185
Appendix lll: List of Commercial Banks in Kenya...........cccccoovviiiiiiceeennn. 186

Appendix 1V : Basel Member Countries, Observers and Supervisory Grd@9

Appendix V: Types of Basel Il Operational Risk Events.............cccccceeeeee. 190

Appendix VI: Frequencies VariableBSnalysis.............ccccoevvvvvvivieeneeceeeeee, 193

XVii



AMA

ASA

BCBS

BFID

BIA

BIS

CBK

CFI

DPFB

FISD

ICAAP

KCB

KPMG

KYC

NIM

NSFR

PBT

PWC

ACCRONYMS AND ABBREVIATIONS

Advanced Measurement Approaches

Alternative Standardized Approach

Basel Committeen Bankng Supervision

Banking Fraud Investigatiobepartment

Basic Indicator Approach

Bank for International Settlement

Central Bank of Kenya

CorporateFinancel nstitute

Deposit Protection Fund Board

Financial Institutions Supervision Department

Internal CapitaAdequacy Assessment Processes

Kenya Commercial Bank

Klynveld Peat Marwick Goerdeler

Know Your Customer

Net Interest Margin

Net Stable Funding Ratio

Profit Before Tax

Price Waterhouse Coopers

Xvili



RBS

ROA

ROE

RTGS

RWA

SACCOs

Risk Based Supervisory

Return on Assets

Return on Equity

Real Time Gross Settlement

Risk-Weighted Assets

Savings and credit cooperatives

XiX



Baselll

Accord

Basel Il
Operational
Risk
Business
Disruption
and Utility
outagecost
Employment
practices &
work place
safetycost
Financial

Performance

Fraud cost

Legal
liability cost
Regulatory
Non-
Compliance

cost

OPERATIONAL DEFINITION OF TERMS

The setof agreements set by the Basebn@nittee on Bank
Supervsion which provides recommendations on banki
regulations in regard to capital risk, market risk and operatic

risk (CorporateFinancelnstitute[CFI], 2020.

The risk of direct or indirect loss resulginfrom inadequate ol
failed internal processes, people and systems or from ext
eventg(Higginbotham 2021).

Losses arising from disruptiarsf business or system failur@dull,
20138.

Losses arising from acts inconsistent with employment, health
safetylaws or agreements for payment of personal injury cdadm
from discrimination event@Hull, 2018)

Measuring the resultof a firm's policies and operatis in

monetary termgo disclosethe firm's profit before tax,return on
investment, return on assets, value addwel, interest margin
among othergHull, 2018).

Losses due to acts of a type intended to defraud, misapproj
property or cicumvent regulationsthe law or company policy
(Hull, 2018.

Fines, penalties or punitive damages resulting from supervi
actions Bank for International Settlement [BIS]0L9).

Legal penalties,ifhancial forfeiture and material loss that a ba
faces when it fails to operate in accordance with banking laws
regulations, internal policiesr prescribed best practicéSentral

Bank of Kenya CBK], 2013)

XX



ABSTRACT

Todayo6s banki rdwitthmasy opesational risks. Thisamakes their
management tadoptvarious modalities among them Basel Il Acctodminimise
them The purpase of this studyvas to establish the effects of Badebperational
risk managemerdn financial performance @bmmercial banks in Kenyahis was
achieved throughesting the effect ofive variables on financial performance
financial fraud regulatory norcompliance penaltiequsiness disruption & utility
outage,operational risk legal liability costnd employnent practice® workplace
safetynoncompliance costsThe population oftlte studycomprise of all the 42
commercial banks in Kenya as at 31she 2017A sample of 3&ommercial banks
was obtained througlstratified random samplingo ensure that alhe differential
features ofier |, tier 1l and tier lllcommercial banksvere captured in this survey.
The study utilzed both primary and secondary data, where primary dea
obtained through seddministered questionnaires whiakere completed byeither
bank® security officersin charge of fraud investigationsr internal auditors or
operations managerdepending on the tier of the banBecondary datawas
obtainedfrom Central Bank of Kenyannual reportsThe studyadopedde<riptive
research degn while data was analysedusing Statistical Package for Social
Sciences (SPSS) versior?2 2and STATA version 15to obtain statisticdike
averagespercentagesstandard deviation, correlation coefficiemtsd significance
among otlkers The study adoped profits before tax, returon asset&nd return on
equity to measure financial performance. The findings from the stwdye
presented using frequenadistribution tables andline graphsto give visual
impression.Paired ttest analysis waperformedto examine the weight of each
operational riskvariable against thinancial performanceariablebefore and after
Basel Il implementationwhile Pearson correlation analysis waerformed to
establish the relationship between the independemtables and depedent
variables.The hypothesis testing was conductgb% level of significanceThe
correlationresultsindicatedthat out of the five variablesonly financial fraud cost
hada significant(p value = 0.041pegative(r = - 0.168)on financial performare

of commercial banksThe negative correlation among all the five variables and
financial performance means thatsignificantincrease in any othesevariables
would result to decrease in financial performaand vie versaThe paired ttest
findings indicated thathe averagerofit before taxincreasedoy KES 457M but
could not entirely be attributed to Basel Il implementation as explained by the p
value of 0.791 > 0.05Vhile decrease imeturn on assetisy 0.96%andreturn on
equity by 5.02% could be attributed to Basel Il implementatiop yalue of 0.000
and 0.013 respectively). This study recommersdthat c o mmer ci al ban
management invests innleance ICT related fraud controls which should be
entrenched i n the ¢ osesnaingto radbile baakingaredd | CT
internet bankingn order toreduce system hackinigauds by externalcomputer
fraudstersas this was the major cause of fraud which consequently reduces
profitability of a bank

XXi



CHAPTER ONE

INTRODUCTION

This chapter covers ¢hbackground of the study, statement of the problem, study
objectives, hypotheses of the study, significance of the study, the scope of the study

and the limitations of the study.
1.1Background of the Study

Risk management has become a concern for alhbss communities the recent

times Most importantly, it oday 6 s b anki raye rbalized thaktreis , ban
risk management programs need to go beyond traditional focus on liquidity, credit,

and market risk to encompass a wider variety of risksgpch as operational risk

among others. As such, operational risk management gaaged enormous

emphasis todayith banks recruiting stronger boaaf directors who intensely
understand emerging operational risBefore the 1980s perational risk losse

were sufferedin the thousands of shillings but in the recent past, financial
institutions, especially the commercial banks, have experienced significant
operational risk losses amounting to millions of shillings hence regulators,ébanks
managesas wellas t he gener al public cannot affo
operational risk management. Asesult,financial institutions such as commercial

banks, insurers, heddends, credit unions amorghersmust lay down modalities

of managing operationalsks regardless of whether it is a regulatory mandate or

not. This studyconcentraté on the effecbf Basel Il operational risk management

on financial performance of commercial banks in Kenyae Sthdy variables that

were of specific concern werénancial fraud, regilatory noacompliance cosis

operational risklegal liability coss, employment practices nesompliance costs

and business disruption costand their effect onfinancial performance of

commercial banks.



1.1.1Global Perspectiveof Basel I Operational Risk Managementand

Financial Performance

There is no doubt that globally the financial institutions are taking overall risk
management very seusly. In this regardDeloitte (2014)surveyin 86 financial
institutions from across the glolvevealed thatin 2014 72% of the institutions
were mucheffective atmanaging risk as compared to%6n 2010. This increase
was stimulated by many yearso6 efforts
as well as the memory of the credit crisis. Fertlthe survey also disclosebat
most institutios very effectivelymanag liquidity risk (83%), credit risk (8%6),
counterparty risk (83) and market risk (7). The institutions were however less
confident in their ability to manage business contirilinfprmationtechnology (T)
security risk (52), model risk (5@0), data integrity risk (5%) and operational risk
(45%) which declined from 47%n 2010. In addition, he survey shows that
operational risk mana&gnent has been a challeriggrause odbsencef capacityto
directly measure operational risk athdeto complexity of the operational processes
in mostfinancial institutiongDeloitte, 2014) As such inclusion of operational risk
management in the Baseldapital framework gave operational riskkmgement
higher priority, making several financial institutions expanded their programs for

managing operational risk.

Seuraj andVatson (2012) study on effects of compliance with Basel Il prudential
regulations in commercial banks Trinidad and Tobfagmd that there is sufficient
evidence that Basel Il regulations affect the financial performance of commercial
banks though not always in appositive w@geloitte (2015)survey covering 71
global financial institutionsfound that70% of respondents wengery effective in
managinglegal regulatory/compliancg67%) and tax operational risks(66%).
While fewer respondents were very effectimethird party (44%), cyber security
(42%), data integrityrisk (40%) and model (37%) operational risksFurther mog
respondentsgreatly (74%) prioritize clients, products and business practices
operational riskmanagement as well asisiness disruption &ystem failure$74%)

and execution, delivery &rocess manageme4%) operational riskgDeloitte,
2015).



Deloitte (2017)surveyonindu st ryds ri sk management pr a

faced inturbulent periodcarried out in2016 following Brexit involving 77 global
financial institutionsfound out that irendeavourso manage operational risknly
42% of respmdentsvery effectively manags cyber security riskFurther, 36%of
respondentseported that regulatorgompliance riskvaspart ofthe three risk types
likely to rise over the next two yeartn addition, 79%of respondentseportedthat
regulatory refom had resulted inincreased cost of complian@nd were very
conerned about tighter standards refgulationswhich increases operation cost
(Deloitte, 2017). This may explain why regulatory noncompliance is rampant in
financial institutions. When the do®f complianceincreases,some financial
institutions may fail to comply with some regulations especially if the total utility
derived exceeds the penalties for nonpbamce as explained kiyeory of crime

and punishment.

Klynveld Peat Marwick GoerdeldKPMG, 2016) study on global profiles of the
fraudster which sampled 750 fraudsters from 81 countries across the world showed
that technology was a major facilitator for fraudster to committee frauds but on the
contrary technology was not being used prbpeo detect and prevent fraud.
Further the findinggliscoveredthat majority (69%) of the fraudsters were in the
ages of 36 to 55 with most (65%) of them defrauding their own employers as a
result of personal gain (60%) and greed (36%). Shisey seem#o supportfraud
triangle theory that perceived opportunity to commit fraud motivates people to
commit fraud.Thus, sophistication of operations without proper internal control
systems creates an opportunityr fraudsters to commit fraud.ikewise, Price
Waterhouse CooperWC, 2015) survey on global state of information security
that sampled 75 IT professionals from financial institutions across the globe
revealed that IT related risks are increasing in magnitude and cost. In addition, the
study discoveedthat the main perpetrators of IT operational risks were insiders and

suppliers.

Ernst andYoung (2018) global fraud survey conducted in 55 countries involving
2550 respondents noted that changing regulations and adoption of sophisticated

technologies i@ danging the nature of risk exposures to organizations with fraud



risk and corruption risk being the biggest risk exposures in emerging markets
globally. The report further noted that 43% of the respondents had experienced
changing regulatory risk, 42 macioeconomic risk, 37% cybeattack while 36%

were exposed to fraud and corruption risk. Moreover, 11% of the respondents
confirmed having experienced a major fraud in the past two years. Similarly
KPMG (2010) survey on fraud and misconduct in Australd New Zealand
showed that the amounts involved in fraud are on increase with the values rising
from $301.1M in 2008 to $345.4M in 2010 with the average number of frauds
increasing from 530 to 813. The survey also noted that financial and insurance
industies were the most vulnerable to fraud with 84% of the frauds being
perpetrated by external parties and 14% being perpetrated by management. Further
the survey noted that cash theft was the dominant type of fraud, followed by cheque
tampering and false ghas for insurance companies and that greed by fraudsters
was the major (92.71%) motivator of fraud. This stsggms to concur with the
fraud triangle theory of fraud that perceived pressure emanating from greed fuels

fraud.

The operational risks discussetdbove and various others financial risksat have
faced the financial institutions, have forced their regulators to take risk management
in commercial banks a notch highdny forming global standards for risk
management known as Basel Accortle Basel eguktions have their genesis from

the financial markethavoct h at occurred after the col |
system of managed exchange rates in 1By3L971 United State$iad very few non

gold reserveplus only 22 % gold coverage of foreign reservaeaking the dollar
become significantly overvalueid regard togold. At the same time, the current
account deficits, aritfree trade sentiments were rising in the U.$icl made
President Nixonto closethe gold window on August 15, 1971, thus ending the
convertibility of the dollar into gold. The dollar was therefore left to floaline

with its market price. This forced ti&roup ten G10) to meet in December 1971, in
efforts to creat a new international monetary system where they also agreed to
devdue the dollar from $35 to $38 per ounce of goldonethelesssince U.S.

expenditures and current account deficits were continuing, this devaluni@n



stopped speculation against the dolland te dollardropped to$44 per ounce of
gold in 1972.

Unfortunately, the Breton Woods systerhy now was irrecoverablehence in
February 1973, the U.S. and otle#avelopednations allowedheir currencies to

float. During this mayhem, several commercial banks incurred huge foreign
currency losses. Among the wbrkit banks wasBankhaus Herstatt'sf West
Germany where its foreign exchange exposuotslled thrice its capital hence
forcing its regulator inWest Germany to withdraw its license and liquidize it in
June 1974. The closure of this bank caused morayagecause several banks
outside Germany had released Deutschmarks to Herstatt bank in exchange for dollar
payments deliverable in New York, but there was however time lag caused by
differences in time zones which delayed dollar payment to counter pakg.ba

Liguidation of Herstatt bank meant that the delayed transactions could not be
effected hence resulting to unsettled trade and thereby making it an international
risk. During the same year 1974 in October, Bnanklin National Bank of New
York madesevee foreign exchange losses causing its cloduie these risk events

that forced the centrabink governors of the Gltationsunder the patronage of the
Bank for International Settlement (BIS) located in Basel Switzertanidrm the
Basel Committe onBanking Supervision (BCBS) at the end of 1974 to improve
banking supervisory knowhow worldwid€FI, 2020) Today the Basel regulations

are adopted by both member and im@mber countries. Since 1988 the Basel
committee has developed three standardbank supervision which principally
focuses on commercial banks managing their risk profiles; Basel I, Basel Il and
Basel Ill as follows:

Firstly, Basel | which was released for implementation by banks in July 1988 but
required full implementation by1992 focused on managing credit risk by
establising minimum capital requirements for bankBCBS, 2013). The major
weakness of the Basel i$ that its risk weights only focused on credit risk
management, but failed to deal with how commercial banks shoulgatibther

risks sweh as; market risks, liquiditysk and operational risks. This loophole



resulted to formation of Basel Il standards. Secondly, Basel Il released by BIS in
2004 but its implementation commenced end of 2006 gives guidelines for capital
adequacy and disclagre requirements with focus in market risk apemtional risk

management in addition to credit risk management.

Basel Il comprisesof three pillars wherdillar 1 stipulatesthe minimum capital
requirementsPillar 2 the supervisoryerview processwhile pillar 3 stipulates the
market disciplinePillar | further stipulates on managing market risks, credit risks
and operational risk heneanendBasel | guidelines by tyinthe minimum apital
requirementdo each bank's actual risk of@anic loss. Thus Basel kdlemands
higher levels of capitalnfortunately, Basel Il limitations were attributed with the
financial crisis of 2008/09This saw the birth of Basel Ill to correct these
limitations. Thirdly, Basel Ill released in Decemberl@0ut its implementation
commarced on January 2013 and targdigtimplementation by 2019. It stipulates
higher levels ofcaptal requirements and initiatesew global liquidity framework
incorporating new financial products mandating banks to addsdsstiiat are yet

to be identified, or were believed inconsequential in the past. It thus relghes
minimum capital, higher quality capital, enhanced disclosure requirements and
interaction between LCR and the pr&ien of central bank facilitielBCBS, 2015)

Although Basel | Accord did not stipulate laws regarding operational risk
management in banks, it does not mean that the then banks were not exposed to
operational risksActually, operational risks are as old as the establistiroéthe

first commecial bank, lmwever when Basel | was being formulated their effects
were minimal. On the contrary, the inception of sophisticated financial systems,
globalization, and financial deregulation among others paved way for severe
operational risk hence thea®n for its inclusion in Basel [ISome of themost
common forms of operational risksincludes; Internaland external fraud,
employment practices and work safety, cliemsoducts and business practices,
damage to physical assets, business disrumimh ystems failuresgexecution,
delivery & process and management relationsisisr In the history of commercial
banking, there have been many horrible operational risks that led to devastating

effects intended to defraud, misappropriate property @uivent the law by a



third party. This will then result to frauds such as; robbery, forgery, cheque kiting,
systems hacking and theft of information from the systeil( 2018) It is the
advent of such operational risks that the Bank for Internatiortde®ent setup a
committee known as Baselo@mitteeon Banks Supervisioto set guidelines on

management of operational risks facing commercial banks.

1.1.2Regional Perspectiveof Basel Il Operational Risk Management and

Financial Performance

KPMG (2018 suwvey on growing pains among East African countries that sampled
10 CEOs from Kenya, Uganda, Tanzania, Rwanda and Ethiopia revealed that 90%
of the CEOs sees business disruptions operational risk emanating from technology
as more of an opportunity raththan a threat with majority (70%) intentionally
disrupting their businesses as a result of technological change. However, 35%
reported that technological disruption was a threat to them as they were struggling
to cope with the level of technological clyms. These findings support creative
destruction theory that the process of industrial mutation continuously destroys the
old technology and continuously creates new ones. The survey further revealed that
most of the East Africa organizations are not adegjyprepared for cybeattacks
operational risk as 49% admitted that they are exposed to-afthek risk. In
addition, 50% of t he Tanzani aods CEOs
technology and terrorism as some of the operational risks that tigainzations

are exposed t(KPMG, 2018).

1.1.3Kenyan Perspectiveof Basel Il Operational Risk Management and

Financial Performance

In Kenya, CBK started regulating financial institutions under Basel | in 1999
( Nd u n2603)urhus,CBK has over the yeaimplemented Basel | and Basel II
resulting to gradual increasén banks minimum capital to 860M by 3I%
December 2009 to 860M by 315 December 2010 to 300OM by 31 Deeember
2011 and currently to 4B by 31 December 2012Although the G10 countries
stared implementation of Basel Il in 2007, Kenya delayed its implementation until

2014 when commercial banKslfilled the prerequisite®f Baselll which are 100%



Basel | implementatigrrisk-basedsupervsion adoption andBaselCore Principles
adherene. Before adopting Basehccord, CBKused the traditional approach that
focused on transaction testitmdeterminethe correctness astatement of financial
position, statement of comprehensive income, the adequacy of internal controls and
ensuring compéince vith the applicable laws and regulatiotdnfortunately the
traditional approachwas basically ineffective in large banks for it does not
differentiate beween high and low risk activitiexf the banksMoreover traditional
approach emphasi®n accuacy d figures, hence mirrors a point in ime
assessments henadrogressive. Besides, thapproachappearedo quantifyb a n k s 0
problem andsuggest solutions to addresignsof the probleminstead of dealing
with the root causeof the problem (CBK2013).

The adoption of Risk Based Supervision commenced in 2004 after CBK conducted
aresearchn September 2004 whose aim wasassesshe level of implementation

of risk management practices by commercial banks in Kenya. Later, a set of
reviewed and new pudental guidelines among them the guidelines on capital
adequacy were issued in Nowuber 2012. @pital adequacyevision was mostly
motivated by global regulatory reform initiatives meant to strengthen $ank
supervisoryrulesin orderto correctflaws that wee experiencedluring 2008/2009
global financial crisis. Among the requirements of the guidelimas that banks
shouldcalculatecapital charge for operational ridRue to lessophisticaibn of the
Kenyan banking sector, CB&dvisedcommercial baks touse the Basic Indicator
Approach to computecapital charge against operational ridkasic Indicator
Approach determinesapital charge for operational risls a fixedpercentagef the
average positive annual gross income oflihak over the pashtee ears(CBK,

2013)

The implementation ofhese new requiremenigas spread from2to 24mont hs 6
duration Thus,for market and operational risk requirement compliance, banks were
given atwelve montrs ébservatiortime to January 2014fter which they wereto

fully conformto the guideline. Likewise, banks were allowsenty-four months

up to 2015 toaisetheir capital after which they ddo fully conformto 2.5% buffer

beyondtheir thenminimum statutory capital adequacy ratids. 2013 CBK in



adrerenceto Basel capital buffersannouncementsintroduced a 2.5% capital
conservation buffebeyondthe minimum regulatory cormaf 8% bringing the core to
10.5% andalso requiredhe total capital ratioof 12% to be raisedo 14.5%and
mustbe maintain atall timesby each bankvith effect from #' January 201%CBK,
2013)

When it comes to operational risks, Kenya has hadaitsshare.PWC (2018
surveyon internal fraud posed tabusiness that sampled 116 respondesported

that middle level managersere tre major perpetrators of economic crime in the
private sectorand that customers accounted for 37% of the Keyanmp ani e s 6
frauds The finding further indicated that fraud increased from 6120it6 to 75%

in 2017 The report also noted that extdrfi@ud was also on increase and that
agents and shared service providers were the main perpetrators of this fraud. On the
types of fraud, the survey noted that procurement fraud was very(2igh) in
Kenyaas opposed to oth&ast Africacountries In adlition, the finding revealed

that the financial sector, the insurance sedelecommunications, fast moving
consumer goods and public sector were the hardest hit by fraud in a decreasing
order The survey thuadvisedadopton of risk-basedframework that assststhem

to identify andmanage the fraud risk (Kingt2018). This thus justifies wh BK

had tomake it mandatory fatommercial bankt implement Basel Il regulation

CBK (2017 surveyon risk management in the banking sector conducted in 2010
involving 42 commercial banks and 1 mortgage compstmywed that the major
types of risks that facecommercial banksn Kenyain 2010 were;market risk
(100%), credit risk (95%), operational risk (93%}¥trategic risk (81%) and
regulatory risk (67%) amongther isks. Further, a report by PWC (2016) on fraud
risks posed by ICT in Kenya found out théenya as a whole lost sh15Bn to
cybercrimein 2015 out of which sBB was from public sector and sh4Bn from
financial services. The report also noted that thk lof the pepetrators of this
fraud were overseas attacks mainly from US @hdha througtcreating loans and
disbursing the money targanizations abroaddence making it more complicated to
identify, arrest and prosecute thefe report also noted thpart d this fraud was

instigated internally mainly by men aged 31 to 40 years Withelatedbachelor



degrees
1.2 Statement of Problem

The trend of financial performanocé commercial banks in Kenya has been erratic
over the past yearfor instancethe total ROA varied from 4.4% in 2011, to 4.7%
in both 2012 and 2013, to 4.5% in 2014, to 3.9% in 2015 to 4% in Sxi@arly,

the total ROE changed from 30.9% in 2011 to 30% in 2012, to 29.2% in 2013, to
28.2% in 2014, to 24.4 % in 2015 to 24.7% in @0likewise, the totalPBT varied
from KES88,478M in 2011 toKES106,996M in 2012, t&ES124,547M in 2013, to
KES139,861Min 2014, toKES132280M9in 2015 and tKES147,445Min 2016
(CBK, 2017).This erratic trend was also evidenced in the perioti720 2019
whete profitability of commercial banki terms ofwhere ROA was 3.33% in 2017
increased to 3.5% in 2018 but dipped to 3.3%2019 while ROE changed from
20.6% in 20170 22.5% in 201&nd then dippedo 218% in 2019(CBK 2019.
One wonderswhether Bsel Il operational risk management implementation
Kenya could be the cause olish erraticbehaviourin financial performance of

commercial banks.

The acurrence of operational risks in commercial banks in Kenya today has been a
concernfor banks managmenttheirregulatos and the public at largkn fact, most
countries, Kenya included are adopting the international regulations dabbed Basel
Accord to manage the risks facing commercial baf¥slate, gecial attention is
being focused on managimpgerationd risks because of th@evastating effect they
pose to a bankfToday 6s ri sk managers belsave th
financial institution incurs emanates from operational risk lofSasz & Marcelo,

2003, as cited in Gikundit al, 2014. Examplesof such operational risks that are
likely to cause catastrophic lossesfimancial institutions includefinancial fraud,
regulatory noncompliance operational risks legal liabilitybusiness disruptio&

utility outageandemployment practice& workplace sfety noncompliancamong

others
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Banking Fraudnvestigation Departmeri2014) survey indicate®25 cases of bank
fraud amounting to $8M loss by varios commercial banks in Kenya 2014first
quarterand $907797 in the second quarter; whes6.2M wascheque fraudosses
$2.6M electronic transfer crimeksses $13,403 via Internet scams, counterfeiting
fraud $93, Card fraud $112,773, computer fraud $138@8Feasnobile banking
fraud lost $42,175. This survey showedtttiee top fiveprdfitable banks:Equity,
Co-operative, Standard Chartered, KCB and Barcksyrskwere themost affected
The reportalso shows Hat most of the financial frauda Kenyainvolve bank
employees. In this regard Maureen Mutungu while working with The National
Industral Credit Bank, defraded the bank by double creditingdoan of Sh.8® to

the account of an applicant and then withdrew it. Standard Chartered Bank accused
one of its employees of stealing Shiéhrough cheque forgerwhile Equity
bank accused Dhwcan Gaheru of stealing 8M. Similarly, KCB in 2014 reported
dismissing 94of its staff over the past yearbecause ofraud and professional
negligence(Fraud Vigilance, 2015)Deloitte East Africa (2013) reported ATM

skimming fraudsesulted to annuabss d sh4.03 in Kenya.

Further n October 2015, Imperial hia was placed under statutory managenoeset

to frauds entailing misrepresentation of financial statement, irregular loans that had
violated the limit on lending to a single borrower and undérgy its deposits by

Sh38 thus making it operate with lesser capital than required. The report showed

that Imperial Bank depositors lost close to S3gver al1l3-year period in a

fraudulent scheme masterminded by its chief executive, Abdulmalek
Janmohammed (Ndurya, 201%. Moreovetr Kimani (2013) BFID estimated that
shi4Bwasst ol en from cust molXsadd Aprd 2003wiat s f r o
schemesgnitiated by b a n lerspfoyees. The report revealed increasing trend of

frauds due to cashless transactiosuch as internet banking, mobile money

transfersreal time gross settlememRTGS), credit cardand cheque payments.

With the banks in Kenya faced by the above opeanalirisks among other, thei® i
no doubt that CBK had to revitalizes itegulatory nechanisn hence the adoption of
Basel Il standards 2014. Studies carried out in Kenya l§yikundi et al., (2014)

looked ateffects of operational riské the lending processn profitability of
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commercial bankswhile Kiragu et al., (2015) looked at effg of bank size on
occupationhrisks in commercial banks wefeasOlongo (2013 studied the effects

of financial fraud and liquidity on financial performance of commercial banks in

Kenya These studies and others overlooked the effect of Basel Il implatioent

on financial performance of financial institutions operating in Keraestion

therefore arises;wt h Bas el 1 i mpl ementation in pl
opeational risk management influencéuke financial performance of commercial

banks inKenya?
1.3 Objectives of theStudy
1.3.1General Objective

The generabbjective of this study asto establish the effecf Basel Il operational

risk management on financial performance of commercial banks in Kenya.
1.3.2Specific Objectives
This studywasguided by the following specific objectives:

1. To assesghe effect offinancial fraud coss on financial performancef
commercial banks Kenya

2. To determine the effeadf regulatory noncompliance cost®n financial
performancef commercial banks Kenya

3. To find out the effect of business disruptiand utility outagecostson
financial performance of commercial bankKenya

4. To examine theeffect of operational riskdegal liability cost on financial
performancedf commercial banks Kenya

5. To deteminethe effect ofemployment practices and workplaadety non

compliance costen financialperformance ofommerciabanksin Kenya
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1.4 Research Hypotheses
The followingwere the nulhypotheses that the studgughtto test:

HO.: Financial fraud costs do not have significant effect on the financial

performance oEommercial banks Kenya

HO.:  Regulatory norcompliance costsdo not have significant effect on the

financial performance of commercial banks in Kenya

HOs: Busines disruptios and utlity outagecostsdo not have significant effeoh
financial performance afommercial banks Kenya

HOs: Operational risks legal liability costdo not have significant effect on the

financial performance of commercial banks in Kenya

HOs: Empoyment Practices and workplaceafety nhon-compliance costslo not
have significant #ect on the financial performarecof commercial banks in

Kenya.

HOs: The true mean differend®tween profit before taxefore and after the Basel |l

operational risk maagementmplementation is equal to zero.

HO7: The true mean differendmtween return on assditsfore and after the Basel Il

operational risk management implementation is equal to zero.

HOs: The true mean differendeetween return on equitefore and aér theBasel 11

operational risk management implementation is equal to zero.
1.5Significanceof the Study

In the history of commercial banking bussse there have been several horrible
operational risks experienced by some banks some of which resultezhaive
consequencao the entire banking systef@ne such event is the internal fraudtth
occurred in a UK based banBaring Bank Singapore branch in 1995 caused by

Nick Leesonb6és unauthorized trading wi
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the bakruptcy of a bank that had operated for §2ars(Beattie, 20238). Another

hell broke loose in the same year (1995) at Daiwa Bankgpanese bank in US,
where 4.1 Billion was lost through internal fraud anetdhl tradingdf US treasury
bondsby Toshhide Iguchi one of its vice presidesnEurther, the famous September
eleven (9/11) terrorism attack in US in 2001, led to massive bank assets destruction
Likewise, in 2002 John Rusna#tn employee of Allied ish Bank of UK operating

in US caused$ 691M lossesthrough fraudulent activities in foreign exchange
(Beattie, 202B). Moreover, in 2007/2008 a rogue trader Jorome Kervie in a French
bank, Soceite Generale Bank lost through unauthorized trading activities on
European stock market futur®g.2B (Iskyan 2016).

Operational risk events may have significant informaspill over effects on the
stocks of norannouncingbanks by either affecting ¢h prices positively or
negatively. The la&es emanating froraperational riskspill overeffects ca signify
the magnitude of the operational risk in rErmouncing bank§Cumminset al.,
2012) It is in this vein that this study wagonducted to benefit the following
stakeholders in the light of operational risk menace:

To commercial banks regulators the findings d this study can guide the
commercial banksegulators(central banks)n gauging the effectsf operational

risk exposure in commercial banks hence acting as a basis for prudential guidelines
amendmerg aimed at managing operational risks BCBS (2015) puts it, by
integrating operational riskmanagemenin Basel Il regulatory frameworlkand

rising the transparency of the banking sector, various systematic weaknesses of the

1988 Basel | regulation will be reduced.

To managementof commercial banks the results of this study wilhelp the
commercial banksnanagementinderstand the impact of operational risks in their
banks hence causing them jiedge the effectiveness of their operational risks
management techniqu&s managing oeratioral risks. To potential investors the
findings of this study can be publishbd financial analyst&é financial journalgo
enlighten thecurrent andpotentialbank® investors and othestrategic partners on
effects ofBaselll operational risks, theegulatoryissuesand the Kenyan take.
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Lastly to Scholars this study contributes immensely to the body of existing
knowledge on effects of Basel Il operational risk management on financial
performance of commercial banks. In faitte findings of this studyshed light on

the Kenyan scenario of extent of operationdtgis banks and how they affatie
profitability of banks. Furthermoréhe gaps highlighted in this stuayll challenge

the future researchers on additional feefdr further research. Needlesssay the

studyacts as a good source of literature review to future scholars.
1.6 Scope of the Study

This studyconcentrged on the effectof Basel Il operational risk managemeanh

financial performance ofommercial banks in Kenydhe commercial bank&ere

chosen for the study because of their pivotal role that they play in the Kenyan
economy at large through financing the rest of the industries and because of their
intemational linkages they offer tmternational economieslhis study ained at

testng theeffects offinancial fraud, reglatory noncompliance cosfsoperational

risk legal liability coss, employment practices nesompliance costand business
disruptioncostson financial performance of commercial bankfe studycoveed a
populationof 42 commercial banksn Kenya as atlune2017 The researclwas

carried out from theb a n keadguarterbased in Nairobias data from all the
branches is usually gathered athlysedat the head officeThe respondents ave
drawn fr om t hyeoffidera mkliagge of &aud investigationshe
operations managers and timternal auditorsdepending on the tier of the bank

Bank scurity officers should not be confused with bank security guarthaank

security dficer is responsiblefor monitoring compex transactions for fraud to
overseeing the bankés cyber whdecthesecurity and
guard job is mostly centred on the physical safety of thanld s empl oyees
customers, and facilitie3.he studyperiod of interestvas 201 through 2016 so as

to capture three years before and three years after Basel Il operational risk

implementation.
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1.7 Limitations of the Study

This study was not without some challenges. A féthe respondents were hesitant
to fill the questionaires m the grounds that it was a tall order as their bank policies
prohibits suclactivities whileothers purported to be too busy to have time to attend
to unofficial assignments These challenges were howevevercome by the
researcher replacing then-coopeating respondst bank with another banko
ensure that the response rate remained Wgbther key challenge was that it was
difficult to find enoughlocal empirical literature on some of the variables such as
the effects of regulatory necompliarce, busness disruption, legal liability and
work place safety nenompliance cost This was however mitigated by reviewing

literature from other disciplines and countries with a bit distantly related areas.

Moreover, the study only concentrated on effeaf anly five Basel Il operational

risks; financial fraud risk, regulatory naompliance risk, business disruption &

utility outage risk, operational lawsuit risk and employment practices & workplace

safety norcompliance risks. The study ignored otBasel | operational risks such

as clientbés products & business practic
delivery & process management and relationship risk management. Future studies
should include these other typesB#sel lloperational risks as toevaluatehow

they affect financial performance of commercial banks.
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CHAPTER TWO
LITERATURE REVIEW
2.1Introduction

This chaptercontains heoretical frameworland empirical review that are relevant

in explaining the effects of Basel Il operatibrressk management on financial
performance of commercial banks thusindicateswhat predecessor researcher
have found out in related areas, the methodologies they used and hence help to
identify the missing gaps that former researchers may haveuefA conceptual
framework is therdepicted to show the relationship between the independent and
dependent variables. Lastly a summpaf literature review has beegiven to
conclude the theories explaining Basel Il operational risk managesnentheir

effectsonfinancial performance of commercial banks.
2.2 Theoretical Framework

This study explored relevant theoretical underpinnings on operatiomak
managemenflo be able to test hoBase Il operational riskmanagemenimpacts
on commercial banksfinancial performance,the fraud triangle theoryutility

theory of crime and punishmesadcreative destructiotheoryguided the study.
2.2.1The Fraud Triangle Theory

Fraud can be seen as any premeditated act of criminal deceit, trickery or
falsification by an individual or group ofpeopleto obtain undue personal monetary
advantage, Boniface (1994scited inHarunaet al, 2015) Fraud Triangle theory

as put forward byDonald Cresseya criminologistin 1953 gives three drivers of
fraud as a triangle operceved pressureperceived opportunityand perceived
rationaliation The proponent of the theory studied for a duration of five months
250 criminals who had previously been entrusted with responsibilities but
circumstances made them breach the trdstis theory purports that fraud
perpetrators are faced with sorkmd of financial pressure thdbrces them to

commit fraud. Suchifiancial pressure could be; hugedical bills debts,betting
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al cohol , need to cover up epedrmaneed s
among others. This pressure usually has a combination opportunity and
rationalization thatmakes their actionscceptable because they attach a value
which they shouldreceivefrom their organizatiorfor being productivgé Abdullahi

& Mansor,2015).

The opportunity teexecutefraud is likely whenworkershave access to assets and
information thatlets them executeand cover up fraud. Opportunities are brought
about by a weak inteah control environment, missingternd control procedures,
lack ofinternal controlenforcementapathy, ignorancebsencef punishment and
insufficient infrastructure.Cressey further observed that individuals commit fraud
when theyrationalize andegardthemselves alavingfinancial difficultiesthat are
undhareabé and knowsthat this financial difficult can be secretlyfixed by
breachinghefinancial trust(Cressey 1953as cited by Abdullahi 8Masor 2015)

About 95% of all frauds arexecuteddue tofinancial pressuregAlbrechtet al.,
2006, as cited bybdulah & Monsor 201% There are three types of pressures
whichtriggers fraudpersonal pressure, employment pressure and external pressure
(Lister 2007, as cited in Gbegi &debisi, 2013. Further,Chenand Elder 007
docunentedfive classificatios of pressuretransgression of obligationsdividual
problems, company inversion, position achievement arabksociationbetween
workers Albrecht et al, (2008 classified pressure in fourclasses including
economic, vice, workelated and other pressar®urdock (2008) developeftaud
triangle theory further arguinghat pressurenay be connectedo financal, non
financial, political orsocial factors Political and social pressusgiseswhen one
thinks and believes that theshould notfail because fotheir political or social
status. Ressure relates to 0 r k mativation toexecutefraud propagated bgreed

or own financial pressureSimilarly, Vona (2008)RashaandAndrew (2012)argue
thatindividual andcompanypressureslrive the desiréo exeatefraud.

Pressure can be either a positive or negative fotdepode & Pornelli, 2010).
Nweze (200&s cited in Nwankwo, 20)3dded further opportunities to the fraud
triangle theory and suggestdthtbank frauds emanafeom poor communication
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systens andpower failure, exposure of information and money to unauthorized
persons, inadequate supervision, weak securigngement, poor remunerations
and work place frustrationsThe notion of perceived opportunityproposesthat
individualswill take advatage @ existingcircumstances (Kell\ Hartley, 2010).
Negligence ofwo r k dreatls ofrules and lack of disciplinarycreates an
opportunity for employees to commit frag8auser, 200as cited in Abdullah&
Mansor, 201k Aghghaleh, et al, (2014) usd three proxies to measure an
opportunity to executdraud related party transactions, CEO duality and the

difference between contr& cash flow rights.

The other attribute of fraud is rationalizatiétationalizatiormeanghe justification

and excusethatimmoral conducis not the same asiminal activity. If one fails to

justify dishonestctivities they will least be involvedh fraud. Rationalizations of
fraudulentbehaviourmay involvei I was o n |l y cashort was eniittedg t he
to thecash asmy bossis cheating mer | had to steain order to meet the needs of

my family or other individuals have donevithy notmé&6 ( Cr e s sitedyin 195 3
Hooper &Pornelli, 2010. Fraudulent persoahavemind-setwhich enables thero

defendtheir fraudilentactivities (Hooper &Pornelli, 2010).

Cressey6s theory had evblved ower tirle as differenholas continue

to modify it as followsAlbrecht et al. (1984s cited invousinas, 201pintroduced

the fraud scale in preventirfgaud obseving that fraud is difficult to predicasa

profile of occupational fraud perpetrators does not eéhasicethe likelihood of a
fraudulent act could be assessed by evaluating the relative forces of pressure,
opportunity and personal integrityhey thusreplacel rationalizationwith personal
integrity. They then developedhe fraud scalewhich is applicable in more

observable financial frauds likmancial statement fraud

Further, Wolfe andHermanson (2004as cited inVousinas, 201P addedthe
componenbfca@m b i | i ty i nt ohenCeachangng fyot s triangleired
a diamond arguing thatperso® s traits and capability al
fraud Kranacher et al. (201@&s cited inVousinas, 201pP advocatethat the

motivations of frad culprits aremoney, ideology, coercion and e@dICE). They
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argued thatdeological motivators justify the means where they can steal money or
participate in a fraud act to achieve some perceived greater good that is consistent

with their beliefs (idealgy). Goercion occurs when individuals may be unwillingly

pulled into a fraud scheme, but those individuals can turnwhtstle-blowers Ego

can also be a motive for fraud, as often
position of power in fronof ther society or families. This social pressure can be a

strong motive to commit fraudulent act just to keep their ego.

The three elements of fraud in tfraud triangleare interactive in thahe bigger

the perceived opportunityne greatethe prssure ad the lesshe rationalizationto

executea fraud Understanding the interaction betweersthedlements will help the

managers to identify the areas likely to be defrauded and sekldpholes before

fraud occurs(Turnbull et al., 2010, as citedin Njenga, 2013) Fraudster:
rationalizationis derived fromthe imaginatiorthat their victimowesthem and that

they are entitle tomore than they are gettin@€iessey, 1953, as cited Mjenga

2013) Hillison et al, (1999 as cited inNjenga& Osiemq 2013) however noted

that a strong moral code of ethics can ageperson from using rationalization to

justify fraudulent actions.

The fraud triangle theory was relevant in this study as it was used to understand
what motivates persons to commit frandhe banks hence grounding the study on
the causes of fraud as explainedfimancial fraud research variable. As such, the
study tested whetheahe three pillars of fraud triangle theormgefceived pressure
perceived opportunityand perceived rationahtion) actually influences people to

commitfinancialfraud in commercial banks in Kenya.
2.2.2Utility Theory of Crime and Punishment

The theory as put forward bgary Becker (1968 as cited in Beamst al., 2003)
stipulates thabne will commit a crine to ircrease his/her total utility. The total
utility is made up of two major parts; first theobability of beingcaught multiplied

by the utility that will be gained if caughthis compriseshe monetary andon
monetaryincome from theactivity lessthe cos$ of the punishment from the aaty.
Secondly, the probability of not getting caught multiplied by the utility from the
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income from the activityThus,when theexpectedutility is positive the individuals
will be willing to commit the crimeThis explairs why banks will intentionally
violate the stipulated regulations. BecKarther derived the following modedf

detemining the utility derived from a crime;

EU,)=P*U, (Y- )+ P)*U (Yo 2.0
Where: E(U,) = expected utility from the crime
P, = probability of conviction

U= individualso6 utility function

Y,=of fender s income including monetar

f, = Monetary equivalent of punishment

The perceived probablity of being caught greatly influences the intention to
commit a crime(Mason & Calvin1984 as cited in Beamst al., 2003. Past
severity of legal penalties survegstablished that there is signditt effect of the
legal penalties on the inteom to engagen criminal activityand thathe severity of
penalties acts as a significant deterrarttx compliancéBeamset al.,2003.

Further,people havehte chadce between variousptionsandmeasurs the expected

resultsof eachoption andselec¢ the ane likely to yield the bestresult Hence n a

law-breakingsituation a perpetrator tries to gaugehat will result in the best net
reault: complying with the rule or break the rulesHe basicallychoosego break

the rulesf breaking the rulesiges higher expected value than tbemplying with

therules(Elfferset al.,2003.

Punishments arenostly categorised into thredegal punishments, peer imposed
punishmentsand selfimposed punishments Out of the three punishmentghe
severity of le@l pendties hasa significantimpact on theintentionto engage in
wrongdoinghence acts as a deterrent of noncomplig@asmick & Greerl980,
ascited in Beamset al., 2003) Peer imposed punishmeritgludessocial stigma
where by the noiwomplying pesonlosesrespecfrom the peers. On the other hand

seltimposedpunishment includethe guilt thata personwould feel forengaging in
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unlawful act. Guilt also deters individual§rom engaging inunlawful behaviour
(Beamset al.,2003).

A p e r s manafreasoing in competitive gamsituations idesserthan theimon

gamemoral reasoning(Reall et al, 1998, as cited in Beamset al, 2003. This

means that individualsnay respond in a ganstuationso asto win the game
knowing thatno persoris being hurt in the game Perceived fairnessf laws does
not increase compliancbowever, it hag significanty acts adeterrencéScott &
Grasmick,1981,ascited in Beamet al.,2003.

Becker assumed that an offense was perpetrated by one utility mexiwio
ultimately decides whether to commit a crime or not based on the expected penalty.
Nonetheless corporate crimmdiave more than one perpetrator who could be passive
or active. Folinstancea worke may dump hazardous waste in riagting against

the corpoate policyand agai nst the supervisoros
participation of the supervisor. In suahcasea socially optimal criminal sanction
policy advocates for huge corporate fines instead of gamtences for the
perpetratokBedker 198). Thus CohenX996 advocates that because corporate can
be held legally liable for wrongdoing of tinevorkersalthough they were against
the <corporate policy and against t he
theory of crime and punishrant neds to factor the incentives problems behind a

principatagent relationship (Coheh996.

The utility theory of crime and punishmerg relevant in this study as it is used to
underpin why various regulators keeps adjustimg probable fines and paities

that could be imposed on offenders to deter them from repeating an offence in the
future. In this study, the theory justifieshy CBK keeps on increasing the
monetary penalties to detieankinginstitutions from violating the banking Act and
Prudential guidelinesamong other regulations For this reason,the maximum
monetary penalty was thuiscreased froma maximum ofshIM to a maximum of

shbM in 2013 andfrom sh5M to not exceedingSH20M in December2016. The
maximummonetarypenalty against a haral personwas increased frorsh200,000

to not exceedingshsIM. CBK also introduced amonetaryof not more than
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sh100,000 for each additional day that a failure ic@s unabated. The increase in
penalty aims at providingadequatedeterrenceagainst wlating banking Act,
prudential giidelinesand other egulaory requirement§CBK, 2016) This theory

was thus used to explain the theoretical underpinning relating to regulatory
noncompliance cosgperational riskegal liability cost and employment priiae &

workplace safety research variables.
2.2 3 Creative Destruction Theory

This theory was put forward by Joseph Schumpetan Australian capitalist
economistin 1942 as a theory of economic innovation and business cycle. The
creative destruction thep staes that, the process of industrial mutation
continuously revolutionizesthe economic structures from within continuously
destroying the oldnes and continuously cread new onesHe attributes creative
destruction to a process in which new tecbgas, new types of products, new
production methods and newdistribution meansmakes the old ones outdated,
compellingexisting organizations tpromptly adjustto a new environment or else
be unsuccessfulThis takes placewhen innovation deconstrucen estalished
arrangenents and frees resourcesh®dusedelsewhereThe theory also notes that
the revolutionary process rewards profitable adaptations and innovations and
penalizedess efficient ways of organizing resows¢&ledzik, 2013) The process
can ke rough and unlikable for someut the trend line is toward progress, growth
and higher standards of living.h& word destructionis used to denote thahe
outcomes of th@rocesf creative destruction atessesogether withprofits, and

that thee areboth losersand gainers ircreative destructioprocessFor instance,
theinternetbasedcompanies of the 1990ssulted to aevolution in both social and
economic organizatianwhereby he losers were the old economy companies that
could notadjug in time to takeadvantage of the metechnologywhile the gainer
were those newly created internet based organizationtlawge who adapted

internet basetechnology in their operatiorffnvestopedia, 2017
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Schumpeterfurther argues that since techni¢ainnovation is mainly risky, risk
bearingseemdao be more likely when organizatioase able to set up mariety of
restrictive practices to protect their investmenritlrough thetheory of creative
destruction Schupeter successfullglespise averageideason economic change
and argues thatconomic evolution is not simple growthprogressionwherey
eachsectordevelopsin a balance way, butit entailsdestruction of old products
and processeas a result of newnnovatiors. He furthermoreargues thathe
existing organizatios do not easily upgrade their compemcies andevise their
areas ofspecialiation hencethey frequently die during the evolutionary process.
Thus, creative destructiotheory revealsthe competitive struggle andmphasizes

the reactiors to thetransitorywelfare costs (Anderseg8004).

New profit opportunities lie arounccreative destruction driven by global
sustainability(Stuart & Mark,1999 ascited in Carmen & Carmer2013) Though
creative destruction and disruptive innawat improves the entrepreneurial
landscape, regulation of sectorial markets and competition can delay this change or
even bring it to a standsti{Schneider, 2017)In reality, in absence of obstacles
certainproduct or process innovation wiblccur at each instant in time Lack of
obstacles to adjustmembheans thatcontinuous innovation would causendless
restructuring. However some obstacles to creative destruction such as
technological, regulation and other raaade institutional impediments hinder
restructuing hence slowing down creative destruction (Caball200§.

Pettinger (2018) in hisupportfor creative destructioargues thatfian organization
becomes unprofitablgt should close dowro allow movement of resources to
more profitable organizatons Lack of this compliance to change may cause the
society tostick to 19" centuryliving standardsin addition he argues thahe risk

of going out of businedssiggered by innovation is a motivatidor organizationgo
adapt tahe changingnarkettrendsandin the long run makeep costs lowHe also
advocates for creative destruction urging thhile shortterm job losses are bad for
those affected peoplefrequently overlook the new jobs createdhroughoutthis

economic changddowever periodsof labour market changsill allow increasimy
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real wagesn the longterm and new jobswill crop up asnew industries andew

firms are createttencebetter standards of living.

This theory best fits this studyebause©0% of downtime is usually pimed de to

b a n Rystém backups, maintenance and upgrades among wifig¥only about
10% of downtime is usually unplanne@rnold, 2010).Likewise, the process of
creating new banking InformationTechnologies does not happen without
destroying the pre-existing older technologies hence a feature of creative
destruction. This is why banks will hadbme of their operational processes for a
day or more so as to upgrade their IT processes. Unfortunatelg this upgrading

is ongoing operational risk isat play as somebanking services especially the
internet bankingamong others ammostly unavailable which could result to decline
in their financial performanceTherefore Schumpeteras capitalist affirms that
while the process of creative destructisrundeway, pain andgains aranevitably
linked hence will happen simultaneousi@reative destruction theory is useful in
this study as it helps toxplain how business disruption and utility outagleat
occus as banks upgrades their systems affeets timancial performance. &el Il
operational risk management regulatiomlsofeatured in this theory as an obstacle
to creative destruction as CBK regulates the extent of IT innovation that the

commercial banks can engage in.

2.3 Conceptual Framework

The caceptualframework for this study waguided byBank for International
Settlements(BIS) debate onBasel Il Pillars. From BIS elaborative debate on
operational riskas a risk in Basel Il pillannesome operational risks were measured

to determine bw they af f ect ed commer ci al banksod
Operational riskis the risk of direct or indirect loss resulting from inadequate or
failed internal processgspeople and ystems or from external events
(Higginbotham 2021). Operational risksn the baking industry arecategorized

into seven broad classes;Internal fraudrisk, external fraudrisk, employment
practices and workplace safatigk, clients, products and business practigsk,

damage to physical asseisk, business disruption arsystemfailure risk and lastly
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execution, delivery and process riskdigginbotham, 2021) The conceptual
framework for this study was based on the five operational risk independent
variables that were alleged to affect the financial performance of canainemks.
These includesfinancial fraud costs, regulatory naoempliance cost, business
disruption and utility outage cost, operational risk lawsuit cost and employment
practices & workplace safety namompliance costsFrom these fiveBasel Il
operatonal risks this studydepicts the interaction between operational sriakd
financial performance iithe following conceptual frameworks shown in figure

2.1

The conceptual fraework was further guided by thréleeories namelyhe fraud
triangle theory,utility theory of crime and punishment awcdeative destruction
theory. The fraudriangle theory as put forward by Cressey in 1953 proposes
perceived pressure, perceived opportunity and perceived rationalization to be the
three driversof fraud. The thegrthusargues that employees commit fraud due to
financial pressurdéike high medical bill opportunity to commit fraud like having
access to monewnd the rationalization that their actions as acceptdbizud
triangle theory was that used to underpinvhiinancial fraud as an independent
variable affects the financial performance of commercial banks. The conceptual
framework was also guided by the utility theory of crime and punishaeeput
forward byGary Becker in 1968 which states that individualdl wommit a crime

to increase their total utilityThetheory further argues that individuals will commit
crime if the utility derived from committing the crime exceeds the punishment for
committing the crime hence justifying why banks normally violataneso
reguations. The utility theory of cne and punishment walus used to reinforce

the regulatory nomwompliance operational risk legal liabilitylawsuit cost and
employment practices & workplace safety ramplianceas independent variables

affectingfinandal performance of commercial banks.

The coneptual framework was in additieteered by creative destruction theory as
put forward bySchumpetenn 1942 which states thahe process ofndustrial
mutation continuously revolutionizes the economic structues from within

continuously destroy the old ones and continuously create new loemese
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innovation of new technology makes the old technology outdated forcing the banks
to upgrade their IT system. This theory was thus used to reinforceutieess
disrugion and utility outagendependent variabli&fluencing financial performance

of commercial banks.The study thus hypothesized the five independent variable;
financial fraud costs, regulatory naompliance cost, business disruption and
utility outage cat, operational risk lawsuit cost and employment practices &
workplace safety neonompliance costaffects the dependent variable; financial

performance as shown in figure 2.1:
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1 Safe Environmental
costs

Ind ependent Variable DependentVariable

Figure 2.1 Conceptual Framework
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2.4 Review of Variables

Effects of Basel Il operational risk managemaergriables were reviewed to
determine the extent to which implementation of BaseAdtord affectedthe
financial performance of commercial banksKenya As sich, five independent
variables (finance fraud costs, regulatory noncompliance costs, business disruption
& utility outage costs, legal liability and Employment practices & work place safety
costg werereviewed to ascertain how they influence th@éependent variable; the

financial performance of commercial bardssfollows:
2.4.1 Effect of Bank Fraud on Financial Performance of Banks

Financial fraud has been defined as an intentional misrepatisenmisstatement

or omission of financial transactions for the purpose of personal(igaih 2018.

Similarly, Chakrabarty (2013) defined fraud as doghaviourby which one person
intends to gain a dishonest advantage over anotlgasel Il stipulées that
commercial banksare exposed to eight broagpes of operational risks namely;
internal fraud, external fraud, employment practices and placksafety,c | i ent s 6
products and business practices, damage to physical assets, business disruption and
systemfailures execution delivery and process managenaedtfinallyrelationship

risks (Hull, 2018) These operational riskare broadly classified intomajor
operational risksf they havelow frequencylarge lossand minor operational risks

if they have high frequencysmall loss Out of these varioustypes of operational

risks internal and external fragd employment practices & wopkace safety,
business disruption and system failure are menaeese the concern for this study.
These brad types ofoperatonal risksare broken down into several categories

relating to activities that caustree operational risk as follows:

Internal frauds ardefined adosses due to acts intended to defraud, misappropriate
property or circumvent regulations, the lasr commany policy, excluding
diversity/discrimination events, which involves at least one internal p8tgh
frauds emanatdrom unauthorized activities and theft. Unauthorized activities
fraudsinclude transactions intentionally not reported and interal msmarking of

position. On theother handtheft activitiesentail credit fraud, wahless deposits,
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theft, extortion, embezzlementobbery, misappropriation of assets, malicious
destruction of assets, forgery, cheque kiting, smuggling, accoumtovak
impersonation tax noacompliance, bribesinsider tradingn o t on firmbés
among othersOn the other handexternal fraud is described as losseg to acts
intended to defraud, misappropriate property or circumvent the law, by a third
party. They include activities such asobbery forgery, cheque kiting, system

security facking damagand heft of information(Hull, 2018).

There are several reasons why all commercial banks are exposed to fraud risks.
Among the key reasarinclude sophistiated dtabase technologynobile acces
devicesand orine informationexchangeThe most commoifraudsin commercial

banks today are first party fraud, internal fraud #mdd-party fraud. First pary

frauds are frauds wheigccounts are opened by fratets who eventually siphon

banks money using these accountsternal frauds employeesonspiring with
outsidersor elsetheir accounts being phishedhereas tha party frauds are frauds
involving fraudstersattackng business s 6 onl i ne @horid maneyi al s
out oftheiraccountgUrban, 2014)

In most financial service organizationsauds are mainly executed kgxternal
fraudsterswho accounted fo60% and 56 in 2011 and 2014 respectivelywith
Kenya ranking seventh among h e  w ocounltridséxperencing high ranks of
economic crime noting that 5% of respondents had experienced some form of
economic crime(PWC, 2014) Fraud in financial institutions in East Africas
attributable to the loss &30 million dueto cash theft in 2012, out ofhich Kenya
experienced 50% of these frauds with the reminder occurriigyanda, Uganda
and TanzanigDeloitte East Africa 2013) The reportalso revealed that cheque
fraud was highest in Uganda, Kenya was second while Tanzania was trailing.
Further thereport showedthat much of thesé&audsinvolved collusion between
external and internal parties and that -mesanagement personnel are the biggest

perpetrators of financial crimes.
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Commercial banks securites firms, investment fundorganiations insuance
compmnies and payment& clearing systems aréhe leading targetsfor cyber
fraudsterswvho steal moneydataor jeopardizevital infra-structure These criminals
aredriven by thehugecash volumeseld andby increasednternetbanking.As a

result, gber-attacks raisedby 50% in the second quarter of 20 opposedo

same period in the previous year while thenber of cyberattackson financial
institutionswas prediced to be four timeshigherthan in othersectors(Deloitte,

2017) In anothemreporton fraud in India8,322 cases of cyber frauttanslatingto

52™ INR and 1,144 cases of service tax evasion translating to 7,928.2&¢NR
reportedduring 2013/14Further ths report revealed that these frauds entailed bank
empoyees keeping origindixed deposit receipts with themselves and hand over
fake fixed depositreceipts to customers and then threncelfixed depositsby
forging signatures or use of customerods
and taking control of their accouat fraudsters opening bank lockers to take key
impressions of other lockers and then use duplicate keys to steal assets as well as
internet banking and related frauds. This report showed tétainologyrelated
fraudsaccounted fo65% of the total fraudases eported by banks in Indi@WC-

India, 2019.

Commercial banks in Kenyiast sh1.4B in oneyearperiod from April 2012April
2013to Techno &vvy fraudsters who stole from ¢u® mer s 6 (Bamkiogp unt s
Fraud Investigations Departmer#)13 as citedin Kimani, 2013) However only
sh53M was restitutedBanking fraudactivitiesresults to massive siphoning of the
money deposited in the banks by rogue tradad other unintended persons. This
can consequently result to decline of financial performaatethe affected
commercial bankAccording to Meridian Researcthe cost of USompanies not
usng antifraud application wa$60B in 200 alone. The report further notéuht
organizations were losing aaverage of 6%of their annualincome to fraud
pempetraed by their internalworkforces LexisNexis (2014)urveyon true cost of
fraud in USmerchant banksonducted from 5634 respondefsind that the cost
of fraud had increasefdr the thirdsuccessivgear, with merchanbanks reporting
paying $3.08for each dollarof fraud losses in 2014, compared$®.79 paid in
2013. This was attributed to adoption of new payment netbgies. Overall the
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merchantanks reporte®.68%fraud lossin 2014as apercentag®f theirincomes
as opposetb 0.51% in 2013

2.4.2Regulatory Non-Compliance Costs

Regulatory norcompliance riskneandossesoccurring as a result afintentional

or negligent failure tabserveprofessional obligation to specific clients including
fiduciary and suitability requirements or frothe naure of product. Such loses
results from events such d&luciary breacheguideline violations suitability/
disclosure issuesretail consumer disclosure violatigndreach of privacy
aggressive salesaccount churning misuse of confidential infionation, lender
liability, unlicensed activity money launderingfailure to investigate client per
guidelinesand &ceeding client exposure limigsnong other¢$BCBS, 2A5). Every
commercial bank is required by law to abide bg tlarious regulations inafling;
banking act, the prudential guidelines and other regulatory requirements. When a
commercial bank violates any of the stipulated regulations, the penalties can range
from monetary fines to license revocation which could adversely affect its financial

perfamance.

Despite having stipulated code of conduct for the commercial banks in various
forms such as banking act and prudential guidelines among others, it is nonetheless
notable thatgloballyc o mmer ci all banks donét recede
laws In Kenya, in2014 two banks violatkthe ruleprohibitinga banknotto lend to

one borrowerabove 25% of its core capital, twather banksviolated the law
requiring that bands investment in land and building should eateed 20% of its

core cajial, two othersviolated the law requiring that the minimum capital to total

risk weighted assets ratio is 12% while one bank violated the requiremeaathat
boardmembermust be presenin at least 75% of all board meetings inbaa n k 6 s
financial year(CBK, 2014) In general,the number of commercial bankbkat

violate differentbanking rulegliffer from one year to another, for instantagee in

2011, six in 2012, four in 2013, five in 2014, four in 2015 and twelve in 2016
(CBK, 2016). Further, Family bank Sidian bank and Fawlmicrofinance bank
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were finedshlmillion each for allowing the withdrawal of huge sums of money by

persons linked to National Youth Service money fraud (Mutai, 2016

In anotherreportsix banks(Citigroup, J.PMorgan Chase, B& of America Corp,
HSBC holdings, UBS AG and Royal Bank were fined $4by US, UK and Swiss
regulators for foreigrexchange price manipulatiotn addition Citigroup kank
further paid $2.B legal feesto resolve these charges as well as interest ratks a
morey laundering investigationd.ikewise, Bank of America paid 6.3V to
Federal Housing Agency for selling faulty mortgag8shaferet al, 2014).The
Francés BNP Paribas bank was fined more tl$81B because of breasig U.S.
sanctions against cotries such aslran and Sudan. The bank pleaded guilty of
conspiring to violate the International Emergency Economic Powers Act and the
Trading with the Enemy Act by processing billions of dollars in illicit transactions
from 2004 to 2012. This caused BNRrib&bs shares to dip by 16%, resulting to
$16.8 loss inthd i r madkset valugRaymond, 201p

In addition Morss(2014) survey on banks fines and penalties in large banks in US
found that despite the regulator issuing financial sanctions prolgilatiy bank
operatingin US from transactig with Burma Cuba, Iran, Libyaand Sudan
customers the following banks violated these sanctions and were penalized as
follows; BNP Paribus ($8B), HSBC ($B), ING ($619M), Credit Suisse ($536),
Lloyds TSB Bank$350M), Barclays ($2981) and Standard Chartered ($22) In

a separate case JP Morgan Bank2013 paid $410M fine for manipulating
electricity prices, while Universal Bank in Switzerland was fined $7892009 by

US regulators for aiding tax evasion.

The coss of regulatory norcomplianceamongfinancial institutionsare morethan
ever beforebecausdines no longerinducesthe level of reputationdbssthat they
earlierdid. As a resultevery global systemicallimportant bank has been finedl
one int making it difficult for clients investors and other stakehalsléo select
which bank to conduct businessith. The norcompliancepenalties mainlynvolve
monetary fines but thanancial effects are considerablyseverethan thereal fine
charged Thus, the regulates in addition to monetary fisealso punisheshrough;
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endng of a businestine, requiringthe offendetto increase liquiditicapital, putting
offendersat a disadvantage to the@ompetitorsfiring senior managergplacing the
offender under receivership orto the worst revoke the licence hence ending the
business. Such penalties can turn out to be castlyncrease operational cost like
cost of recruiting and retaining higtcalibre staff and customers,nereased
supervisoryscrutiny,reguldaory change and customer mistrgStacy & Hammond,
2014)

The essence penalties and fimkgarged for regulatory noncompliance isetforce
applicable laws avert market manipulatios) guaranteecompetency offinancial
servicesproviders safegual custanersand b uphold confidence in the financial
system Moreover penalties and fines levied by regulators for regulatory
noncompliance can improve the stability in the financial sector eg thight

prohibit future regulatory noncompliance by theka

2.4.3 Business Disruption andUtility Outages

Business disruption and system diad risk arehe losses arising from disruption of
bank©&s bhban kydtarsfailwe. This #reforeentails losses emanating

from software, telecommunications antlity outage/disruptiofBCBS, 2001 as

cited in Hull, 2018) Cyber terror rages in the banking sectavealed that
coordinated denial ofesvice attacksshut downBa n k o f A morri gcaandéss,
Chase, Well s Fargo, Uu. S. bsaverélhouasnTde P N C
criminal hackers wusing their multitude
website with massive amount thffic until it is overwhelmed hence shuts down
(Rothman, 2012)

Downtime cosimpacts alotowor k er 6 s which chu bedtatedin fdrny
of salaries, wages and benefits of workers tlehains unused occasioned by
system downtimen addition after a downtime eventorrectiveactions areisually
neededo rectify the damage which may requifé operators to worlovertime &
overtime rate®r hiring provisional workerdo recover lost data armécordaccrued
paper transaction®\ special marketing programmay becarried outto win back

customersn the event that customer dissatisfaction had occyMedltinez, 2009)
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Only aout 10% of downtime is usually unplanned while about 90% of downtime is
planned due to system backups, maintenance and upgrades amondgAotiwds
2010).

IT outages whether planned or unplanned, can cause direct and indiredikeosts
loss of transadbn income, lost wages, lostrecords corrective labour costs,
advertisingcosts, bankchargeslegalfinesfor undelivered service agreementiss

of businesschances, demotivated workers, lost clients goodwdimagd brand
image, loss of busines to ompetitors or negativpublic relations Further etail
banks are failing to adjust to disruption by holding onto ttramitionalexpensive
branch networks while more and more customers switch to digital banking
(Graham, 2016 Technology is critally eroding the branches as more and more

peopleswitchto digitally delivered products and services

Despite advancedobustnessin IT various commercial banks stilexperience
downtime from hardware orsoftwareranging forshort periodsor long perioé

which can make thershut down the business fapurs resulting to lost revenue,
reputation damage and lost productivibowntime costshowever differs from one
industry to anotherUtility outages can have devastating effects in the banking
industry The Bark of America online banking downtime and outage that happened
for six days in October 2011 as a result of technical failure and unanticipated
enormous web traffic affectedienty ninemillion customers resulting to huge bank
losseqPerlin, 2012. Likewise, in Kenya, Standard Chartered Bank ATM services,
credit card and online banking services were disrupted for several hours in May
2015 after a power surge caused by a bus accident that hit the power post carrying
power to t he banggi@6l5)hifeaardicpldTaapplicatiordails@Mu t
commercial bankanlose theapplicatiord serviceor datawhich furthercan results

to significant legal and financial impact (Central Florida Computer Engineering,
2011).
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24.4 Costs of Operational Ri&s Legal Liability

Legal liability includes bank clients, employees and other third party law suits. The
operational risks have both direct and redt cost. The direct costentail
customerso6 restitutions, p e n anorigotlees. and f
Indirect cost may mean loss of the affected bank customer and other potential
customers. All these costs will adversely affect the financial performance of a
commerci al bank. P e o p | defioesl evBF@enmdntal deegal Chi n a
responsildities d a bank as thdegal liabilities to baaken by a bank as a result of
environmental pollutioro c casi oned Inistakestihat hagpensn khérs

procedures of loan issuance, like financing the borrowers polluting projects or

investing in otheconpanies pursuing polluting projects.

In this connectionBank of America incurred $91B2in legal fines and settlement
relating to 2008 financial crisis. This includes monetary and nonmonetary legal
settlement, judgments and regulatory fines chargataperiod 2008 to 2014. This
was paid for fifty one legal rel@ad settlements resulting fromarious operational

risk among them: The Bank of Ameridar selling to the public toxic mortgage
backed securitieswhich triggeredthe 2008 financial crisis(fined $16.65V),
overstating regulatory capital by $8.3fined $7.681) and forcing customers to
sign upfor extra credit cards (fined7@7M), (Maxfield, 2014)

Further Goldman Sachs(Citi Bank, Morgan Stanley, JP Morgaand Bank of
America were fined $13 for foreign exchange rate rigging to US backed securities
and misselling of payments protection insurance. These fines resulted to reduction
of equityandthe amount of capital a baskouldto hold. The report added that the
litigation costs for US mogage ssues accounted fod $0B, PPl at $3B foreign
exchange rigging at1$B money laundering at $B5and LIBOR $10B (Steenis
2015). In another incidence, the regulator ordered Citizen Bank of US to restitute
$14million and fined $20.5 million penaltiekor failing to credit hundreds of

thousands of Customers accounts the full amount of their deposits (Mccoy, 2015).
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In Kenyathe courtorderedKenya mmercialBank limited, Kenya @mmercial
Finance Company limited and Kenyafibnal Capital Corporation lirted to refund

to their customers (Madhupaper International Limitedd aSamuel Kamau
Macharia),Shs56 millions, interesin this money and the costs of the suit incurred
due to unjust benefit received by means of duress and coercive préksumya
law, 2003). Further, in a judgmenaw suitby judge Majanjg2014) where Manfred
Walter Iscipl the director of Sp&yben limited had sued Diamond Trugank
Kenya limited(DTB), attorrey general, Director of publiacpsecutions and Banking
frauds investigationslepatment, due to violaing their right to privacywhich is
protected undearticle 31of the Kenyanconstitution. In this cas®lr Manfred had

in 2010 opened four accoisnwith DTB which he used to transaBwiss francs
eurcs, USdollars and Kenya shiligs. Mr Manfred transferredh633 into the
accounts via5 differert transactions to facilitatlis business operatioriecatedin
Kenya. This made DTB to report Central Bank of Kenya as suspicious transactions
causing the freezing of the four accouritse ®urt later ruled thathe director was
innocent and suffecedamages amounting $s491104for cost of @commodation
and airfareshs29M legal fees pid to their advocateshs58M lost interest athe
rate of 13.5% on the sum shs63%/4, shs29.7Mmissed business opportunities and

stalling potential investmerdfterfreezing their accounfer a long period

In anothercase where Standard Cteaed Bank had been sued®gse Wanjiru in a

civil case 433 filed in 2003 requiring stamd&hartered Bak torestitutesh38, 960

it had levied fromWanijiru by charging her highenterest rate without the approval

of the finance minister as requireg the Banking Act of 1989 that statesh at fin o
institution will rise its banking ratesor otherfees withoutprior approval of the

mi n i gGikenyd) 2014) This lav suit turned contagion whewWanjiru was

all owed to invite millions of banksd cus

il legally been | evied some money without

Commercidbanks normally resolve their legal disputes through settlewéhtthe
appropriate regulatory authorities as well as among themg@lias et al., 2018)
They howevernoted that the legal penalties paid by the US comialdsankswas
on increasestatng thd on averagehe banks pai®42B annually in the period 2011
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to 2014 hence emphasizing the importance and magnitude of legal proceedings
which the European Systemic Risk Board warned that enormous legal penalties
could lead to systemic risks in bankehey in addition nted that even though
financial penalties charged for illegality may result to large dicests for the said
bank, thefinal legal resolution acts as a relief to shareholderhi®tharged bank
because it reduces operatiomaicertanty. Murphy et al., (2009, cited in Karpoff
2012 reported that the mean legal fine for firms that commit frauds that affected
related parties was $18.79 millioRcocurement fraud triggered fines that averaged
$8.0 million in addition to restitution of4$4 milion (Karpoff et al.,1999, cited in
Karpoff, 2012. Moreover, banks with greater exposure to lawsuit hske a
tendency taeduce capital expenditures in orderétainextra cash iranticipation

of future settlement costs. This constrains thenbkgdosth and decreases future
cash flow availabl¢éo stakeholdefArena & Julio,2010.

2.4.5 Employment Practices and Workplace SafetyjNon-compliance Costs

Employment practices and workplace safek are the losses arising from acts
inconsistent wh empoyment, health or safety laws or agreementsnfpayment of
personal injury claims ordm diversity or discriminatioevents(Hull, 2018) Such

losses mayfurther be classified intoemployee relations, &&a environment and
diversity & discriminaton of employees. Empigee relation riskentail events such

as employee compensatio, benefit, termination issues and organized labour
activities. On the other hand, safe environment in the bank refers to events such as
general liability emanating fromslidesard falls among others, employee health and
safety rules and events as wellva® r k eompgeidsation liabilitiedDiscrimination

at workplace refers to employees not being treated fairly as compared to other and
the reason for this discrimination istneelaed to the ability of the employee to

perform their specific job.

Occupational, Safety and Health (OSH) laws generally require that the employer
provides a safe working environment for their personnel. Any employer who
breaches OSH legislations mag progcuted and if found guilty penalizelaces

where money transactions occur like banks and cash transit services are at high risk
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of armed robberyhus many banks havhadgeneral liability law suits for failing to
proactvely manage such risks (Bur Guthrie, 2009. As suchCommonwealth
Bank of Australia was charged with a breach of OSH rules for failing to ensure the
safety of their four staffs who sustained injuries from armed-bp&ithat happened

on Auwgust 1999. The bank was fine@3000 and equiral to install antjump
barriers and security cameras and hire a guard. In another similar case, ANZ bank
was found guilty of breaching OSH rules for a bank robbery that occurred when the
robbers jumped through the benrhkecding count e
and the antjump barrier in June002. The bank was fined $1660 on the
grounds that it had been put on a notice for potential robbers to leap anti jump
barrier prior to the holdip but had not rectified the problem. In addititme bank
incured additional cost of $ 18,766 for installing anti jump barrier for the branch
and a total of $ 476,000 for all the bank branches.

In Kenyan case by judge Rika (2013) involving Bank of Africa Kenya Limited and
GMV, where the bank had wrongfully tematel its employee Elizabeth Anyango

on the grounds of pregnancy. The Judge ruled that the termination was in violation
of the constitutional rights of article 27(5) and 41(1) of the constitution of Kenya
and that the termination was in violation of sett45and 46(a) of the employment

Act of the laws of Kenya. The bank was thus ordered to compensate the employee
as follows;shs3M coalesced damageshsl, 473,006 for salary in lieu of notice,
service/gratuity payncluding outstanding leave and 3 dayonked Further the

bank was also required to pay the employee tis¢sof the lawsuitandinterest on

the principal sum andnocosts, granted to the employael4% per annum
2.5 Empirical Review

There arevery few specific studieshat havebeen done o effect of financial fraud,
regulatory norcompliance, business disruptié utility outage operational risk
legal liability andemployment practice& work place safetjon-compliancecosts
on financial performance of commercial banks which presente sbalengesof
arriving at definite conclusion®onethelessthe little available literature provided
a stepping stongom which thesevariables wereliscussed.
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2 5.1 Effed of Fraud on Financial Performanceof Commercial Banks

UchennaandAgbo (2013)study an fraud and fraudulent practice¥luenceson the
performance of banks in Nigeria examined the extent of fraud and unethical
practices and theiimpact on the banking industrifheir study majoreedn sums
involved in fraud, number daftaffs involvedand mumber offraud casesTheir study
usedevaluative research design to asstss natureextentand consequences of
fraud in performance of banks in Nigeria. This study showed that in the period 2003
to 2005 there were several types of frauds faceugkb n Nigeria with fraudulent
transfers topping the list, followed by forged cheques, granting of unauthorized
loans, suppression of cheques/cash, armed robbery and outright theft. The survey

also pointed that the monetary fraud losses grew steadilyZo@ito 2004 with

the lossegleclining from 26BN in 2004 to 1.8N in 2005but later increasing to
11.4BN in 2010. Further the results showadhigh positive correlation between
ROA and ROE, lnt ROE wasnegatively correlated with the amounts lost to drau
andthat the amount of money lost to fraud had a low negatuelation with bank
efficiency (r =-0.050).

Nwankwo (2013) studied effectsf fraud on commercial dmks performance in

Nigeria aiminga t establishing how banféctedby fi nanc
ATM fraud,forged cheque and clearingequefraud The studyshowedthat trere

is significantnegative effecof fraud on thefinancial performance of commercial

banks with ATM fraud, forged cheques frauahd clearing frauthavingsignificant

negatve effect on banké f 1 npemoomarecé Chelangat (2014) study on

influence of fraud on the financial performance of deposit taking SACCOs in

Kenyag disclosedthat fraud negativelyinfluences the financial performance of

deposit taking SACCOdg-utther he study revealed that the major causes of fraud
were;behaviourallegal technologicabndmanagement causes.

Kaunyu(2017) study ommpact of financial fraud on financiakpformance ofState
Corporationsn Kenya with specific goal of assessittg consequencef fraudloss
ratio and number of fraud cases share value, cost of debt, liquidity, and project

funds. The study revealed thdihancial fraud significantly negatively affects the
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financial performance of state corporations which restdtsendering of poor
services to the public. Further the study observed that theft and embezzlement,
fraudulent money transfer and unauthorized withdrawals were the common forms of
frauds in state corporations. In addition, the study pointed out thad, gree
internal controlsjJack of adequate punishment to fdsters, poor record keeping,
poor salaries and inadequate trainwgre the main causes on frauds in state

corporations.

Kiragu et al, (2019 study on bank sizeand occupational fraudisk effects on
commercial bank in Kenya looked atbank characteristics, management control
systems, technology adoption and staff characteristic influence on occupational
fraud. The findings indicated that themwas asignificant negativeconnection
among bank sze ard occupational fraud risk in commercial banks in Kenya

indicting that tier 3 banks faces more occupational fraud risks than tier 1 banks

Githecha (2013)study on influences of fraud risk management strategies on
financial performance of commerciddanks in Kenya looked at effects of
technology adoption, governance and regulabtonROA The studyrevealeda
significant positive relationshipmongfraud risk management strategies and the
financial performance of commercial bankdongo (2013) studed financial fraud
and liquidity effectson financial performance of commercial banksKienya by
looking at influences ofraud and liquidity on ROA.The studyshowed that
financial fraud loss and liquidity ratios had a strguasitive impact on financial

perfamancewith positive correlation gb = 0.688 and = 0.705 respectively

Njenga and Osiemo (2013) study on effects of fraud risk management on
organizaion performanceof deposit taking microfinance institutions in Kenya
concentrated oanti-fraud plicies, corporatgovernance practices, fraud detection
mechanisms and systems of internal controlse study found out thdtaud risk
management significantly affecteROA as was expressed byvalue of 0.971.
GitauandNjenga (2016) studied the impdittonsof financial fraud on the financial
performance of commerciabbks in Kenyawith the specifiaim of establishing the
effect of cheque fraud, fraudulent invoice afrdudulent loans orfinancial
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performance of Commercial Bank&enya The study foud out that there was

significant negative effect of fraud on financial performance of banks.
2.5.2 Effects of RegulatoryNon-compliancecostson Financial Performance

Robinsonet al, (2011) study ordeterminants of disclosure noncompliance and the
effect of the Security and Exchange Commission (SEC) review. The study used
descriptive research design where the study sample was 336 firms out of which 50
firms SEC proxies were not reviewed by the SEC. Their research variables excess
compensation, proprietargoss, negative media coverage and subsequent CEO
compensation. The study aimed at determining whether SEC reviewed firms
corrected their disclosure defects and whether negative media attention increased
the level of compliance with the required compeiosadsclosures.The study

found out thatthe organizationgeviewed by the SEC corrected all the identified
disclosure defectwhile the organizationsnot reviewed by the SEC demonstrated
slight compliancechange. They further observed that most discfaults were
deliberatelymade after weighing noncompliancests and benefits and not caused

by inexperience of the new regulationshe study also found out that the
compensation disclosurdault numbers argositively correlatedto excess CEO

compenationand toprevious negative media attention about CEO compensation.

Ismailaand Damola(2018) study on regulatory noncompliance and performance of
deposit money banks in Nigeria found that finanpe&alties imposed kggulators

have no significantmpacton the defaulterdbecausehe cost of penalties is below

the benefits enjoyed from suctoncompliance by defaultergurther the survey

found out that the defaulting institution treats these insignifipantilties imposed

by regulators as operatidnexpenses andc har ges t hem against

accounts

KosterandPelster(2017) studied the financial penalties artsystematic risks of
banksin Europewith the objective of determining the effect of financial penalties
on stability of the baking industry. Study used descriptive research design and
further sampled 68 internatially listed bankswhich gave a total of 671 financial
penalties charged between 2007 and 20l#e study findings showed théte
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highest ratio of financial penalty ttwtal assetswas to 3.862% translating to
$374.29 in one yearand that the highest penalty paigs £7B. Further, he
findings revealedhat althougha financial penalty increasdbe systematic risk
exposure of banks, they do not affect the banks wameén to systematic risk.
Instead the fiancialpenalty increases he bankos defaul t proba
more vulnerable to systematic riskents. The study also revealed that the design of
regulatory and supervisory framework of a country influenlsegffect of financial
penalties on systematic risk exposuheiscountries with strictapital requirements
and prompt corrective poweare less likely to cause systematic risk exposure to
their banks through penalties. Howevi#rthe regulatorshave strorg powers to
declarea bank nsolvency it increases thability of financial penalties to case
systematic risk exposur€hus,the study found that there was a significant negative

relationshipp et ween financial penal tsusmes and ban

Zeidan (2013) studied the effects of illedgp@haviouron the financial performance

of US banking institutions where the research objestivere to determine whether
financial performance was affected by corporate regulatory violations. The study
employed a sample of 128 publicly traded banks that were subjected to regulatory
enforcement by US regutary Authority for over 20yearduration. The study used
descriptive research desigh.showedthat there was a significant negative market
reactionpursuat to regulatory violations, further the study showed that violating
legal procedures results to negative market reaction that results to reduced value of
the firm. In additionthe study also showed that multiple violations of regulations

do not sigificantly affect the market reaction hence proving that the market

reactions do not take into account t he b

Baucus and Baucus (1997, cited in Zeidan, 2013) the-tlenmg financial
consequences of corporate illegp@haviour of firms in different industries among
them automobiles, petroleum refining and paper products. The financial
performance of the respondents was measured for duration of five years. The study
research objectives were to determine the effedisnef seriousness of offense and
repetition of convictions on financial performance of the respondent firms. Further

the research sample comprised of 300 companies which the courts convicted of
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illegality and engaging in unethic@lehaviour The study fidings revealed that

there was a negative correlation between illegality and -femg financial
performance of the firms though the correlation was not significant. In addition, the

study found that theravas significant correlation between the seriousnes$s

illegality and its effect on ROA but not significant for return on sales and
sharehol der 6s r et ur nthe atiidy dichnet fifidirnms rwih. I n a
numerousconvictions experiencing reduced financial performance when compared

to companies drgedwith a single offense. Lastly the findings revealed that
convictions for discrimination and antitrust violations significantly negatively

affected the ROA and return on sales.

Floreet al, (2018) studied how penalties imposed on banks travel thronvagkes

in the US market from the period 2005 to 2015 for financial institutions. The study
used descriptive research design to measure the response of stock, bond and CDS
markets after the legal ruling like settlement with regulators or financial pEnalt

were made public. From a study population wienty-five biggest financial
institutions in US, the study sampled 400 legal settlements cases from one financial
institution whose financial penalties excee®&d. The study found that financial
penaltieslegal rulings pronouncements have significant positive impact on stock,
bond and CDS valuatioifhus,legal penalty pronouncement reduces the prevailing
uncertainty hence the increase in value after the ruling pronouncements. The study
further found that esolvedlegal actions results to positive valuation influence on
other financial institutions with unresolved lawsuits with the same legal body. The
study further found that financial penalties reduces cash flow on affffiy basis

in the year the paftesar e pronounced but the banko6és |
penalties pronouncements an attribute they said occurred as provision for penalties
by the banks.

Murphy et al, (2010) studied penalties associated with corporate misconduct and
their effeds on pofitability and risk in US. Using descriptive research design the
study obtained a sample size of 155 lawsuit cases comprising of 106 cases with
financial legal penalties and the rest with no financial penalties. The findings

indicated that systertia risk declined slightly after the announcement of
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misconduct and that there was a significant negative effect on the stoclfpeice

lawsuits were mae public

Bin andX i 6(2046) study on impact of information disclosure violation on firm
value inChina Isted firms foundhat firmbd salue in violating firms is significantly
lower than firm value in nowiolating firms. Furtherthe study found that financial
fines and the total number @farningtypesissued by regulatonsegativelyaffect

the firmd salue. Kirat and Rezaee (2015) study on financial markets reactions to
regulatory sanctiongound that the amount of monetary sanctions too low
compred the markesize of the noftomplying companies, tampact on stock

prices and contribute in reptitanal loss.

KLM (2008,ascited in Karpoff, 2012) studied the impact of fines and penalties on
firms using a sample of 585 firms. The study revealed that monetadities

were less common as Security Exchangen@ission imposed an average of 1.4
non-monetarysanctions for each of the 586ms, mostof which were 90.6% cease
anddesist orders or permanent injunction which all imposed small penalties. Only
8% of the firm received monetary penalties whereby the average fines were
$58.8M. Further the suly revaled that the monetary penalties for from
shareholders class action lawsuits were more common than fines from regulators
with 39% of the firms being fined $3M7 The study concluded that although legal
penalties may be large they are very smallgamed © f i r ms 6 share va
results to 3.1% of the total loss in the market value of the firm and to 8.8% total

dollar loss.

Yusuf and Ekundayo (2018) study azffect of regulatory penalties on the
performance of deposit banksNigeria that usedorrelational research desigand
sampl@l fifteendeposit bank$rom 20062015 The study used uttiple regression
analysisand found out thgbenalties imposed by regulators in the Nigerian banking
industry have no significant impact on defaultarsl that the cos$ of penalties is
below the benefits enjoyed #sey are treated agperational expensashich are
transferred to customerisikewise, DemirgukKunt et al, (2004, as cited in Naceur
& Omran 2011) examined the impact of bl regulation, market strture and
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national institutions on bank interest margins and overhead cost using 1400 banks
across 72 countries. The survey found that bank regulation becomes insignificant
when controlling for national indicators of economic freedom or property rights

protection.

Gikundiet al, (2014) looked at effects of operational risks in the lending process on
profitability of commercial banks in Kakamega courfgnya. The operational risk
variables considered were compliance, systems, character, culture and fraud. T
study used empirical research design and a population of 74 lending officers drawn
from 10 banks present in Kakamega town and a sample of 54 respondents. The
study showed that there is significant impact of operational risk on profitability of
commercia banks because as the banks comply with the laid dowles and
procedure they redudbe operational losses hence profitability increases while as
norrcompliance increases the operational risk will also increase hemedrig the

bankés profitability

Makai and Olweny (2016) studied corporate governance and financial growth in
SACCOs in Kirinyaga County, Kenyaith the aim of determining the extent to
which board leadership, financial performance disclosures, corporate social
responsibility and compliaecwith legislation influences the growth of SACCOs.
This study adopteddescriptive research design on a target population of 31
SACCOs from which a sample of 20 was drawn for the stQaythe objective of
influence of legislation complianceon SACCOs groth, the study found that
financial performance disclosure and compliance with legislatiave negative
relationship with financial growth of the SACCOs with a p>0.05.

Chumo (2013) studied the effects of regulatory compliance on financial
performance of daosit tlking SACCOs in South Rift Kenydheobjective was to
determine the extent of implementation of financial regulations by SACCOs and its
effect on financial performancelhis study employed positive and normative
economic theories of regulation argkscrigive research design on a study

population of 28 SACCOs where 4 respondents were chosen frongeauh a
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sample of 112 respondent¥he study showed that regulation on election of

independent board has not improved profitability of SACCOs

2.5.3Effects of BusinessDisruption and Utility Outageson Financial

Performance of Commercial Banks

Rose et al, (2007 studied theterrorist attackbusiness disruption impacts on
electric power system in Los Angelesth the aim of detenining the direct and
indired economic effect terrorism attack power outagBse study sampled 33
producing sectors comprising of the households, government and the external
agents and studied them fara weeksof power blackoutThe findings showed that
electric power disrumpn acounted for 93.6% reduction in ecomic activity
translating to 80.5B.with no resilient adjustment an@ 8B when several types of

resilience were included

Wasileskiet al, (2011) studied theusiness closure and relocatias a result othe

Loma Preta earthquake and Hurricane Andrenth the aim of determininghe

extent to which business characcs anddisruptiveness of building damage and
lifelines after the disasters werecorrelatedwith o wner s® deci si ons
relocate their busesss. The study sampled 6774 firms from South Dade and Santa
cruz that were in operation when the risk occurred regardless of whether they were
affected or not.The findings showed thathgsical damage tdnfrastructre,
inventory or equipmentave sigificant impact on business closure and relocation
following major disasters-urther the study found out that businesses were more
likely to relocate ifin leased or rentegremisesas opposed to owneousiness
premisesand if the business was ndtrable masony structure.Moreover, the

study revealedhat afterdisasteroccurrencewholesale/retail business sectors are

moreaffectedthanotherbusinesses

Forkuoh (2015)studyon effects of power insecurity on SMEs growgivealedhat
power outage hassgnificantnegativeinfluenceon SMEs growthastheyincrease
operation cost of SMEss they turn toalternative power supply as well as
damagng theelectrical appliances resulting to heavy servicing costs and alternative

power costs hence deviatititerevenie meant for reinvesting
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Emerson Network (2010) studyn causes of downtime involving more than 450
US-based professionals found that 65% of dimwe was due touninterriptible
power supply (UPS), 53%xceeding UPS capacit$1% human eor and 49%
equipment failure. The end resulbf downtimediffers with the application and the
type ofbusinesgTina, 2015) In this regardfor certaino r g a n i enaidmayba s 0
a critical servicewhich could cost thousands ofdollars aminute. They further
estimaed tha the typical industry hourly cost of downtime in US dollars is 6.48M
in brokerage services, 2.8M in energy, 2.0M in telecommunication, 1.1M in retalil,
636,000 in health care, and 90,000 in methahe airline industryVirgin Bluets
airlineGs che&-in and online booking systems went down for 11 diaySeptember
2010 which affectedonline booking, reservationgheckin and boardig systems
hencecausing customers not to board their scheduled flights. dtliegyeresulted

to immensenegative pressvhich saw the company losaillions in profits from
about 50,000 passengers and 400 fligheslin, 2012).

Further customers of Lloyds Banking GraapJnited Kingdomwerein 2014 faced
with payment problems$ollowing a server failurghat lastedfor 3¥2 hourshence
declining debit card transactionas ATMs throughout thecountry would not
dispense casiThe bank8IT systemproblem is nohew, however it isnot an easy
problem to fixunlike in the old daysThis isbecause it deals with informatidhat
is beirg updated throughouatsregulatory changes asesljustedand when a product
is removed or modifiedor ascustomers usénternet banking, ATMs, spending
money onlineamong othergmaking themmore complex.IT systems are often
programned in different laaguags, on diverse machines, by different teams
preventa particularperson/team from ever fully understanding wieole structure
of a systemhence when there is a system failitrean takeseveral hoursr days to

repairas teams struggte find ou whete the problem lies (Osborrz014).

Emerson Network (2010joted thatpplication maintenance costs grewingat a
20% per annum For instance, mnual configuration errors can castfirm about
$72,0000n hoully basisin Web application downtimeThus, for firms whose
income modelsrelies exclusively on the datacentre$ ability to deliver IT and

networking services tolients like in case oftelecommunications service providers
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and ecommercecorporations likebanks,downtime ould be expensive with the
highest cost of a particulaventamounting td&b1M translated to more than $11,000
per minute Sombers Associates (2003judy in US constituting200 datacentre
managersreportedthat over 80% of these managensurred hourly downtime
expensesalove $50,000 while over 25%exceeded $500,00pPer hour.Arnold
(2010),noted thabusinesses in UBses $84,000t0 $108,0000n average each hour
IT systemis downtime Topping this list arefinancial servicesmanufacturing,
telecommunicationand energyrnidusties He further observes thabw@ntime cost

differ from one industry to anothandby thesizeof business operations.

Harris (2011)eported thaa survey byCA Technologies in 200 companies based in
Europe and America on losses incurred fromlaroutage found thatn a year
businesses on average experiehdehours IT downtimeThis translated to more
than $265B revenue lost each year at38,000 lost by each business per annum.
This survey also revealed that these losses differed with thefsthbe company
with morethan $55,000 being lost annually by small company $91,000 by medium
sized companies and more than $1M being lost by large companies annually

Kigen et al, (2014)study oncyber threat attacksoticedin the Kenyan cyberspace
showed tha cyberattacks increaseith 2013 by 108% to 5M attacks compared to
2.6M attaks detected in 2012. This rapidgrowing cybefthreat was attributed to
unidentifiedproxy serverssituatedin Kenya. According to this survey, there were
290,000 attack coming from anonymous proxy servers compared to 50,000 attacks
in 2012. Moreoverthe survey also showed that Kenyan online banking portals have
inadequatesecurity mechanism to protect thel i dogin @eslentials. Among@3
commercial banks sampledjlg 2 installedclient side encryptiomeaning that the

end user Pc network willisclosethec u s t o passwosdéexposing them misuse

by unauthorized users.

2.5.4 Effects ofOperational Risk Legal Liability Coston Banks Financial
Performance

McNulty and Akhigbe (2014)study on effect of bank litigation on bank

performance and operational risk in USing three institutions that had
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unfavourable pattern of litigation during the financial crisis after engaging in
mortgage lending prior to the crisi$he study sampled 15BHCs annual 10k
reports forthree financial institutions fahe period 2002 to 2006 prior to financial
crisis. The study showed that théegal expenses before the financial crisis for the
three financial institutions were very high asngaredto their peersThe sudy
further found that high legal expenses significantly negatively affect future financial

performance of a bank.

KakmazandKeles (2018) studied whether stock pricespondo illegal corporate
behaviourin Turkey with the prposeof determining the effects of illegal corporate
behaviouron the financial performance of listed companies in the period-2007
2016. The study employed event study methodology and from the capital market
bulleting the study identified a sample of lill&gal actions of committed during

this period and that were penalized by the regulator and then measured the stock
market response to those violations. The study found out that announcement of
illegal corporate behaviour significantly negatively influeces tle financial

performance of companies that are involved in such violations.

Bhagatet al, (1998 as cited in Zeidan, 2013 studied theeffects of corporate
lawsuits on shareholders' wealiking event study techniquélhe study aimed at
determiningthe drect and indirect costs of lawsuits to the culprit comphayy
sampling legal disputes made public in the wall street journal in US from 1981 to
1983 The studyrevealed that it does not matter who sues a companiidgal
behaviourwhethergovernmat, arother canpanyor an individual the defendant
company experiencesgnificantdeclinein its stockvalue once the lawsuit is filed.

The study observed that the share value decline can result to corporate wealth loss
of 0.97% of themarket valuesquity of the firm translating to $15.96MThe study

further indicated that the magnitude of loss of share valilledepend on the
plaintiff hence companies sued by government reported higher share dieahine
other plaintiffs. Moreoverthe study pointed ouhat he amountofd s s of shar e
value will varyon the size of the sued company where the companies approaching

bankruptcy had the highest loss of share value.
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SongandHan (2017)studyon howstock marketseactto corporate crime in South
Korea spedically looked at how the different types of crimes like operational,
financial, white collar and street crimes influenced the financial performance of
financial and industrial organizations. The study observediltieastock value was
negatively affecte@roundthe pronouncement of corporate crime. Further the study
revealed thaffinancial crimessignificantly negatively affect the stock value as
opposed to operatiah crimes in organizations. Similarlyrganizations in the
financial sector are affectedame bypronouncement of corporate crimes than-non
financial sector organizationdloreover,the white collar crimes had significant
negative effect to stock value than street crimes.

Yuan and Zhang (2014)study on banks price litigation risk in debt conttang

showed that agency conflicts between bal
result to lawsuits Wich can impose enormous costs on sued bank. They found out

that lawsuits settlement accounts for 8% of the beginning total assets or 26% of the

total shaeholle r s6 equi t y. Ot her costs may i ncl
directorso6 | iability insurance premiums,
cash flow.DemirguecKunt and Huizingua (1999 as cited in Bouheni 201 3tudy

on legal and institutional differences thatsamplel 80 industrialzed and
unindustrializedcountriesrevealedthat better contracenforcenent, an efficient

legal systenmand lack of corruption areorrelatedwith low profitability.

Mpiana (2017 studyon influence of corporate sadalson financial performace of

listed firms at Nairobi Security ¥6hange aimed at determining the impact of
corporate scandals on share value, profitability and liquidity of quoted companies.

The study employed multiple cases research design to stsaip@lefive publicly

guoted companies involved in corporate scandals. The study established that the
corporate scandals significantly negatively influence the financial performance of

l i sted companies. Further the ®wvamly est
was negatively affected by corporate scandals while others were not. In addition,

the study established thetrporate scandals significantly negatively influence the
profitability and liquidity of the affected o mp a suppéess @nd customer tbio

shy away from such companies. This study however failed to state whether there

51



were any litigations for the scandals involved and how they impacted on financial

performance of the respondents.

2.5.5Effects of Employment Practices and Workplace Safetidon-compliance

Coston Financial Performanceof Commercial Banks

Lind et al, (2000)studyon situational and psychological determinants of wrongful
termination claimsrevealed that wrongfully terminated employee claim for
compensation is caused fBelings of financial lossandthe expectationghat they
shall win the lawsuit ofwrongfukterminationand get a financial damageavard
Furtherthe study findings showed thatrongful terminationclaiming is causetyy
social psychologicafeelings of injusticeand poor treatmentwhich makes fired
employee think ouingtheir former employerdn addition the findings indicated
that thelitigation expenses for wrongfully terminated employees were expensive

amounting to an average of $13200 per litigation

ljlaola et al (2021) used swey research design tostudy the effects of
noncompliancevith safety practices in constructiomopectsin Nigeria The study
concentrated on six effeatd noncompliance with safety practices; physical injury
wor k me n 0 s iom leabilipyensusaace premiums, low morale, costs of delay
and time of costThe study revealedhat the awareness level on the implications of
norrcompliance with safety practice amopgpfessiona was high and that there

are significant differences ithelevel of awarenesamong professions.

Derek et al, (2014) study onconsequences gberceived gender discrimination
amongthe audit professials samplel 234 wome auditors working in public
accounting cganizations. The studgimed to determine thémpad of workgroup
composition factors and organizational climate factors on perceived gender
discrimination and to determine the effect of perceived gender discrimination. The
study found out thatperceived gender discriminationeads to reduced
organiationd loyalty and higher turneger intentions which could curtaithe
financial performance of an organization. In addition, the findings revealed that
women auditors experienced redudedels of gender discrimination if working in

organizationswith mary femde partnersor organizations wherstronger ethical
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climatesis embraced or organizations that promote alternative work arrangements

andin organizations witliop management suppiorg well-being of theiworkers

Wallace (2008)study on employee dicrimination claim and employee initiated

lawsuits sampled 54 geographically dispersed facilities from a population of the
fortune 500 companies in US in order to determine the effect of procedural justice
climate on the employee discrimination claiffihe study considered employee
discriminationclaimg i | ed wi th organi zat iiothedist equ al
half of year 2003 and lawsuits filed in the first half of the y2@04. The study

found out thaemployee discrimination claims wesgnificanty postive related to

number offiled lawsuitsand that employeeriginatedlawsuits have huge financial,

reputational and psychologioaffect on theemployee and the employer.

Weil (1996 as cited in Weil 2001studyonthe determinants adstablishedevel of
compliance with occupation safety and health administration among the
manufacturing companies in U&ported thatthe predicted expenditures for
complying with the machinguard and hand tool standards ranged between $5000
$15000while the cost ofretrditting vary by the type of equipment ranging from
table saws which may cost $ 3$800to equip with guardandwood shaperThe

study also revealed thdtere were four chances of inspection and that the fines for
norrcompliance during each insgin amounted to $00. The studies also showed
that because the cost of compliance is more than the fines charged for
noncompliance the firms deliberately choose not to comply beyond their profit

maximizing level.

Karpoff et al, (2005 as cited in Karpoff2012 studiedreputational penalties for
environmental violationsvith the aim of determining whether organizations that

pollute the environment damage their reputation. The study used a sample of 478
cases of environmental violations by listédns from 1980200Q The study
establishedthat charges or allegations that an organization was involved in
environmental regulation noncomplianceade to significant reduction in the
organi zationods share price. Further t h

regulatoly noncompliance announcement resulted. 890% loss in share price of
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the noncomplying company while noncompliance charged resulted to%d.58
reductions in share price. The study further sampi&iout of the initial sample of

478 and determined theffed of legal penalties, fines and damage awards
emanating from environmental noncompliance on their financial performance. The
findings revealed that | egal p esrstealdet | e s
inferring that legal penalties significéntaffect the share value as compared to

reputational penalties.

Nyakego (2013) studied effects of prosecution on noncompliance to requirements of
safety and health in workplaces in Kenya. The study specifically measured
workplace safety using workplacegistraion, risk assessment, health and safety
audits and fire safety audit. The study used exploratory research design to study a
population of 132 court cases charged under different provisions of occupation
safety and health act of Kenya from 14 difféareownties from 2007 to 2010 from
which a sample of 89 was drawn. The study found out that prosecution -of non
complying organizations resulted to decline in the level of noncompliance with the
specific workplace noncompliance after prosecution standiB§%tfor workplace
registrationnoncompliance, 45.7% for workplace risk assessmentompliance,
30.8% noncompliance on safety and health audit and 36.8% noncompliance on fire

safety audit.
2.6 Critique of Existing Literature

A number ofstudies have usedifferent theories and research variablesxamine
the effects of operational risk management on financial performémagder to
explain the effect of fraud on financial performantishennaand Agbo (2013)
studied thenfluenceof fraud and fraudent pactices on the performance of banks
in Nigeria giving much weight tosum involved number of staffs involve@nd
number of fraud case¥he studyfailed to shed light to causes of frawthich will
explain why the staffs are involgden fraud, the typs offraud andtheir influence
on financial performanceNwankwo (2013) study on effects of fraud on
commercial banks performance in Nigelemk at ATM fraud, fake cheque and

clearing tequetypes offraud and how they impact on financial performance
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Similarly, this study failed to look at causes of frau@helangat (2014) studied
influenceof fraud on the financial performance of deposit taking SACCOs in Kenya
using the types diraud as the study variablBespite ignoring the causes of fraud,
this sudy aboi gnor ed ¢ o mnraudscwhiaehl are Blightlykdgférent from
SACCO fraudsKaunyu (2017) study orinfluenceof financial fraud on financial
performance of state corporations in Kenya ugadd loss ratio and number of
fraud cases as reselncariables andghare value, cost of debt, liquidity, and project
funds as measures of financial performaridkewise, the study also overlooked
the causes and types of fraud as well profitability measures of financial
performanceA study by Kiraguet al, (2015) studiedthe effects of bank size on
occupational fraudrisk in commercial banks ifKenya. The study used bank
characteristics, management control systems, technology adoption and staff
characteristic influenceesearch variable and disregarddaeotapects of fraud like
causes and types of frauGithecha (2013)study on influences of fraud risk
management strategies on financial perforceanf commercial banks in Kenya

usedtechnology adoption, governance and reguladi®nesearch variables

On the effects of regulatory noncompliance goRbbinsonet al., (2011) studed
determinants of disclosure noncompliance and #fect on SEC reviewfocusing

on excess compensation, proprietary costs, negative media coverage and subsequent
CEO compensan. This study however did not look at how the SEC
noncompliance impacts on financial performance as well as failing to explain the
causes and types of regulatory noncompliamddereover the studies looked at
guoted companies and not necessarily commakbairks. KosterandPelsten2017)

study onthe financial penalties argystematic risks of banksoked atthe effect of
financial penalties on stability of the banking industfjne objective of this
research was to determine whetfieancial penaltiescausesystematic risks and
ignored their effect on financial performan€&kundi et al, (2014)studiedeffects

of operational risks in the lending process on profitability of comrakebanks in
KakamegaCounty-Kenyafocusing oncompliance, systems, ata@ter culture and
fraud operational risk variables usirgmpirical research desigihis study only
concentrated in banks from one county which could be facing the same risk

resulting to regulatory noncompliance hence ignored banks from other counties.
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Chumo @O013) studied the effects of regulatory compliance on financial
performance of SACCOs hence ignored commercial bans. study employed
positive and normative economic theories of regulatibile overlooking the utility
theory of crime and punishme Floreet al.,(2018) studied how penalties imposed

on banks travel through markets in the US market from the period 2005 to 2015 for
financial institutionsThis study looked at effects of penalty ruling pronouncement
and overlooked the effects of pétres themselvesKakmazandKeles (2018) stug

on how stock prices react to illegal corporbéhaviourin Turkeyused event study
methodology This study looked at listed companiesd not necessarily the
commercial banks in additiomo using event studymethalology instead of

descriptive research methodology.

On business disruption and utility outage research vari&seet al, (2007)

study onterrorist attack business disruption impacts on electric power system in Los
Angeleslooked atproducing setors mmprising of the households, government and
the external agenmndemployedevent study methodologyhis study ignored the
effects of terrorism attack on commercial bank&sileski et al, (2011) study on

the husiness closure and relocatias a esultof the Loma Prieta earthquake and
Hurricane Andrewmajored on thdactors that motivata business to close after an
operational risk The study however failed to quantify the impact of these
operational risks on the financial performance of the dirRuther the study
included even firms that never incurred the operational risk which could jeopardize

the findings.

On the effects of perational risk legal liabilityMpiana (2017)study on effect®f
corporate scandals on financial perfonoa of liged firms at Nairobi Security
Exchange aimed at determining the impact of corporate scandals on share value,
profitability and liquidity of quoted companiesingmultiple cases research design

This study disregarded operational risk legal liability angleaszed on corporate
scandals. Further the study concentrated on listed companies and not necessarily
commercial banks and relied on multiple cases research design as opposed to
descriptive research desigiicNulty andAkhigbe (2014 studed theeffect d bank
litigation on bank performance and operational risk in US uaisgmple othree
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institutions. Three financial institutions may not adequately represent the entire
banking industry hence the generalizations from the findings may not be correct. To
overcane this weakness this study sampled 38 commercial banks in Kenya and
managed to get 26 of them responding to the research questionkakeszand

Keles (2018) studiedhe stock prices reamtn to illegal corporatebehaviourin
Turkey using event sudy nmethodologywhile Songand Han (2017) studied the
stockma r k redctirs to corporate crime in South Korea distinctively looking the
effects of operational crime, financial crime, white collar and street crimes on
financial performance of financialnd industrial organizations. Both of these
studiesconcentratedn effect of making illegabehaviourpublic and overlooked at

the effect of the cost of lawsuits emanating from the illéghlaviourtself. Bhagat

et al., (1998, cited in Zeidan, 2013tud/ on dfects of corporate lawsuits on
shareholders' wealtlconcentrated on effects of lawsuits based on the type of
plaintiff (whether government, another company, or an individual). The study
however failed to emphasize on causes of operational risk llaggity and their

effects on financial performance.

On effectof employment practices and workplace safety noncomplidsgakego
(2013) study on effects of prosecution on noncompliance to requirements of safety
and health in workplaces in Kenya gavepdasison whether the company that had

not complied with workplace safety will comply after prosecution. The study
however failed to measure the financial cost of the lawsuit for noncompkentce

the cost of complying after prosecutidrind et al, (2000 stud/ on situational and
psychological determinants of wrongful termination claims concentrated on what
motivates wrongfully terminated employees to sue their employers. The study
entirely disregarded the effects of lawsuits by the wrongfully termirextgzloyees

to their employerdéds financi al perfor manc

2.7Research Gaps

While the previous studies provide valuable contributions to help scholars
understand the undginning topic on effects of Basel 1l operational risk

managementon financial performanceof conmercial banks in Kenyamost
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researchers have concentrated mainly on

commercial banks, fewer have been conducted in commercial banks in developing
countries and very few have beesearchedn Kenya. Everthoseconducted on
commercial banks in Kenya, more emphasis is given to the types of Basel Il
operational risk events facing commercial banks in Kenya but ignores their
financial consequences commercial banks financial performanéefew studies
have lmked & types of frauds and their financial implicatidfurther,the few that
looked at the effect of fraud on financial performance ignored the implication of
Basel Il full compliance that took place ikenya in2015going forward.Uchenna

and Agbo (2013 study on effect of fraud and fraudulent practices on the
performance of banks in Nigerignored causes hence failing to clariiyhat
motivated the staff to commit frau@ithecha (2013%tudy on effectsof fraud risk
management strategies on financiarfprmance of commercial banks in Kenya
usedtechnology adoption, governance and regulatisnresearch variableghile

this study was pegged oregulatory noncompliance costusiness disruption cost
and operationaiisk legal liability cost effects offinandal performanceGikundi et

al., (2014) study effects of operational risk in the lending process of commercial
banks in Kakamega town used firm characteristic thesigyallingtheory and loan
pricing theorywhile this study was steerdéy fraud trangletheory,utility theory of

crime and punishmemind creative destruction theory

Further,Robinsonet al, (2011)looked atdisclosure noncompliandey listed firm
and th& effect on Security Exchange Commission review hence disregarded
commercial lanks hat were not listedHowever this study considered all
commercial banks in Kenya whether listed or fdore et al, (2018)and Kakmaz
andKeles (2018)studies both studiethe effects of penalty ruling pronouncement
and overlooked the effects oémalties charges on financial performanééasileski

et al., (2011) stuced business closure and relocatias a result obperational risk
concentratedn thefactors that maka business to close after an operational risk
but failed to measurethe impactof these operational risks on the financial
performance of thelosing or relocatindgirms. Nyakego (2013) study on effects of
prosecution on honcompliance to requirements of safety and health in workplaces in

Kenya stressd on compliance afteprosecutio and omitted the cost that comes
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with prosecutionrand compliance after prosecution and how it impacts on financial

performancénence the need for this study

Generally past studieshave ignored other aspects of Basel Il operational risk
managementsuch & regulatory norcompliance business disruptior& utility
outage, operational riskegal liability and employment practice& workplace
safetynon-complianceeffectson financial performancef commercial banksThus,
former studies have looked at diffeterariables of operational risk as opposed to
those of this study. As such in addition to fraud as researched on by other
researchers, this study additionally researched on, regulatorgomgpliance cost,
business disruptio& utility outagescost, operabnal risk legal liability cost and
employment practice& workplace safetynon-compliance cost. Researching on all
the above variables was motivated by the desire to @smany operational risk
types as stipulated by Basel accord in order to measere rdhative effect on
financial performance of a commercial bank. This research is thus different from
past researches in thaintluded five types of Basel dperational risks as opposed

to others which majorly covexd only one operational risind ighore he rest.This

study equally relied on fraud triangle theory as used by others but in addition the
study employedutility theory of crime and punishmemind creative destruction

theory.
2.8 Summary

This study soughto establish the effects of opematal isks stipulated by the Basel

I Accord on the financial performance of commercial banks operating in Kenya. In
order to achieve thigbjective three theories;the fraud triangle theoryutility
theory of crime and pusihment andreative destructiotheoly wereemploya to
explain theunderlying relationships between the operational risks (financial fraud,
regulatory noncompliance costsusiness disruptiqgroperational risk legal liability
costs ancemployment practices nesompliance cosjsandfinancid performance

of commercial banks.
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Several pastesearchers laithe foundatiorupon which this study found a bearing
in terms of the objectives looked at, theories used, research design used, findings
and recommendations giversome studiesstudied the mpact of fraud and
fraudulent practices on the performance of baamdfound outthe amount lost to
fraud wasnegatively correlated to ROEOther studies carried in Kenya effects
of operational risks in the lending process on profitability aheeercal banks
revealed that theris significaninegativeimpactof operational risk on profitability
of commercial banksPast studieson effects of operational risks on financial
performanceused different theorie®bjectives and research desidgrencearrived

at differentresults However this studyconcentratd only on effects offinancial
fraud, requlatory noncompliance costbusiness disruptio& utility outagescost,
operational riskegal liability cost and employment practicksworkplace safst

non-compliance cost.
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CHAPTER THREE
RESEARCH METHODOLOGY
3.1Introduction

This chapter coved the research desigmarget population, samplingrame and
sampling techniquedata collection instruments, data collent procedures, pilot

study,data analsis and datapresenttion techniques.
3.2Research Philosophy

This study inclined towards the assumptions of positivistic views of research
philosophy.Research philosophy is a belief about the way in which aetanda
phenomenonshould be gathed, armalysed and used(Saunderset al., 2012.
Posi t ireseaarshpbi®soghwas adopted for this research with the view that
reality is stable and can be observed and described frarbjactive viewpoint and

that the researchphenomenacan be detachedand researbers can repeat
observations This research leaned towards positivism philosophy hence the
observed and explaindahdings and their interrelationshipscan be used to make
future forecastsThis researchadoptedquantitativeand qualitativeapproachof the
research variables whose effect on Basel Il operational risk management was tested
as required byPositivism philosophythus theresearch findingsvere observable
and quantifiabléPark 2019).

The resear che nhis limtado toklata waletion and objective
interpretatiorof findings which is what positivism philosophy demandBEhe
researchemwas therefore just an objective analyst andistanced herself from
personalviews Likewise, the researcher concentrated purehgoantifiablefacts
that lead to statistical analyses required by positivism Philosophvioreover, b
fulfil the positivism principles, theresearchr ensured that thgoal was toexplain
and predicthe phenomena, the research wagirically observabléhroughhuman

sengs, nductive reasoningvas used to develop hypothesasnmon senseasnot
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allowed to bias the research findingsd that siencewas onlyjudged by logic
Dudovskiy(2022).

3.3Research Design

This studyembraceddescriptive researctiesign which is aciertiific method of
colleding data by administering questionnaire to a sample ofpersons and
describing the behavious without influencing in any way. The researchr
preferredthis research designecause it can be used tollect information about
therikmanaged attitudes, opinions,(Namasbnge s or
2010) The desciptive research desigalso helps the researcher to daghe each

variable thus enabling the researcherinteract naturally with the respondeims

their natual setting and thus making recording without undue influence.
Descrptive research desigmlso assistd the researcher in describinte risk
manageh s responses to questions about t he
r e s p o npdregtidn $r@n which truism wasconstructedThis design was also

used by Olongo2013) Njenga (2013)Makai and Olweny (2016) and by Chumo

(2013) in their respective studies.
3.4Target Population

The target ppulation of this study waall the 42 commercial banklicense& by

Central Bank of Kenya toperate in Kenyasaof 3" June 2017The research was
carried out at the head offices of the banks and not at the bank branches because
whenever operational risksappensat a branch it is always reported to the head
office and hence a branch may not have information on all the operational risks that
happened to other branch&swus, it is the headffice that has consolidated reports

of all the operational risks théacedthe bank Similarly, policies made at the head
office are cascaded to the branches thus making the head office ideal source of data
needed for this studyFrom a target pagation of 42 commercial banksone
respondent who was either the security officer in charge of fraud investigations, the
internalaudita or the head of operations was targdtedn the head office odach
commercialbankdepending on the tier of the barikis is because itier 1 banks

the information pertaining operational risk management is the mainstay oftygecuri
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officer, in tier 2 kanks some lacked the security officer but grsgiheirinternal
auditor to handle this docket while tier 3 banks mainly lacked both the security
officer and internal auditor hence assign the responsibility to head of operations.
Further, one responde per bank was ideal because due to consolidation of
operational risk reports and financi al
one report, it is not possible for two or more respotgiétom the ame bank to

give varying response3$he bankswverefurther categorized into Tiet, Tier2 and

Tier 3 banks as classified by CBKadsed on their profitabilityliquidity, asset
quality, capital adequacy and efficient use of assBer 1 consistd of six large
banks withassets wortloverhundreds obillions of shillings and millions of clients
jointly controlling 80% of the Kenyan markeilThe tier 2 banks&re mediumsized
banksconsisting ofL6 banksthat jointly control11.6%. Tier 3 consists 020 small
banksthat control8.4% of the market.The target ppulation was 42 commercial
banksasindicated inTable3.1:

Table 3.1: Target Population

Type of Commercial Bank Target Population
Tier 1L.commercial banks 6
Tier 2commercial banks 16
Tier 3commercial banks 20
Total 42

3.5Sampling Frame

A samplingframeis a list of all theobjectsin a target population (Kothari, 20).
The samphg frame for this study waderived from the 8K databaseAccording
to CBK (2017), therewere 42commercal banksoperating in Kenya as a0 June
2017 which formed the resar c her 6 s s drefgr ltoi appgnditiiy. ahme
study was confined to security officars charge of fraud investigatiorier tier 1
banks internal auditor$or tier 2and operations managédos tier 3 banks for allhe

forty two commercial baks
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3.6 Sample and SamplingTechnique
3.6.1 Sampling Technique

In order togather qualitative data usirguestionnairg stratified random sampling
wasused.The commercial banka&ere subdivided into three strata namdlier 1,

Tier 2andTier 3 commerdal banks as grouped by CBK (2016)his this ensured

that respondents contairg elements representative of traits foundalhthe three
tierswere selectedlhe first respondent wascked randomly from folded numbers
while therest of the respondentseve obtained usingtable of random number
Samplingwasdone without replacement hence any duplicate numnbtiie random
number tablesvasignored.The studythussamplel 38 commercial banks out of 42.
Only one respondent from each banls  duari@rd was chose to fill the
guestionnaire hence atab sample of 38 respondentgere sampled.The reason
behind one respondent per bank was informed by the fact that the bank policies are
disseminatedo all its branchefor complanceand all reports from all bndesare

sent to thénead office for consolidatiofhus,even in tier 1 banks with all the three
categories of respondents (security officer, the internal auditor and the operations
manager) it was meaningless to give three questiomsiz@Euse each wtl draw

data from the same database hence will be alike.study was thus carried out in

Nairobi as all commerci al banksd headqua

3.6.2 SampleSize

The studysamplel 38 commercialbanks out of a population of 42 commercial
banks inKenya This figure wasarrived atusing Krejcie andMorgan1970formula
(Abdul, 2022 asfollows:

Where n=thedesired sample size

N = Target population
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p = Population proportion(assumed to b&.50 since thiswould provide the

maximum sample size).

D = degreeof accuracyshownby the amount of error that can beceptedn
fluctuationof a size about the population and correspondbeagnificance level
with a standard error of the population and corresponds tgigingicance level

with a standard error of the proportional at the corresponding confidencegel

6 %= Thechi square value for one degreefrafedom relative athe desired levedf

confidence ¢= 3.841 at 95% confidence level)

n = ((3.841*42*0.5(10.5)y [0.05(42-1) + ((3.841*0.5(%0.5))]
=40.3368/1.0629
=37.95
=38

The studyfurther emplogd proportional allocation method of stifatd random
sampling techniquéo calculate the number of banks that should be seleat
random from eachdr group A sample of sizen waspickedfrom a population of
size N where thepopulaion is partitioned intcstratawith sizesN,, N, and N, (in

this case the populations for tier 1, tier 2 andr t3 respectively) such

thatN, + N, H\, #. Thecorresponding saples n,n,and n, were picked such

thatn +n, #, n. Then, according to proportional atltion method by Cochran

N. _ L . .
(1977) n :WI 3n, for 1=1,2,3; in this case saples for tier 1, tier 2 ander 3

werecalculaedas shown imable3.2.

The researchethen selectedone respondent from eackampled bank whavas
either security officerin charge of fraud investigationsr an internal auditor or
head of operationsom each bankhus resulting to a total &8 the total number of

respondents sgoted as shown iffable3.2
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Table 3.2: Sample Size

Type of Commercial Bank Total population Sample size
Tier 1.commercial bank 6 (6/42)*38=5
Tier 2commercial banks 16 (16/42)*38= 15
Tier 3commercial banks 20 (20/42)*38=18
Total 42 38

3.7 Data Collection Methods and Instruments

This studyentaikedboth primary and secondary data.

3.7.1 Primary Data

The Primary datdor this studywascollectedby the use of stiaturedlikert scaled
guestionnairesThe questionnaire had six sections¢tion A collected background
data, section B focused on the five variables under study where section A of B
focused on financial fraud, section B of B on regulatory-oempliance section C

of B onbusiness disruption and utility outagesction Dof B operational risk legal
liability and sectionE of B on employment practices and workplace safety
Specifically, the questionnaire wereused to colct chta relating to causegypes
and effect of fraud types causes and effex of regulatory norcompliance;the
types causes andffects of business disrupti@amd utility outagesthetypes causes
and effects ofoperational risklegal liability and typescauses and effects of
employment practicesand work place safetgoncompliance.The questionnaige
were favoured because they are free fromnt e r v biss vag respéndents
arsweed in their own words as welyiving the respondentsufficient time to
provide well thought outrespamses (Kothari, 2019. In addition Mugenda and
Mugenda 2013) advces that questionnaires defitiee problem and the specific

study objectives thus making them appropriate for primary data collection.
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3.7.2 Secondary Data

Secondary data, mainly quantitawasgathered from the CBIRublicationsusing
data collection scheddgsee appendix ii)Specifically the data obtained from
CBKwasc o mme r c i profit befarentaxfROEand ROA. This data hedglto

measure the banks financial performance.
3.8Data Collection Procedures

The study entadld both primary and secondary sources of d&ta.such, the

primary data collection procedure s&tby identifying the respondents and their
availability. Request permission to collect datarethensent to thergsondent s 0
banks managers and upon receipt of permission to collect data from the contacted
respondent bankthe researcher and fiieained research assistants gregthe
qguestionnaes to the respondents for satfministration. The respondentgere
requested to specify a day within twoe e pesi@l during which they auld have
completed filling the questionnaire. &guestionnaires avethen picked after two

weeksfor data analysis purposes.

Secondary dataasextractedrom CBK annual report$or theperiod 2011to 2016
so as to capture the financial performance before Basel Il implementa@itf: (
2013) and the period after 8& 1l implementation (2012016

3.9Pilot Study

The research questionnairegre pretested infour purposively selected bds.
Thus,out of 42 commercial banks, 4 adtas pilot test while 38 were earmarked for
the actual researcfihe questionnairewere pilot tested to determine their validity
and reliability. Pilot test wsconducted in order to determine approxintate tke

to complete a questionnairas well asto help further refinenent of the

questionnairg

67



3.9.1 Reliability of the Study

Reliability of the questionnairwas measured toestthe degree of consisteneynd
repeatabilityto be able to give similar regsl(Morrison, 2022. The resultf the

pilot questionnaire wer@nalysedu si ng Cronbachodés atopha
assess thenternal consistency so as to visualize how closely related a set of
responses are as a grodjne theoretical value of alphanges from O° 1 and
higher values of alpha are more desirable hence reliability of 0.7 and above is a
reasonable threshold in a research (Ga2fdi§). The average Cronbach Alpha
value for this studywas 0.844 as shown iifable 3.3 which is within the

recommended threshold.

This alpha value asobtained using the formula:
S, (32)
V+(N-1)C

Where N=thenumber of items

C = theaverage inteitem covariance among the items

V =theaverage variance

The studyconsisted of five independent variables; financial fraudyleggry non
compliance costbusiness disruptio& utility outage cost operational riskegal
liability cost and employment practices & wollpe safety nomwompliance cost
These five independent variables and the dependent variable wstedtdor
reliabil ity us irdiapilityGestoandotize cesultsswerd hspshoan in
Table3.3:
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Table 33: Summary of Reliability Test

Variables Cronbachad s Number
standardized item of ltems
Financial fraud 0.826 32
Regulatory noncompliance cost 0.939 20
Business disruption & utility outagmst 0.825 18
Operational riskegal liability cost 0.734 8
Employmen Practices & Workplace safet 0.873 16
noncomplian@ cost
Financial performance 0.865 18
Average 0.844

The resultandicated that for all the six variables the Cronbach alpha was greater
than 0.7 hence acceptatdecording to Sekaraand Bougie (2016) The average
Cronbachof 0.844 denoteshat there is acceptable degree of consisteayong
responses against each itdfarther, factor analysis was computedigterminethe
dimension ofll variable within agroup.

3.9.2 Validity

The questionnaires were tested for validity to establish tkenexo which they
measured what the researcher actually intended to meabaranternal validity of

a test is thanagnitudewith which a questionnaireneasures what it is supposed to
measurewvhereasthe external validity of a test refers to how wiblé testcan be
generalized to others in the population for which it was devel(ifeithari, 20.9).

The questionnaireseretested for validity to test they measurd the objectives of

this study. Pearson Product Moment correlatimas usedo test thepresence or
absence o$ystematic errorslo testvalidity of the questionnairegach item of the
guestionnaire scerwascorrelated with the total score. The itét®m questionnaire
that significantly correlates with total score skalthat the items are vdl If the
significance value is <0.05, then the questionnaire is valid while if it is >0.05 then it
is invalid. Improvements and changesens effected on thequestionnairg to

enhanceheir validity.
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3.10Data Analysis and Presentation

The data gdtered ly the questionnaires wasorted, coded andndysed using
Statistical Package fora8ial Sciences (SPSS) version &2d STATA version 15
statistical package®escriptive and inferenti@nalyses wereone to obtain more
information and make worthwhile colmsions about the variables of inter&dtese
producel statistics such as thgercentagesmean, standard deviation, correlation
coefficientsand panel regressioamongothers statisticsThese techniques give
simple summariesregarding the sample datébesides presenhg quantitative
descriptiondn a manageablmanner(Guptg 2014). In addition tosimple graphics
analysis, descriptive statistics forms thaseof nearly all quantitative analysis of
data(Kothari, 2019).

The datawas presented using douency distribution tables anithe graphsfor
easier understanding.The frequency tables generated depicts percentages and
mears responses of all the questionnaires measured on a five point likerivsitale
scores ranging from 1 tofbr all the independd variablesThe dependent variable
(financial performance) was extracted from CBK annual reparterms of profit
before tax, R@ and ROE.

3.10.1 Panel Regression Model

This study used panel regression model becauseldba obtained possessed both
crosssection and time dimensi@ttributes Panelregression model was suitable for
this study because pargdta arenell suited to study the dynamics of charageit
studes repeated cross section of observatidrence was used to track the
commercialkn ks 6 change in financi alhadgtenr f or mar
because panel data relatedcommercial banks financial performanceer time
panel regression modallow for heterogeneitypy allowing forindividualspecific
variables. Likewisg panel regression combineime series of crossection
observationiencegiving more informative data, more variabyljitless collinearity
among vamlbles, more degrees of freedom and more efficid@yjarati et al,
2020).

70



Thus,using panel regression mog&hancial performance indicators were followed
and measured over tim@011 2016)for the time periods befor2011-2013 and
after (20142016) the implementation of Basel Il operatarrisk management.
Panel data regression modafe based on paneltdavhich are observations on the
same commercial bank were measured over several time periodsis study
adopted mixed effect panel model hence was able to capture both fixed and random
effects. Thusa linear mixed effects model watilized to studythe influence of the
independent variables on the dependent variable accounting for time effect and
different correlation structures in the data. The dependent variable of this regression
model was financial performance of commercial banks while the independe
variables were; financial fraudegulatory norcompliance cost, usiness disruption
cost, operational risks legal liability cost and employment prac8cesrkplace
safety noncompliance costGenerally, thepanelregression model used for this
studywas:

U, =5, + B X} + 0,X, + D, X5 + 0, X5 + DX, U, + 6 i G.3)
Where:
Y, =Financial performance of thé"bank at a given tim¢ measured byPBT,

ROA, and ROE

b, = a fixed intercept ten
b,,....b, =coefficient estimates was used to measure the sensitivity of the
dependent variables (Y) to unit cige in the explanatory variab{eX,...,X;)

respectively.

Xy, = Financial Fraugtostof the i"" bank at timet

X, = Regulatory norcompliance cost of thg"bank at timet

X, =Business Disruption cost of thBbank at timet

X, =Legal liability costs of thé" bank at timet

X, =Employment practices netompliance cost of thé" bank at timet

u, =a random slopes error term which is assumed to be normally distributed with

mean zero and constant variance.
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e= a random error term which captures the unexplained variations in the model
which is assumed to be normally distributed with mean zero and constant

variance.
3.10.2 Paired T-Test Model

A paired ttest wa used to comparthe financial performance before and after
Basel Il operational risk management implementatfopaired ttestis a statistical
procedurethat shows ifthe mean difference between two sets of observations is
zero (Statistics 8lutions, 2018) A paired sample-testis usedto compare two
samples in which observations in one sample can be paired with observatioms in
other sample such deforeandafter observations on the same subj¢Stsitistics
Solutions, 2018 A paired ttest simply calculates the difference between paired
observations such as before and after, and then perforrsamde ttest on the
differences (Stonet al, 2016). In order to determine the effect of Basel I
operatioml risk managemenin the financial performance ocbmmercialbanks in
Kenya, financial performance was measured in terms of profit before tax (PBT),
returns on assets (RQAand returns on equity (ROE). In this caseancial
performance was nasured beforéamplementation of Basel Il operatiah risk
managementor the period 2011 t@013 and after the implementation of Basel Il

operatiorl risk managemeriior the period fom 2014 to 2016as follows:

Let x denote the financial performance before the imgetation of Basel Il

operational risk managemeand y denotethe financial performance after the
implementation of Basel Il opational risk managemento test the hypothesis that

the true mean difference is zero, the differqace y - x)between two

observations on each pair is first calculated. Secondly, the mean diffe(laehctse

calculated. Netx the standard error of the mean difference is calculated as follows:
SEd) = Sy

Where s, =the standard deviation of the differences and

N=the numbers of subjects, in this case ciremercialbanks.
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Further the tstatistic is calculated ag: :ﬁ. Under the null hypothesis, this

statistics follows as-distribution with n- 1 degrees of freedonkinally, the value

for T is compaed to the value fot, , to give the pvalue for the pairedtest.

The test was carried out at a 5% confidence Ieeace wher¢he pvalue was less
than 0.05 the null hypothesis was rejected and concludethératwas a significant
mean difference and that the results are not based on chance. Hahee pvas

greater than 0.05 then thesearcher failed to rejentll hypothesisandconcluded

that the mean difference was equal to zeeaning that there was significance

change irfinancial performance even after the immpkntation of Basel I

3.11 Diagnostic Tests

Before conducting any statistical procedure, the researcher screened through all the
returned questionnaires in order to clean out any error emanating from respondents
failing to fill some questions, filling questions that they were require to skip, as well
asgiving more than one answer inkert scaled responses. This ensured that the
data used thereaftéo conduct, correlation and-t€sts was free from such errors.
Likewise before carrying out anpanel regressiostatistical test, the researcher
ensured that the independent variables vpeegestedby conductingpreliminary

diagnostic testas follows:
3.11.1 Test for Linearity

Linear mixed model is assumed to behr with respect to the residuals. Linearity
assumption was tested by plotting residuals (the difference between the observed
financial performance value and the model estimated value) versus the dependent
variable (financial performancep linear patten of the scatter plots indicates a
linear relationship between the variables while a random pattern indicates a non
linear relationship, which would be a violation of the linear regression assumptions.
If the residuals are evenly distributed with a termyeof concentrating towards the

zero line, then it implies linearity of the error ternide linearity assumptiowas

fulfilled asthe emerging pattenvas randonas shown in figure 4.3.
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3.11.2 Normality Testing

Another assumption of panel regression & the residuals are normally distributed
with mean zero and variance. Normality of the residualstestedusing Quantile
Quantile (Q) plots. The QQ plot is a graphical technique deamining whether
two data sets come from populations with a commatridution QQ plots can
estimaé where the standardized residuals lie witmormal quantiles Large
deviation from the provided linenpliesthat residuals are not normally distributed
(Ghasemi & Zahediasl, 2012)he curves portrayeé& normal shapeas they
followed a diagonal movement which was a comditfor true normal distribution.
This meant that thelata washormally distributedas there were no serious outliers

as shown in figure 4.4.
3.11.3 Homogeneity of Variance

Panel regression modalsoassimes that the residuals have equal variances across
the grogs. In this case the groups for this study waeeindividual (bank) level.
Analysis of variance (ANOVA) was used test the between group (banks)
residuals. A pvalue < 0.05 indicates thatete is heteroscedasticity (variances
between groups are not equal) while @atue greater than 0.05 indicates that
homogeneity of variances of the residuals exist (SPSS tests, Plaldygeneity of
variance makes sure that the distributions of the outsomesach independent
group are comparable and/or equal. Ifeépdndent groups are not similarcan
result tofake findings The assumption of homogeneity of variaweas measured
using Levene's test folgeaity of variancesThep-value for Levene'sest should
above 0.05 as shown in Table 4.37f the pvalue is below 0.05, then the

assumption of homogeneity wariance has been violated.
3.11.4 Heteroskedasticity

Paired TFtestassumes there is neeterokedasticity. The study employditeush
pagan ést for heteroskedasticity. Breusgagan test shows a ebguare value and a

significance value for the independerdriables. A pvalue < 0.05 indicates that
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there is heteroskedasticity while a -y@alue greater than 0.05 indicates
heteroskedasticity doemt exist(SPSS tests, 2015).

3.11.5 Hypothesis Testing

This study tested how Baseéldperational risknanagemeniindependent variables)
influencesCommercial banks financial performance. The hypotheses in this study
were tested by correlation and padiretest techniques. The significance value (p
value) corresponding to the coefficient of the variable is useful in this case. If the p
value obtained is less than 0.05 then the null hypothesis was rejected, otherwise if
p>0.05, then the researcher faitedeject the null hypothesis. The hypotheses were
interpreted as shown fable3.4:
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Table 3.4 Summary of Hypothesis Testing

Hypothesis Statistical Interpretation
Test

Hou:: Financial faud does not have¢ Correlation p <005, reject the null
significant effect on the financia analysis, hypothesis;

performance B commercial banks in significance p >0.05, fail to reject the
Kenya. value (p) null hypothesis

Ho2: Regulatory non-compliance costs Correlation p <0.05, reject the null
do not have significant effect on th¢ analysis, hypothesis;

financial performance of commercic significance p >0.05, fail to reject the
banks in Kenya. value (p) null hypothesis

Hoz: Business disruption and syste Correlation p <005, reject the null
failure costs do not dve significant analysis, hypothesis;

effects on the financial performance ' significance p >0.05, fail to reject the
commercial banks in Kenya. value (p) null hypothesis

Hos  Operational risk égal liability Correlation p <005, reject the null
costs do nohave significant effect or analysis, hypothesis;

the financial performance commercie significance p >0.05, fail to reject the
banks. value (p) null hypothesis

Hos Employment practices anc Correlation p <005, reject the null
workplace safety neoompliance costs analysis, hypothesis;

do not have significant effect on th significance p >0.05, fdi to reject the
financial performance of commercie value (p) null hypothesis

banks.

Hoe The true mean differenct Paired ¢
between PBT before and after tt test,
implementation of Basel Il operatiah significance
risk managemens equal to zero value (p)
Ho7 The true mean differenct Paired ¢
between ROA before and after tt test,
implementation of Basel Il operatiah significance
risk managemens equal to zero value (p)
Hos The true mean differenct Paired
between ROE before and after tt test,
implementation of Basel Il operatiah significance
risk managemens equal to zero value (p)

p <005, reject the null
hypothesis;

p >0.05, fail to reject the
null hypothesis

p <005, reject the nul
hypothesis;

p >0.05, fail to reject the
null hypothesis

p <005, reject the null
hypothesis;

p >0.05, fail to reject the
null hypothesis

The conclusions about the effects of independent variables was based amaline p
where if the pvalue was less than 0.05 then it was concludedtbi®aindependent
variable was significant predictor of the dependent variable otherwise it was
concluded that the independent variable was not significant and could not be used to

explain the variations in the dependent variable.
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3.12 Measurement of Variables

The dependent variable for this studss financial performance of commercial
banks while the independent variablegre financial fraud, reglatory non
compliance costsbusiness disruption and utility outages costserational risks
legal liability coss and employment practices and work place safety- non

compliance costgach of these variablegasmeasured a®llows:
3.12.1 Measures of Fraud Cost

Financial fraud can be viewed as an intentional misrepresentatiostatesent or
omission of finacial transactions for the purpose of personal gaiankBfor
InternationalSettlements2019. Fraudwasmeasured by the total amount involved

in both internal and externfrud in millions Kenya shillings.
3.12.2 Regulatory Norrcompliance Cost

Regulatory noncompliance cost waseasured by the total amount charged as
fines, penalties and any costs attributable to-cmmpliance cost expressed in
millions Kenya shillings.

3.12.3 Measures of Legal costs

Legal costwasmeasured by the total amount charppgdthe court and other legal

costs involved in millions Kenya shillings.
3.12.4 Business Disruption and System Failure costs

Business disruption and system failure cost was measuvalbg of lost business
from customers, additional repair cost and mankgetosts to win back customers in

millions Kenya shillings.
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3.12.5 Measures of Employment practices and Workplace Safety Cost

The employment practices and workplace Safety cost was measured by fines and
penalties charged to the offending bank, damagesged, and other legal costs
expressed imillions Kenya shillings.

3.12.6 Measures of Financial Performance

This studyadoped profit before tax (PBT), return on assets (ROA) and return on
equity ROE) as the measus®f financial performance?BT also known aspre-tax

profits or earnings before taxa measuref profitability which determinea banKs

profits before the corporat@come taxis paid. It is obtainedy subtracing all
operating expenditureBom income ROA is the net incomwhich is the PBTior

the year divided by total asseBOA as a measure of banksbéd
the banks size as opposed to PBT thus making it easier to compare performance of
banks that a& in the same tielConventionally, ROA is seen as a more reliable
profitability indicator than ROEN terms of efficiency performancsinceiit is
adjusted for the leverage effect (ROA=ROE/leverage). As samimercialbanks

with the higlest ROA have shomwmoreresiliercy after afinancial crisis.On the

other handROE is net incomewhich is PBT dividedby average total equity. A

high level of ROE can be a sign for high level of profitability or more limited equity
capital. However ROE is, not risksensiive as it omits the proportion of risky
assets and the solvency situation of a bank, thus where ROE fluctuations have
entirely been caused by operational performance, it becomes difficult to explain the
tradeoff between risk and return in financial parfance explaining why some of

the highROE banks financial performance was poor during the financial crisis of
2007/08.ROE ratio has historically beemidely usedto measure banks financial
performance withthe public arguing that a RO& 20% and abovesisatisfactory

since it is sustainabl®kROE failed to differentiate the best performing banks from

the others in terms of sustainability of their results during ©@/®8 financial

crisis (European Centrddank, 2010). ThusROE is a shosterm pointer gplaining

the current financi al heal th of-temn bank
strategy or the longerm damages caused in the past and hence should not be used
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as a stan@lone measure of financial performance in babkse to this reason, this
studyadoped PBT, ROAandROE as the measus@f financial performanceOther
financial performance measures includestto-income ratio and net interest

margin.
3.13 Ethical Considerations

The researcher contacted each respondent and explainedabtvebjof the study

to each and sougldonsent from thma prior to the study.The researcher also
ensured thathe privacy of research participardad that of their institutions was
ensuredby not requiring the respondents to indicate their naplesne nmbersor

emails neitherthose of their institutions anywhere in the questionnaliee
researcher also ensuredeguate level of confidentiality of the research datd

only used the data for academic purposes as was promised during the consent level.
Further, the researchecknowledge the worksof other authors used in any paft

this thesis usind\PA referencing system
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CHAPTER FOUR
RESEARCH FINDIN GS AND DISCUSSION
4.1 Introduction

This chapter containshé results of data analysis on the effectsBafsel Il
operational risk management on financial performance of commercial banks in
Kenya Specifically the chapter entails the response rate, demographic
characteristic of/ariablesunder studyvariable normality analysigactor analysis,
descrptive statistis of independentand dependentvariables, correlation of

variablest-testanalysis hypothesis testing and summary of this chapter.
4.2 Response Rate

The response rate was obtained by dividing the number abrrdepts who filled

and returnedthe questionnaires by the total number of respondents who were
initially issued with the questionnaires\ total of 38 questionnaires were
administered to the respondents who were mainly the secfiitgrsin charge of

fraud investigationsinternal audors and operations managerof the selected
commercial banks in Keny@®ut of the thirty eight questionnaires issued to the
respondents, 2&uestionnaireswere returned fully filled representing8.4%
response rate while 12 questionnaires were not edukccording to Fincham
(2008) a response rate of 60% is cmlesed appropriate for seddministered
guestionnairedrailure to achieve adequate response rate can limit the usefulness of
the findings, thus 68A%was censidex gpprepriatedas p on s e
further analysis since it wagove60%. The response rat®as as shown iifable

4.1:
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Table 4.1 Response Rte

Category Frequency Percentage
No. of questionnaireissuedfilled and returned 26 68.4

No. of issued questionnairesissued and not 12 31.6
returned

No. of questionnaires issued to respondents 38 100

4.3 Background Information

The respondents were required to indicate their gender, age group, job title and

highest academic level attained. The findings were as follows:

431Respondent 6s Gender

The respondents werequired to tick whether male &emale.Thefindings were as

shown inTable4.2.

Table42Respondent sé Gender

Category Frequency Percentage(%)
Male 19 73.1
Female 7 26.9
Total 26 100

From table4.2 an anl ysi s of the respondajoritysd gen
(73.1%90f t he r e s pnalesdviela thenidoritiesg26.8%) weréemales
This indicates that more males than females are tasked with operational risk

management in the commercial banks enifa.

4. 3.2 Respondentds Age Group

The respondents werarther required to indicate thaiespective aggroups The
findings were as shown ifable4.3:
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Table43:Responde@Gmuwd Age

Age group Frequency Percent
31-40 years 15 57.7
41-50 years 9 34.6
51-60 years 2 7.7
Total 26 100

The resuls in Table4.3 reveals thatnajority (57.7%) of the respondents were aged
between 31 to 40 years, 34.6% were aged between 41 to 50 years, 7.7% were aged
51 to 60 years while none was aged less than 30 .y&his signify that the
responsibility of operational risk management is usually vested with vibrant
experiencedorofessionals who haveomework experience as portrayed by less
advanced age of the respondents.

43 3 Re s p baval & Bdudaton

Respmdents were in addition asked to indicate the highest education level attained.

The findingswere as indicated iable4.4:

Table 4.4: R e s p olrevkleohRluGasion

Highest level of Education Frequency Percent
Bachelor degree 16 61.5
Master degree 10 385
Diploma 0 0
Total 26 100.0

From Table 4.4, majority (61.5%)of the respondentt ad attained a b.
degree while the remaining ®ith.ndnéowithad at i
diploma qualificationsThis indicates that the role of openatal rikk management
in commercial banks is vested with professionals who must $@e@fic skills and

knowledge imparted at bachelor level of education.
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4.4 Descriptive

Statistics

4.4.1 Descriptive Statistics on Effects of Fraud

The respondents weraskd to ratesome statements describing ttauses of fraud

in their banls.

Li

kert

scal

e wa s

used

with the statement. The findings were as showFaible4.5:

Table 4.5 Causes of Fraud in Banks

to measur e

Statement:
Fraud in my
bank is
caused by:

Strongly
agree

Agree

Neither
agree nor
disagree

Disagree

Strongly
disagree

Poor staff
remuneration
Poor record
keeping
Weak
internal
controls
Greed by
staff

Work place
frustrations
Urgent
financial
need (debt,
medical,
gambling,
alcohol)
Need to
cover
someon
poor
performance
Access to
information
and money
Lack of
punishment

3(11.5%)
3(11.5%)

15(57.7%)

12(46.2%)
3(11.5%)

10(38.5%)

1(3.8%)

2(7.7%)

3(11.5%)

10(38.5%)
10(38.5%)

4(15.4%)

8(30.8%)
11(42.3%)

9(34.6%)

10(38.5%)

16(61.5%)

6(23.1%)

6(23.1%)
9(34.6%)

4(15.4%)

6(23.1%)
8(30.8%)

6(23.1%)

4(15.4%)

3(11.5%)

8(30.8%)

6(23.1%)
2(7.7%)

3(11.5%)

0(0.0%)
3(11.5%)

1(3.8%)

7(26.9%)

0(0.0%)

7(26.9%)

1(3.8%)
2(7.7%)

0(0.0%)

0(0.0%)
1(3.8%)

0(0.0%)

4(15.4%)

5(19.2%)

2(7.7%)
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From Table 4.5 majority (50%i.e. 11.5% +38.5%pf the respondents agredtht
poor staff renuneration is a cause &fud in the banksvhile only 26.9%of the
respondents disagreed with this statement w2del% were undecidedFurther,
majority (50%)of the respondentagreed thapoor record keeping is a cause of
fraud in banks,while 34.6% wereundecidedandonly 15.5% disagreed thabor
record keepingauss fraud in banksIn addition,most(73.1%) respondentagreed
thatweak internal controtauss frauds in the bankd,5.4%were undecided while
11.5% disagreedsimilarly, majority (77%) of the respondenégreel thatgreed by
staff is the major cause of fraud in the banks wBiel%were undecided Further
the respondents were asked to express fierception on worklace frustration as
cause of fraud in banksjajority (53.8%) agreethat work place frustrationauses
fraud 30.8% wereundecidedwhile 15.3% disagreed.ikewise, respondents were
required to rate whethergent financial needud as medical, debt, alcohol and
gambling causes fraud. aybority (73.1%) of the respondenggreed thaurgent
financial needcauses fraud in bank®3.1% wereundecidedwhile only 3.8%
disagreed Asked whether fraud is caused by the need to ceverme opo@ 0 s
performance, mequal percentag@?2.3%) of the respondendggreed and disagreed
that need to cover someoneb6s poor perfor
the remaining percentage (15.4%kre undecided Similarly, majority of the
responderst (69.2% of the respondentsgreedthat access to information and
money causefraud in the banks, 19.2% disagreed while 11.5% wececidedn
their opinion.Lastly the respondents rating on whether lack of punishment causes
fraud in banks showed thatqual number34.6%9 of the respondentagreedbut
disagreed that lack of punishment was a cause for frauds in the bank8Ova#e

wereundecided

In general,it can thus be concluded that among the major causes of fraud in banks

are greed by staff (77foweak internal controls and urgent financial need each with

73.1% and access to information & money (69.2%). Howeher least cause of

fraud i n banks is |l ack of punishment (34
poor performance (42.3%)These finihgs support thefraud triangle theory

assumptions that perceived pregssuch as urgent financial neealises fraud. The
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findings also concur with fraud triangle theory that the opportunity to commit fraud

such as weak internal control and access tanmdtion & money causes fraud.

4.4.2 Types of Fraud Risks Experienced by the Bank in Kenya

The respondents werequired to indicate the types of risk that they experienced in
their bankdy rating them on a five pointikert scale ranging from never ocoed

to vay frequently occurring riskslhe findings were as indicated Tiable4.6:

Table 4.6 Typesof Fraud Risks Experienced by the Eank in Kenya

Type of Fraud Event Never Rarely Sometime  Freque Very
Fraud ntly Freque
Risk ntly

Unauthoriz  Transactiosnot  1(3.8%) 10(38.5%) 15(57.7%) 0(0.0%) 0(0.0%)
ed Activity reported
(intentional)
Mismarking of ~ 5(19.2%)  11(42.3%) 10(38.5%) 0(0.0%) 0(0.0%)
position
(intentional)
Theft and Fraud/credit 0(0.0%) 10(38.5%) 8(30.8%) 7(26.9%) 1(3.8%)
fraud fraud worthless
(internal) deposits
Theft/robbery  5(19.2%)  7(26.9%)  14(53.8%)  0(0.0%) 0(0.0%)
/lemtezzlement
Misappropriation 7(26.9%)  9(34.6%)  9(34.6%) 1(3.8%) 0(0.0%)

of assets

Malicious 7(26.9%) 11(42.3%) 8(30.8%) 0(0.0%) 0(0.0%)
destruction of

assets

Forgey 4(15.4% 4(15.4%) 13(50.0%) 5(19.2%) 0(0.0%)
Cheque kiting 4(15.4% 8(30.8%)  9(34.6%) 5(19.2%) 0(0.0%)
Account 3(11.5%) 5(19.2%) 12(46.2%) 6(23.1%) 0(0.0%)
takeover/imperso

nationetc.

Tax non 10(38.5%) 10(38.5%) 4(15.4%) 1(3.8%) 0(0.0%)
compliance

/evasion Wilful )
Bribeskickbacks 10(38.5%) 9(34.6%) 5(19.2%) 2(7.7%) 0(0.0%)

Insider trading ~ 14(53.8%) 7(26.9%) 5(19.2%) 0(0.0%) 0(0.0%)
(not on =~

account)
External Theft/Robbery  8(30.8%) 8(30.8%) 8(30.8%) 2(7.7%) 0(0.0%)
Fraud
Forgery 6(23.10) 4(15.4%) 13(50.0%) 3(11.5%) 0(0.0%)
Chequekiting 5(19.2%) 7(26.9%) 9(34.6%) 4(15.4%) 0(0.0%)
System hacking/ 0(0.0%) 3(11.5%) 4(15.4%) 9(34.6%) 10(38.5%)

moneyl/info loss
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From Table 4.6, the findings revealed that undamauthorzed activities,
transactionsgntentionallynot reported were sometimesperienceds expressed by
57.7% of the respondentshile mismarking of positions was rarely experienced as
expressed by 42.3% of the respondents. Umaternal theft and fraudtypes of

risks fraud/aedit fraudivorthless depositaererarely experienced as expressed by
38.5% of the respondents, theftibezzlementrobberywas sometimes experienced

as indicated by 53.8% of the respondents, misappropriation of assets was sometimes
and rarely experiencedas explained by 34.6% of the respondents. Malicious
destruction of assets was rarely experienced as expressed by 42.3% of the
respondents. Forgery, chequ#ting and account takeverimpersonationwere
sometimes as expressed by 50%, 34.6% and 46.2k& cédpondents respectively.
38.5% of the respondents reported that tax-cmmpliance had never been
experienced at their banks while an equal percentage indicated that this fraud was
rarely experiencedWhile most(38.5%)respondents reported thaidegkickbacks

were never experiencedn their banks with34.6% of the respondents rarely
experiencing this riskMost (63.8%9 respondents had never experiencesider
trading risk while it was rarely experienced in 26.9% of thee s p o nbdnksnt s 0
Under eternal fraud, theft/robberizad neveoccurred in 30.8% of the respondents
sometimesoccurred in 30.8% of the respondents while similar percentages rarely
experiencedthis risk However 7.7% of the banksfrequently experienced
theftiobbery.On the other &dnd 50% of the respondensmetimesexperienced
forgery as an external frauavhile dheque kiting was sometimes experienced by
34.6% of the respondentd.astly 73.1% of the respondents reported that they
frequently experienced system hacking/monegfimation loss while 15.4%

reported experiencing it sometimes.

From thegeneralfindings m the types offraud risks facing commercial banks in
Kenya, it can be concluded thahost (73.1%)respondentexperiencesystem
hackingby external fraudstersnternalfraud (57.7% in the form ofunauthorized
activities in transactionsintentionally not reported theft/embezzlementibbery
(53.8%), forgery50%, external theft/robbery @6, accountakeoverimpersonation
46.2% followed bycheque kiting34.6% On the contary somefraudrisks never or

rarely occurred in the commercial banks in Kenyasjdee tr ading not
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account tax noncompliance/evasiomnd bribeskickbacks Thesefinding are in
agreement withCBK (2016) thatgreaterusageof ICT in the bankig sectorhas
raised cases of ICT related frauds the recent yearsvith BFID fraud report
revealing that computer, mobile and internet bankifrgud casesare on the
increase CBK also points out thatybercrime involving criminals getting
unauthorized ecess too r g a n i zanputep pragrams and datiagether with

card fraud have also beme emergindrauds amongommercial banks in Kenya.
4.4.3 Effects of Fraud on the Financial Performance of the Bank

The respondents were in addition required to tlaeextent to which fraud affects

the financial performance of their banks. The results were as shdvaled.7:

Table 4.7: Effects of Fraud on the Financial Performance of the Bank

Statement: Fraud Strongly Agree Neither Disagree Strongly
in my Bank agree agree disagree
nor
disagree
Reduces 12(46.2%) 13(50.0%) 0(0.0%)  1(3.8%) 0(0.0%)
profitability

Reduces returnon 6(23.1%) 13(50.0%) 7(26.9%) 0(0.0%) 0(0.0%)
assets (ROA)
Lowers return on 8(30.8%) 12(46.2%) 6(23.1%) 0(0.0%) 0(0.0%)
Equity (ROE)

Increases the 10(38.5%) 13(50.0%) 3(11.5%) 0(0.0%) 0(0.0%)
operating expenses

Disruptsbanks 3(11.5%) 13(50.0%) 8(30.8%) 2(7.7%) 0(0.0%)
operation

Reduces consumer 8(30.8%) 10(38.5%) 5(19.2%) 3(11.5%) 0(0.0%)
confidence

Destabilizes the 0(0.0%) 7(26.9%) 11(42.3%) 7(26.9%) 0(0.0%)
economy

It can bring down a 7(26.9%) 12(46.2%) 5(19.2%) 2(7.7%) 0(0.0%)
bank
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Theresults inTable4.7 showthat majority (96.2%99 of the respondentagreedhat

frauds in bank reduces profitability whitefew (3.8%) disagreedFurthermajority
(73.1%) of the respondents agreed that fraud reduces return on assets while
minority (26.9) disagreed. Likewismajority (77%) agreed that fraubwersreturn

on equity while few (23.1%) disagreedMoreover majority (88.5% of the
respamdents agreed that fraud increases the operating exptrmaegh 11.5%
differed. Similarly majority (61.5%) agreed that fraud digpts bank operations and
equally majority (69.3%) of the respondents agreed that fraud reduces consumer
confidence.However majority (42.3%) of therespondents were undecided on
whetherfraud destabilies the economy while 26.98greedas a similar proportion
disagreed that fraud destabilizes the economy. On the other hand, majority (73.1%)
of the respondents agreed that fraad bring down a bank while 7.7% disagreed to

the statement.

Consequently it can thus be concluded thahe major effects of fraud in
commercialbanksin Kenyaarethat fraud reduces profitability(96.2%), increases
operating expensd€88.5%9, lowers eturnon equity(77%), reduces return on assets
(73.1%) reduces consumer confiden¢69.3%) and dismupts bank operations
(61.5%9. On the contrary frauds happening in commercial banks do not destabilize
the economyThese findings partly suppddjengaand Osiemo (2013) findings that
found out that fraud risk management significantly affesDsA.

4.4.4 Fraud Related Losses ¥perienced by CommercialBanks

The respondents were required to state the average fraud related loses that their

banks experienced mperiod of six years. The results were as showrabie4.8:
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Table 48: Fraud Related Losses Experienced by Commerci@danks

Cost of 2011 2012 2013 2014 2015 2016 Total
fraud (sh) banks for
6 yrs.

<10 M 5(20%) 6(24.0%) 4(16.0%) 5(19.2%) 1(3.8%) 3(115% 30
11-20M  0(0.0%) 1(3.8%) 6(24.0%) 2(7.7%) 6(23.1%) 3(11.5% 24
21-30M  7(28%)  4(16.0%) 5(20.0%) 7(26.9%) 2(7.7%) 4(15.4% 36
31-40M  4(16%) 8(32.0%) 1(3.8%) 1(3.8%) 3(11.5%) 7(26.9% 29
41-50M  4(16%)  1(3.8%) 3(12.0%) 6(23.1%) 2(7.7%) 1(3.8%) 23
51-60M  0(0.0%) 3(12.0%) 2(8.0%) 1(3.8%) 5(19.2%) 1(3.8%) 17
> 60M 4(16%)  1(4.0%) 4(16.0%) 3(11.5%) 6(23.1%) 5(19.2% 20
NIL 1(4.0%  1(4.0%) 0(0.0%) 1(3.8%) 1(3.8%) 2(7.7%) 6

From Table4.8, the results indicated that in the year 2048% of therespondents
incurredthe cost of fraud ranging betwa shillings 21-30M, 16% experienced over
shillings 60M whereas 20%eported less thashlOM. In 2012, the cost of fraufbr
most(32%) respondents ranged betwegn3140M with a few (4%) incurring more
thanshillings 60M and 24% incurring less thastilOM. In 2013, mos{24.0%) of
the respondentsxperienced fraud relatddsses amounting to betwesh1130M,
with 16% experiencing more thashilings 60M and similar percentage
experiencing less thashillings 10M fraud rdated lossesin 2014, most(26.9%)
banks experiencelossesrangng from shi21-30M of the valid respondentahile
11.5% experienced more thah60M with 19.2%experiencing less thashlOM
loss In 2015, 23.1%of the respondentexperienced fraud relatedskes rangg
betweernshl1-20M with similar proportion experiencing abose60M fraud losses.
However a few (3.8%) of the respondents expnced less thash1l0M fraud
losses.In 2016, Most (26.9% of the respondent&xperienced fraud related costs
rangng betweensh3t40M with 19.2% experiencing aboveh6M and 11.5%
experiencing beloveh10M fraud related lossedt can thus be concluded ththe
annualfraud related losses experiencedrgstcommercal banks mainly ranged
betweersh2130M.
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4.45 Changein Fraud after Basel Il Implementation

The respondents were further probed to indicate the change in fraud after Basel Il

implementation. The findirggwere as indicated ifable4.9:

Table 4.9 Changein Fraud after Basel Il Implementation

After my bank adopted Strongly Agree Neither Disagree Strongly

Basel Il regulations agree agree disagree
nor
(n=26) disagree

Fraud has decreased wit6(23.1%) 2(7.7%) 0(0.0%) 0(0.0%) 0(0.0%)
more than 10%

Fraud has decreased wit0(0.0%) 4(15.4%) 0(0.0%) 0(0.0%) 0(0.0%)
5% 10%

Fraud has decreased wit0(0.0%) 2(7.7%) 0(0.0%) 0(0.0%) 0(0.0%)
1%-5%

Fraud has remained at 1(3.8%) 5(19.2%) 0(0.0%) 0(0.0%)  0(0.0%)
the same level

Fraud has increased witt0(0.0%) 0(0.0%) 0(0.0%) 0(0.0%) 0(0.0%)
more than 10%

Fraud has ioreased with 0(0.0%) 2(7.7%) 0(0.0%) 0(0.0%) 0(0.0%)
5% 10%

Fraud has increased witt0(0.0%) 4(15.4%) 0(0.0%) 0(0.0%)  0(0.0%)
1%-5%

FromTable4.9the findingsshowthatafter Basel 1l implementation in 20150.8%
of the respondentagreed thatrbud dcreased by more than 10%5.4% agreed
that fraud decreased by 5%0%, 7.7% agreed that fraud decreased bys%523%
reporting thatfraud remained at the same level while 7.&%reed that fraud

increased by 5%40%as15.4% agreed that fraudarginallyincreased by 196%.

It can thus be concluded that implementation of Basel Il in commercial banks in

Kenya has born fruiteis 30.8% of the respondentsad fraud decreased by more

than 10%,15.4%0f t he r es p ondehy5%-00%fandehiled.79d e cr e a s
of the respondents had fraud decreasipdl%- 5%. It was howevenotable that

the decrease wasaosmall thatfor some respondents still lied in the same

measuring scaldn the same veim total 0f53.9% (30.8+15.4+7.7) respondents

reported a reduan in fraud risk after Basel Il implementatio®n thecontrary
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23% experienced no effect dsaud remained at the same level wheresasilar
number of respondent23.1% {.7+15.4) reportedncreasedraud though at very
low level (%-10%). The general implication is that fraud in majority53.9%) of
the respondents reporteddecreasedn with 30.8% of them reportinghore than
10% decrease in fraudfter Basel Il implementatiomhe marginal increasz8.1%
i.e. (15.4+7.7)n fraud in some responderdsuld be attributed to greed by staff as
was foundout to be the majocause of fraud in sectioh4.1 which is not factored

in by Basel Il requirements.

4 4.6 Causes of Decrease in Frauds

The respondents who reported that fraud had decreased were faskagrto
indicate what they thought contributed to decrease in fraud in their banks. The

reaults were as shown ihable4.10

Table 410: Causes of Decrease in Fauds

Fraud in my bank Strongly  Agree Neither  Disagree Strongly
has decreased as ¢ agree agree nor disagree
result of: disagee

Staff training and 8(50.0%) 7(43.8%) 1(6.246) 0(0.0%) 0(0.0%)
education

Enhanced methods9(56.26) 7(43.8%)  0(0.0%) 0(0.0%) 0(0.0%)
to authenticate

customer t

Basel Il 6(37.5%) 9(56.3%) 0(0.0%) 1(6.26) 0(0.0%)
implementation

Enhanced internal 11(68.86) 5(31.3%) 0(0.0%) 0(0.0%) 0(0.0%)
controls and

procedures

Adopted or 7(43.8%) 8(50.0%) 0(0.0%) 1(6.26) 0(0.0%)
increased use of

risk management

tools offered by

Basel Il

financial service 5(31.3%) 9(56.3%) 2(12.5%) 0(0.0%) 0(0.0%)
provider e.g.

account alerts,

positive pay

Enhanced fraud 9(56.3%) 7(43.8%) 0(0.0%) 0(0.0%) 0(0.0%)
monitoring system

N=16 (Valid)
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From Table 4.10, most ©3.8%) of the respondentagreed that staff training and
education was one of tttmugsof decrease in fraud while @2were not sureAll

(100%) of therespondents agreed that enhanced methods to authenticate customer
and/or validate customer account caldecrease in fraud-urthermore majority
(93.8%) agreed that Basel Il implementation cadislecrease in fraud whilenly

6.2% disagreed that Basel Il implementation caused fraud decrease in the banks.
Moreover 100% of the respondents agreed thathanced internal controls and
procedures caused a decrease in the friakdwise, majority (93.8%9 agreed that
increased use of risk managent tools offered by Basel ¢husé decrease ifraud

in the banksOn the other hand7.6% agreed thatecreasen fraud was due to
financial institutions account alerts and positive pahile enhanced fraud

monitoring was 100% agreed be the reason behind fraud decline.

It can thus be concluded thaftthe respondents who experienced decreafaud

100% attribute it teenhanced methods of authenticating customer and/or validating
customer accountenhamred internal controls &roceduresand enhanced fraud
monitoring 93.8% due tdBasel Il implementationuse of risk manageent tools

offered by Basel Il andstaff training and educatio(03.8%) Whereas87.6%
decreasén frauddue to financialnstitutionsaccount alerts and positive payhese

findings support Shank (2014)f i ndi ngs t hat y ou cannot
rationalization and potential pressure that pushes them to committing fraud but you
can prevent the opportunity to commit fraudibgorporatirg good internal controls

in the systems and proceduresminimize fraud caseand protect théusiness

from individualssufferingfromf r aud tri angl ebs temptati on
4 4.7 Causes of Increase in Fraud

All the respondents who reporteétat fraud hadncreasd were further required to
show what caused the increase in fraud in their banks. The results were as indicated
in Table4.11:
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Table 4.11: Causes of Increase in Fauds

Fraud in my bank Strongly  Agree Neither Disagree Strongly

has increased asa agree agree nor disagree
result of: disagree

Basel 0(0.0%)  0(0.0%) 2(333%) 4(667%) 0(0.0%)
implementation

Employee job 2(333%) 1(16.®0) 0(0.0%) 3(50%) 0(0.0%)

dissatisfaction

Lack of operational 1(16.R6) 4(66.20) 0(0.0006) 1(16.®R6) 0(0.0%)
guidelines

Poor nternal control  1(16.26) 5(83.260) 0(0.000) 0(0.00%) 0(0.0%)

N=6 (Valid)

From the reults inTable4.11, majority (6.7%) disagreed that the implementation
of Basel Il was a cause for increase in fraudile none agreed that Basel Il
implementation resulte to increase in fraud, 42.9% were however undecided.
Further 50% of these respondentegreed that employee job dissatisfaction is a
cause of increase in fraud in bankewever a similar proportion disagreed
Majority (83.3%) of the respondents agrekdtlack of operational guidelines is a
cause of increase in frauds in batkeugh 16.7% differedSurprisingly 100% of
the respondents reported thabpinternal control wathe maincause of increase in

fraud

The general implication of these results hsittpoor internal contro(100%) and
lack of operational guidelind83.3%)are some of the major causes of increase in

fraud incommerciabanksin Kenya
4.5 Descriptive on Regulatory NonCompliance Costs
4.5.1 Types of Regulatory Noncompliance in the @mmercial Banks

The respondents were asked to rate the extent to which they supported the given
statements that described the types of regulatorycoorpliance in their banks. The

findings were as shown ifable4.12:
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Table 4.12: Types of Regulatory Non-compliance inCommercial Banks

The most common Strongly Agree Neither  Disagree Strongly
types ofRegulatory  agree agree nor disagree
non-compliance in my disagree

bank are:

Guideline violation and1(3.8%) 8(30.8%) 5(19.2%) 6(23.1%) 6(23.1%)
fiduciary breaches

Failure to investigate 0(0.0%) 8(30.8%) 6(23.1%) 9(34.6%) 3(11.5%)
client per guidelines

Exceeding client 3(11.5% 10(38.5%) 4(15.4%) 7(26.9%) 2(7.7%)
exposure limits

Suitability / disclosure 1(3.8%) 10(38.5%) 3(11.5%) 5(19.2%) 7(26.9%)
issues (Know your

customer,

Breach of privacy 1(3.8%) 1(3.8%) 10(38.5% 8(30.8%) 6(23.1%)
Account churning 0(0.0%) 3(11.5%) 5(19.2%) 15(57.7% 3(11.5%)
Misuse of confidential 0(0.0%) 6(23.1%) 7(26.9%) 8(30.8%) 5(19.2%)
information

The results inrable4.12 shows tlat most @6.2%) respondents dagreedhat their

banks had experienced guideline violation and fiduciary breaches as a type of
regulatory norcompliance while34.6%agreedas 19.2% were not surkikewise
majority (46.1%99 of the respondents disagreed tfalure to investigate client per
guidelines was expamced in their banks whil80.8% agreedHowever 50% of

the respondents agreed tledceeding client exposure limitgas experiencedn

their bankswhile 34.6% disagreedith this malpracticeOn theother handmany
(46.1%9 of the respondents disagreed that their banks were victims of
suitability/disclosure issues while 42.3% agreed that their banks were involved in
disclosure issues:urther majority $3.999 of the respondents disagreed that their
banks were beach of privacy aa noncompliance issue while only 7.6% agreed
being involved in this malpracticéost 69.2% respondents also disagreed that
their banks engaged ice@ount churning regulatory nesompliancevhereas 11.5%
admitted experienng this vice Finally, majority (50%) of the respondents
disagreed that misuse of confidential information was a regulatorgaropliance

in their banks while 23.1% of the respondents agreed that this was a common

malpractice in their banks.
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From the abve findings it can thus be concluded tlsatme of the main types of
regulatory norcompliance among commercial banks in Kenya aneeeding
c | i eempossiré limits(50%) and suitability/disclosure issue$42.3%). These
findings are in line with CBK (209 report that in the prudential guidelines
violations, hree institutionsviolated Section 10(1) of the bankingcta which
restrictslending to a single borrowean amount of not more tha25% of its core

capital.
45.2 Causes of Regulatory Norwompliancein Commercial Bank

Furtherthe respondents were asked to qualify what they felt caused the above types
of regulatory norcompliances in their banks. The finds were as shown ihable
4.13

Table 4.13 Causes of Regulatory Norcompliance in Commercial Bank

Regulatory non Strongly Agree Neither Disagree Strongly
compliance penalty agree agree nor disagree
in my bank is disagree

caused by;

Lack of heavy 2(7.7%) 8(30.8%) 4(15.4%) 6(23.1%) 6(23.1%)
penalties

Lack of awareness 4(15.4%) 4(15.4%) 8(30.8%) 7(269%) 3(11.5%)
The penalties are les1(3.8%) 8(30.8%) 3(11.5%) 7(26.9%) 7(26.9%)
than the profit gained

after violating the

rule

Poor governance  4(15.4%) 7(26.9%) 2(7.7%)  5(19.2%) 8(30.8%)

From Table4.13the resultsmajority (46.2%) of the respondentdghgreed that lack
of heavy penalties is a cause for regulatory-compliance while 38.5% agreed
Further, 38.4% of the respondents disagreledt lack of awarenesss a cause of
regulatory norcompliancealthough30.8% agreed while another 30.8%&re not
sure. On the other handmajority (53.8%9 of the respondents disagredidat
regulatory norcompliance in their banksccurs becausie penalties are less than
the profits gained after violating the ralaowevei34.6% agreed while 11.5%ere

not sure Lastly most(50%) of the respondents disagreidt poorgovernancevas
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a cause for regulatory namompliance in thie banksbut 42.3%agreed It can thus

be implied thatregulatory norcompliancein commercial banks in Kenyia not a

major operational riskbut when it happens dccurs as a result @oor governance
(42.3%)and lack of heavy penalties (38.5%)

4.5.3 Effects of Regulatory Norcompliance Penalties on Commercial Bank

The respondents werequired to rate the extent to which they agree withesom
statements regarding the effects of regulatory-cumpliance penalties in the

banks. The mults were as seen frable4.14:

Table 4.14: Effects of Regulatory Non-complianceon Commercial Bank

Regulatory non Strongly  Agree Neither Disagree  Strongly
compliance agree agree nor disagree
penalties in my disagree

bank has led to;

Reduced return on 3(11.5%) 14(53.8%) 4(15.4%) 1(3.8%) 4(15.4%)
assets

Reduced 6(23.1%) 13(50.0%) 3(11.5%) 0(0.0%) 4(15.4%)
profitability

Reduced return on 3(11.5%) 15(57.7% 3(11.5%) 3(11.5%) 2(7.7%)
equity

Damaged reputation6(23.1%) 8(30.8%) 3(11.5%) 6(23.1%) 3(11.5%)
Loss of customers 4(15.4%) 10(38.5%) 2(7.7%) 7(26.9%) 3(11.5%)
and investors

Branch closure 1(3.8%) 1(3.8%) 10(38.5%) 9(34.6%) 5(19.2%)
Required to increase2(7.7%) 7(26.9%) 10(38.5%) 4(15.4%) 3(11.5%)
captal or liquidity

Firing of senior 2(7.7%) 7(26.9%) 6(23.1%) 6(23.1%) 5(19.2%)
management

Increased cost of 3(11.5%) 13(50.0%) 6(23.1%) 1(3.8%) 3(11.5%)
recruiting and

retaining highstaff

Increased regulain 6(23.1%) 13(50.0%) 1(3.8%)  4(15.4%) 2(7.7%)
scrutiny
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From Table 4.14 majority (65.3%) of the respondentagreed that regulatory nen
compliance penalties have led to reduced returns on assets, 19.2% disagreed while
15.4% had a neutral opinion on thiffeet. Similarly, majority (73.1%) of the
respondentsagreedthat regulatory norcompliance penalties have led to reduced
profitability, 15.4% disagreed while 11.5% were neutdal addition majority
(69.2%) of the total respondents agrékdt regulatorynoncompliance penalties

led to reduced return on equity their banks19.2% disagreed while 11.5% were
neutral Moreover majority (53.9%) of the responderagreedthat noncompliance
penalties have led to damaged reputation of the bank, 3i%¥red while 11.5%
were undecidedLikewise, majority (53.9%) of lhe respondents generally agreed
that noncompliance penalties have led to loss of investors and customers, 38.4%
disagreed while 7.7%wvere indifferent. On the contrary many53.8%) of the
respoments disagreed that regulatory raompliance penalties have led to branch
closure, 38.5% were neutrahile 7.6%agreed Surprisingly najority (38.5%) of

the respondentwrere undecidean whetherregulatory norcompliance penalties
have led to the requment to increase capital or liquidit§4.6% agreed while
26.9% disagreedFurther majority (41.3%) of the respondents disagreabdt
regulatory norcompliance penalties have led to firing of the senior management,
34.6%agreed while23.1%wereneutral On the contrary @jority (61.5%) of the
respondents agreedtat regulatory nortompliance penalties have led to increased
cost of recruiting and retaining high staff, 23.1% were neutral while 15.3%
disagreed. iRally, majority (73.1%) of the respondentsngeally agreedthat
regulatory norcompliance penalties have led to increased regulatory scrutiny,

23.1%disagreedvhile 3.8%wereneutral.

The general implication of tkeresults is that regulatory namompliance penalties
has mainly led toreduced pritability (73.1%), increased regulation scrutiny
(73.1%),reducedROE (69.2%) reducedROA (65.3%),increased cost of recruiting
and retaining high staf61.5%),damaged reputation (53.9%dloss of investors
and customer$53.9%),0n the contraryeguatory norcompliance penaltiewill
not lead to branch closure58.8%9 or need to increase capital or liquidias

expressed by majority of the respondents.
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4.5.4 Regulatory Non-compliance CostExperienced by Commercial Bank

The respondents were furthequired to state the cost incurtey their banks for a
period ofsix years as a result of regulatory noncompliance penalties. The results
were as shown ifiable4.15:

Table 4.15: Regulatory Noncompliance Cost Experienced by Commercial
Bank

Cost 2011 2012 2013 2014 2015 2016

Nil 6(23.1%) 6(23.1%) 6(23.1%) 7(26.9%) 6(23.1%) 5(19.2%)
<SH.5 M 10(38.5%) 10(38.5%) .1(42.3%) .2(46.2%) 8(30.8%) 8(30.8%)
Sh0.5-2M  6(23.1%) 7(26.9%) 6(23.1%) 3(11.5%) 7(26.9%) 7(26.9%)
Sh24aM  1(3.8%) 1(3.8%) 1(3.8%) 1(3.8%) 2(7.7%) 2(7.7%)
Sha-6M  3(11.5%) 2(7.7%)  2(7.7%) 3(11.5%) 3(11.5%) 2(7.7%)
Sh6-8M  0(0.0%)  0(0.0%)  0(0.0%) 0(0.0%) 0(0.0%) 2(7.7%)
Sh810M 0(0.0%) 0(0.0%)  0(0.0%) 0(0.0%) 0(0.0%) 0(0.0%)
>SHhIOM 0(0.0%) 0(0.0%)  0(0.0%) 0(0.0%) 0(0.0%) 0(0.0%)

From Table4.15 theresultsshow that,m 2011, most (38.5%) of the banks incurred
a cost of less than 0.5 million Kenyhillings as regulatoy noncompliance
penalties23.1%incurredbetweersh0.5 to less tha?M, a similar percentaggi d n 6 t
incur any cost relatetb norcompliance penaltiesyhile 11.5% and 3.8%ncurred

a cost of 4 to less tharivband between 2 and less thavl 4espectivelyIn 2012,
most (38.5%) of the banks incurred a cost of less #rbM due toregulatory
nonrcompliance penalties, followedy 26.9% that incurred betweersh0.5 2M,
23.1%did not incur any cost7.7%incurredsh4-6M while 3.8% incurredbetween
sh2-4M. In 2013, majority (42.3%) of theespondentsncurred less thash0.5V
due to regulatory norcompliance penalties, followed b#3.1% who incurred
betweenshD.5-2M while similar percentagealid not incur anynoncompliance
penalties.However 7.7% incurred betweensM-6M with another3.8% incurring
betweensh2-4M. In 2014, most (46.2%) respondeirisurred less thash0.5M as
reguldory nonrcompliance penalties26.9% incured no penalties,and 11.5%
incurred sh.0.2 M while 3.8%incurredsM to less tharsheM. In 2015, majority

(30.8%) of therespondentsncurred less thash0.5M regulatory norcompliance
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penalties, 26.9%ncurredsh0.5M to less than 2 while 23.1%incurred zeronon
compliance penalties-urther,11.5%o0f the respondents incurrégtweensM to
less than BI million shillings. In 2016, may (34.6%) of thaespondentscurred a
cost of less thashD.5M regulatorynon-compliance penaltie26.9% incurred a cost
of betweenshD.5M to less than @, 19.2%incumred nil penalties 7.7% incurred
betweersdM to less tharshoM.

The implication of these results is that most of the banks incurred cost of less than
sh0.5M as regulatory noncompliance penaltiethroughout2011 to 2016period

This could be becaus€BK was still applying thefinance Act that required
monetary norcomgiance penalties not to excesti5M. The findingsalso depict

that the numberof respondents anthe amount of penalty marginally increased
from 2014 to 2016with 15.3% incurringbetween shBM and $6-8M in 2014,
19.2% in 2015 an@3.1%incurring betweersh28M. This canbe attributed to lag

in complyingwith Basel [lwhich was adopted irufi in Kenya 2015. It could be

that some banks had challenges in complying with this regulation hencesba re
for theincrease irpenaltiesThis reason is also explained by the trendasfks who
reported nil penaltiedyefore fully adoption of Basel Il requimgentsin 2015, the
banks withnil penalties decreased from 26.9% (2014) to 23.1% (2015) to 19.2%
(2016) The nomcompliance penaltiesor majority of the banks ar&owever
minimal implying that most of the commercial banks in Kenya normally comply
with thevarious regulations issued by CBKis also notable that 2016 recorded the
highest level of regulatory noncompliance penalti€2BK attributes this
abnormality to lack of complianceith liquidity ratio after Chase Bank Ltd was put
into receivership dut deposit movemerthat was caused by bank rdrhus,this
resulted to a contagion risk thatostly affectingtier 2 and tier 3 banks(CBK,
2016)
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4.6 Descriptive Results of Business Disruptions and Utility Qtages
4.6.1 Causes of Business Disruptionand Utility Outages in Commercial Bank

The respondents were required to rate some statements describing the causes of
business disruption and utility outages in commercial banks in Kenya. Tlits res

were as shown ifable4.16:

Table 4.16: Causes of Busiess Disruptions and Utility Outages in Commercial
Bank

Business disruption Strongly Agree Neither Disagree  Strongly
& utility outages in  agree agree nol disagree
my bank are caused disagree

by:

Technical failure 8(30.8%) 15(57.7%) 3(11.5%) 0(0.0%)  0(0.0%)
Planned maintenanc 3(11.5%) 12(46.2%) 7(26.9%) 2(7.7%) 2(7.7%)
and upgrading

Huge web traffic 0(0.0%) 4(15.4%) 11(42.3%) 9(34.6%) 2(7.7%)
Use ofold networks 1(3.8%) 5(19.2%) 7(26.9%) 10(38.5%) 3(11.5%)
Power related outag 2(7.7%) 8(30.8%) 8(30.8%) 7(26.9%) 1(3.8%)
Equipment failure  0(0.0%) 10(38.5%) 8(30.8%) 5(19.2%) 3(11.5%)
Human error 1(3.8%) 11(42.3%) 11(42.3%) 2(7.7%)  1(3.8%)
Fraudactivities 0(0.0%) 6(23.1%) 9(34.6%) 10(38.5%) 1(3.8%)

From Table 4.5 majority (88.5%) of the respondentgyreed that business
disruptions and utility outages their banksare caused by technical failure while
11.5% were undecidedFurther majority (57.7%) of the respondendggreed that
planned maintermece and upgrading wascause for business disruptionsl aiility
outagesn their banks42.3% disagreed while 26.9% were neutt@h the contrary
for business disruptions and utility outages in the baeksgcaused by huge web
traffic, majority (42.3%) of the respondents disagreedaasithilar percentageene
neutral whileonly 15.4% agreedLikewise, majority (50%) of the regmdents
disagreed that usd traditional networks was a cause for business disruptions and
utility outages in thie banks, 26.9%vere neutralvhile 23% agreed.On the other
hadmajarity (38.5%) of the respondent®tedpower related outages as a cause for

businessdisruptions and utility outages, 30.8% were neutndlile (30.7%)
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disagreed Moreover majority (38.5%) of the respondents agrebdt equipment

failure is a cause for busss disruptions and utility outagestheir banks 30.8%

were neutral while 30.7%disagreed Further majority 46.1% of the respondents
agreedthat business disruptions and utility outages inrtbank are caused by
human error, 42.3% were neutral and5% disagreed_astly most (42.3%) of the
respondents disagreed that fraud related activities cause business disruptions and

utility outages in thie banks,34.6%wereneutralwhile 23.1%agreed.

The implication of theseesults is that some of the majoauses of business
disruptions and uiily outages in commercial banks in Kengwetechnical failure
(88.5%)and planned maintenae and upgradingb7.7%) The results suppothe
creative destruction theory thathe process of industrial transformation
continuously revolutionizesthe economic structures from within continuously
destroyng the old one and continuously create new onddence as new
technologies, new products, new methodopérationand new means afervice
distribution are invented by b&s, it makes the old ones outdatedd prone to
failure, forcingthe commercial bank® quickly adapt to a netechnology or else
fail (Sledzik, 2013).The findings also support Arnold, (2010) th&0% of
downtime is usually planned due to system backupamntenance and upgrades

with about 10%unplanned
4.6.2 Effects of Business Disruptions and Utility outages on Commercial Banks

The respondents were further required to state the extent to which they agreed with
some statements describing the effectbusiness disruption and utility outages in

their banks. The findgs were as shown ifable4.17:
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Table 4.17: Effects of Business Disruptions and Utility outages on Commercial

Banks

Utility outage and systen Strongly Agree Neither Disagree Strongly
failure in my bank has  agree agree nol disagree
led to; disagree

Lost business from 3(11.5%) 13(50.0%)  9(34.6%) 1(3.8%) 0(0.0%)

customers (both short ter

and long term)

Employee time diverted  4(15.4%) 12(46.2%)  5(19.2%) 1(3.8%) 4(15.4%)
from other tasks to get thi

IT systems running again

Employee overtime 2(7.7%) 13(50.0%) 3(11.5%) 8(30.8%)  0(0.0%)
expenses

Cost on valuable lost dat: 3(11.5%) 8(30.8%) 9(34.6%) 3(11.5%)  3(11.5%)
Additional repair costs the 3(11.5%) 13(50.0%)  8(30.8%) 2(7.7%) 0(0.0%)
may go on even after

service has been restorec

Damaged goodwill and  2(7.7%) 13(50.0%)  7(26.9%) 4(15.4%)  0(0.0%)
reputation

Marketing cost to win bac 3(11.5%) 14(53.8%) 3(11.5%) 5(19.2%) 1(3.8%)
customers

Reduced return on assets 2(7.7%) 10(38.5%) 9(34.6%) 3(11.5%) 2(7.7%)
Reduced profitability 3(11.5%) 10(38.5%)  5(19.2%) 7(26.9%)  1(3.8%)
Reduced return on equity 3(11.5%) 9(34.6%) 9(34.6%) 4(15.4%) 1(3.8%)

From the resultsni Table 4.17, majority (61.5%) of the respondents agreed that
business disruptianand utility outage in the banks led to lost business from
customers, 34.6%were undecided while 3.8% disagreedn addition many
(61.6%) of the responderagireedha business disruptions and utility outage in the
bank has led to employee time ditegt from other tasks to get IT systemunning
again,19.2% disageed and the same percentage wastral Likewise, majority
(57.7%) of the respawlents agreethat business disruptions and utility outage in
thar bank has lé to employee overtime expess80.8% disagreed whilel1.5%
were neutralMoreover most (42.3%) of the respondemtisoagreedthat business
disruptions and utility outage in tindbanks has led to cost on valuable lost data,
34.6% were undecidedvhile 23% disagreedSimilarly, majorty (61.5%) of the
respondentagreed that business disruptions and utility outage inlhels has led

to additional repair costs that may go on even after service has been restored
however 30.8% were neutral whereas7.7% disagreedIn solidarity majority
(57.7%) of the respondents agiethat lusiness disruptions and utility outage in
thar bank has led to damaged goodwill and reputatompared to 26.9%vho

were neutral andl5.4% in disagreeent. Likewise majority (65.3%) of the
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respondentagreedhat business disruptions and utility outage inrthaniks has led

to incurring marketing cost to win back custome?3% disagreedwhile 11.5%
neutral. On theother hangd that most (46.2%) of the respondents agrdbdt
business disruptions and utility tage in the bank has lé to reduced return on
assets34.6%were not sure while 19.2%sdgreedFurther najority (50%) of the
respondents agreed to the statement that business disruptions and utility outage in
thar bank ha led to reduced profitability30.7% disagreedwhile 19.2% were
undecided Finally, when asked of their opinion omhetherbusiness disruptions

and utility outage in the bank has led to reduced return on equity, 46.1% of the
respondentagreed 34.6%wereneutral while 19.2% disaged

It can thus bealludedthat the major effect of business disruption and utility outages
in commercial banks in Kenya aiagurring marketing cost to win back customers
(65.3%) employee time diverted from other tasks to get IT systamning again
(61.6%),lost business from customd&l.5%) andadditional repair costs that may
go on even after service has been rest@@dd®o). Technical failure and planned
maintenance can be said to be the root cause of these effects as were rated the
highest by espondentsThese findings concuwrith Osborne(2014) that echnical
failure can result tdbanks IT systems cuttingff customers from their cashkhich
getsworse with time asiew technologies and regulatiamcreases hencgutting
more strain orbanks' ITsystemsHe also noted thdianksIT system failure is not

an easy problem to fixsincethey have to deal with new informationat is being
updated every timasclientsuse ATMs, internet banking ospending money online
among othersvhich is why it mg takelong to fix. To make mattersmorecomplex

new functions are usuallprogrammedin different programminganguages, on
different computers by different teamso hindera gecific person/team from ever
fully comprehenthg thewhole structure of a sstem. That is whyf the system fails

it may requireseveral hourdo resolve the problenas teamsstruggleto identify

where thdroubleis located
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4.6.3 Cost of Business Disruptions and tility O utages Experienced by

Commercial Bank

The respondents werequired to indicate the business disruption and utility outage
related costs that their banks had incufaeddurationof six years. The redts were

as shown inmable4.18:

Table 4.18: Cost of Business Disruption and Utility Qutage Experienced by

Banks

Cost of 2011 2012 2013 2014 2015 2016
business

disruption

& utility

outage

<10M 17(65.4%) 18(69.2%) 16(61.5%) 17(65.4%) 14(53.8%) L7(65.4%)
Sh11-20M  5(19.2%) 0(0.0%)  0(0.0%) 0(0.0%) 5(19.2%) 0(0.0%)
Sh21-30M  1(3.8%)  5(19.2%) 0(0.0%) 0(0.0%) 3(11.5%) 0(0.0%)
Sh31-40M  0(0.0%)  0(0.0%)  0(0.0%) 5(19.2%) 0(0.0%)  0(0.0%)
Sh41-50M  0(0.0%)  0(0.0%)  5(19.2%) 1(3.8%) 1(3.8%)  1(3.8%)
Sh51-60M  0(0.0%)  0(0.0%)  0(0.0%) 0(0.0%) 0(0.0%)  5(19.2%)
Sh61-100M 0(0.0%)  0(0.0%)  0(0.0%) 0(0.0%) 0(0.0%)  0(0.0%)
>tharlOOM  0(0.0%)  0(0.0%)  0(0.0%) 0(0.0%) 0(0.0%)  0(0.0%)
NIL 3(11.5%) 3(11.5%) 5(19.2%) 3(11.5%) 3(11.5%) 3(11.5%)

From Table4.18, in 2011majority (65.4%) of the &nks incurred cost of less than
shillings 10M due to business disruption and tyiloutage, this wa followed by

cost betweenshillingsl1-20M in 19.2% of the banks, 11.5% of the banks
experienced nil costs while 3.8% experienced costs between 21 and 30 million
shillings. In 2012, majority (69.2%) of the banks experienced cost of less than 10
million shillings to business disruption and utility outage. This was followed by cost
of between 21 and 30 million shillings in 19.2% of the banks and nil costs in 11.5%
of the banksin 2013, 61.5% experienced a cost of less than 10 million, 19.2% a
cost of betweed1 and 50 million as well as nil cost related to business disruption
and utility outage. In 2014, majority (65.4%) of the banks experienced a cost of less
than 10 million shillings due to business disruption and utility outage. This was
followed by 19.2%of the banks which experienced costs amounting to between 31

and 40 million shillings, 11.5% nil cost and 3.8% of the banks which experienced
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cost between 41 and 50 million shillingBor the year 2015, most (53.8%)
experienced cost of less than 10 millishillings due to business disruption and
utility outage. This was followed by banks which experienced a cost of between 11
and 20 million shillings (19.2%), a cost of between 21 and 30 million and nil cost
(11.5%) then the ones which experienced a codtetiveen 41 and 50 million
shillings (3.8%). In 2016, most (65.4%) of the banks incurred a cost of less than 10
million due to business disruption and utility outage. Next were banks which
experienced a cost of between 51 and 60 million (19.2%), nil ¢4s5%) and
between 41 and 50 million shillings (3.8%).

In general majority(53%) of the banks experienced a cost of less than 10 million
due to business disruption and utility outagehe period 2011 to 20165.4%in
2011,69.2%in 201261.5%in 2013,65.4%in 2014, 53.8%n 2015 ands5.4%in
2016.

4.7 Descriptive Results ofOperational Risks Legal Liability

4.7.1 Causes of Operational Risks Legal Liability

The respondents were asked to state the etdewhich they agreed witstatements
describing the causes obperational risk legal liability irtheir bank The findings

were as indicated imable4.19:

Table 4.19: Causes of OperationaRisk Legal Liability

Operational risk Strongly Agree Neither Disagree  Strongly
legal liability in my  agree agreenor Disagree
bank is caused by: disagree

lllegal operations in  1(3.8%) 9(34.6% 8(30.8%)  5(19.5%)  3(11.5%)
customer account

lllegal debt recovery 4(15.4%) 0% 10(38.5%) 10(38.5%) 2(7.7%)
and security
enforcement
Breach of mandate 11(42.3%) 0% 9(34.6%)  5(19.2%) 1(3.8%)
Negligence 16(61%) 0% 8(30.8%) 1(3.8%) 1(3.8%)

105



From Table 4.19, (38.4%) of the respondents agreed that illegal operations in

c ust omer Ocausesopecationah tisk legal liability in their bank, 30.8%
disagreed while similar proportiovas not sureOn the contrary, majority (46.2) of

the respondentdisagreed that illegal debt recovery and security enforcement causes
operational risk legal liability in their banks, 15.4% agreed while 38.5% were not
sure. On the other hand, majority2(8%) agreed that breach of mandai@uses
operational legal liability23% disagreed while 34.6 were not sure. Lastly majority
(61%) of the respondents agreed that negligence causes operational risk legal

liability while 30.8% were not sure.

FromTable4.19, it canbe concluded that the major casisé opaational risk legal

liability are; negligence (61%) and breach of mandate (42.3%).
4.7.2 Types of Operational Risks Legal Liability Costs

The respondents were askedjiee their opinion on thextentto which they ageed
with some statements describitige type ofcost likely to be incurred bheir banks

in case of operational risk lawsuiThe respases were as shown Trable4.20:

Table 420: Types of Operational Risks Legal Liability Costs

Operational Strongly  Agree Neither Disagree Strongly
risk lawsuits  agree agree  nor Disagree
are likely to disagree

result to:

Lawyer @ 12(46.2%) 13(50%) 1(3.8%) 0% 0%
Reputational  7(26.9%) 15(57.7%) 4(15.4%) 0% 0%
damage

Deviation of 6(23.1%) 12(46.2%) 8(30.8%) 0% 0%
management

resources

Settlement 6(23.1%) 13(50%) 7(26.9%) 0% 0%
fees

Increase in 7(26.9%) 1(3.8%)  13(50%) 5(19.2%) 0%
directo

liability

insurance

premium
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From Table 4.20, majority (96.2%) of the responderdgreed that operational risk

law suits are I|likely to result to | awyer:
sure. Likewise majority (84.6%) of the respondents agreed that operational risk
lawsuits are likely to result to reputational damagdele 15.4% were not surdén

the sarme vein most (69.3%) of the respondents agreed that operational risks
lawsuits are likely to result to deviation of management resources while 30.8% were
undecided. Moreovermost (73.1%) respondents agreed that operational risk
lawsuits are likely to resuto settlemenfees, although 26.9% were undecided.

Lastly majority (50%) of the respondents were undecided on whether operational

risk lawsuits are likely to result to increase ¢hi r ect or s 0 i abili

premiums 30.7% agreed while 19.2% disagtee

The results therefore implyhat operational risk lawsuits will mainly result to;

| awyersdo fees (96. 2%), reputational d ame
deviation of management resources (69.3Phgse results agree with those of Yuan
andZhang( 2014) that bankos | egal | Tcddtsi | ity

among them | awyersodo fees.

4.7.3 Operational Risks Legal Liability Costs

The respondents were also required to statetieeagecost relating to operational
risk law suitsincurred by their banks in ontypical year The responsewere as
indicated inTable4.21:

Table 4.21: Operational Risks Legal Liability Cost

operational 2011 2012 2013 2014 2015 2016

risk legal

liability cost

Nil 3(11.5%) 3(11.5%) 3(11.5%) 3(11.5%) 3(11.5%) 3(115%)

< ShiM 10(38.5%) 8(30.8%) 8(30.8%) 11(42.3%) 9(34.6%) 10(38.5%)
Sh1-5M 6(23.1%) 2(7.7%) 7(26.9%) 7(26.9%) 7 26.9%) 4(15.4%)

Sh6-10M 6(23.1%) 9(34.6%) 6(23.1%) 4(15.4%) 4(15.4%) 5(19.2%)

Sh11-15 3(11.5%) 1(3.8%)

Sh16-20 1(3.8%)

>SH20M 1(3.8%) 3(11.5%)
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FromTable4.21, year 2011 had 38.5%f the respondents incimg less tharsh1M
attributable to operational risk legal liabjlitost, 23.1% incurred betweshl5M
and a similar percentage incurring betwsd10M while 11.5% incurredone. In
2012, most (34.6%respondents incurred betwesing10M with 11.5% incurring
betwveensh1115m In 2013 most (30.8%)of the respondentmcurred less than
shlM, with 3.8% of the respondents incungi the highest cost of betweshl6
20M. In 2014majority (42.3%) of theespondents incurred less thstmlM while
the highest cost incurred was between -$8B81 incurred by 15.4% of the
respondents. In 2015 and 2016 most respondents, 34.6% and 2&péetively
incurred less tharsh1M. The general imipcaion of these results is that in the
period 2011 to 2016 most respondents inculesd tharsh1M as operational risk
legal liability cost apart for 2012wvere majority (34.6%) incurrezh610M.

4.8 Descriptive Results of Employment Practices and Workgice SafetyNon-

compliance
4.8.1 Causes ofEmployment Practices and Workplace Safety Nortompliance

The respondents were adgkto rate somestatements describing the causes the
employment practices and wop{ace safety nogompliance in theibank The

responses were as shownlable4.22:

Table 4.2 Causes of Employment Pratices and Workplace SafetyNon-

compliance Cost

Employment Strongly Agree Neither Disagree Strongly
practices and agree agree nor Disagree
workplace non disagree

compliance in my
bank arises from:

Employee 1(3.8%) 3(11.5%) 1(3.8%) 11(42.3% 10(38.5%)
discrimination (gender,
tribe, health, g.c)

Violating workers 1(3.8%) 8(30.8%)  4(15.4%) 7(26.9%) 6(23.1%)
compensation rules

Violating worker 1(3.8%) 9(34.6%) 0(0%) 10(38.5%)  6(23.1%)
health & safety rules

General liability 0(0%) 6(23.1%) 7(26.9%) 6(23.1%) 7(26.9%)
(slipsfalls)

Wrongful termination  2(7.7%) 8(30.8%) 9(34.6%) 2(7.7%) 5(19.2%)

Management failure in  3(11.5%) 4(15.4%) 5(19.2%) 10(38.5%)  4(15.4%)
compliance
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From Table 4.22, majority (80.8%) of the respondents disagreed employment
practices and workplace naompliance in their banks is caused by employee
gender/tribe/health discrimination while 15.3% agreed. Furtiagority (50%) also
disagreed that violating works compensation rules occurs in their banks while
34.6% agreed. Likewisenost (61.6%) of the respondewnlisagreed that their banks

vi ol ate workersd health and sagmaorty r ul
(50%) of the respondents disagreed tlygneral liabilities emanating from
empl oyeesd s inithpir Hasks thiss cansing warkplace safety-non
compliance, 23.1% agreed while 26.9% were not sOme.the contrary most
(38.5%) of the respondents agreed that wrongful termination is expedien their

banks though 26.9% agreed whereas 34.6% were undecided. Lastly, majority of the
respondentg53.9%) of the respondents disagreed that their banks experiences
management failure in complianegile 26.9% disagreedzrom these findings, it

can thus be concluded thatmployment practices and workplace safety -non
complianceis not a major risk among the respondents but s(@8e%) of the
commercial bankare faced wittwrongful terminatiorandViolating worker health

& safety rulesoperational sk

4.8.2 Effects of Employment Practices and Workplace Safety Nenompliance

The respondents were required to rate some statements describing the effects of
employment practices and workplace safety noncompliance in their banks. The

responses were as shovwn Table4.23:

Table 4.23:Effects of Employment Practices and Workplace Safety Non

compliance Cost

Effect of Strongly Agree Neutral  Disagree  Strongly
Employment non agree Disagree
compliance

Fines and penalties 10(38.5%) 12(46.2%) 0% 4(15.4%) 0%
Cod of enhancing safe 6(23.1%) 17(65.4% 0% 3(11.5% 0%
working environment

Damages awarded to  8(30.8%)  13(50.0%) 5(19.2%) 0% 0%
employees

Medical expenses 6(23.1%) 16(61.5%) 4(15.4%) 0% 0%
Lawy &ess 6 12(46.2%) 9(34.6%) 3(11.5%) 2(7.7%) 0%
severance peon 8(30.8% 9(34.6%) 7(26.9%) 2(7.7%) 0%

excellent service
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From Table4.23, majority (84.7%)of the respondents agreed that failure to comply
with employment practices and workplace safety in their banks can result to fines
and penalties cost while 15.4%isagreed. Moreovermost (88.80) of the
respondents agreed that noncompliance with employment and workplace safety can
result to increased cost of enhancing safe working environment. In addnosh
(80.8%9 of the respondentagreed that neomompliancewill result to cost of
damage awarded to their employees. Similamypst (84.1%) of the respondents
admitted that norompliance will result to medical expenses costs of treating their
injured employes. Further majority (80.8%) of the respondents agtieat
noncompliance wil|l result to | awsuits he
Lastly most (65.4% of the respondents agreed that employment practices and
workplace noncompliance in their banks will result to severance pay on excellent

service.

From these findings it can be concluded that employment practices and workplace
safety noacompliance in commercial banks in Kenya will mainly result to:
increased cost of enhancing safe working environment (88f5%3, and penalties

cost (84.7%), medichexpenses costs of treating their injured employees (84.1%),
damage awarded to their employg@9.8%)andl awsui ts hence | aw
(80.8%).

4.8.3 Cost of Employment Practices and Worlkplace Safety Norcompliance

The respondents were askedstate tle annuahveragecosttheir banks incurred as
a result ofnon-compliance with employment practices and workplace safdtg

findings were as shown ifable4.24:
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Table 4.2:Cost of Employment Practices and Worlplace Safety Nomn

compliance

Cost of 2011 2012 2013 2014 2015 2016
non-

compliance

Nil 4(15.4%) 4(15.4%) 4(15.4%) 5(19.2%) 5(19.2%) 6(23.1%
<ShiM 11(42.3%) 11(42.3%) 11(42.3%) 10(38.5%) 11(42.3%) 8(30.8%)
Shi-4M 9(34.6%) 6(23.1%) 0% 1(3.8%) 0% 0%
Sh5-8M 3(11.5%) 3(11.5%) 4(15.4%) 3(11.5%) 5(192%) 7(26.9%)
Shg-12M 0% 0% 0% 5(19.2%) 0% 2(7.7%)
Sh1316M 0% 0% 3(11.5%) 0% 0% 0%
Sh17-20M  2(7.7) 2(15.4%) 0% 1(3.8%)  3(11.5%) 2(7.7%)
Sh21-25M 0% 0% 0% 0% 0% 0%

> SH25M 0% 0% 4(15.4%) 1(3.8%) 1(3.8%) 1(3.8%)

From Table 4.24 in the yeas 2011 and 2[R most (42.3%)incurred less than
shlMcost relating to necompliance with employment practiceadaworkplace
safety while 7.7%and 15.4% respectively incurred the highest cost rangig

20M. In the year 2013 although most (42.3%) respondents inclasedharsh1M
theamountof the cost increas® more tharsh25M with 15.4% of the respondents
incurring it. In 2014 and 2015there was slight improvement in compliance as
respondents incurring zero cost increase from 15.4% to 19.2% and thosegncur
the highest cost of abowh25M dropped from15.4% to 3.8%r both years. During
2016 there was further improvement in compliance as those incurring nil cost
increased slightly from 19.2% to 23.1%.

The results generally imply that after the implementatioBasel 1l in 2015, there

has been slight improvement in compliance with employment practices and
workplace safety. This has thus caused the operational risk emanating from
employment practiceand workplace safety noncompliance cost redlsightly

for most of the commercial banks in Kenya.

111



4.9 Descriptive Results orFinancial Performance

49.1Re s p o n @refih hefré Tax

The profits before tax for all the respondents as obtained from anepatts of

CBK were as shown ifiable4 .25:

Table4.25:Resppodent s6 Praxfit before T
Year Total PBT % Average  Minimum Maximum Std.
(Shim) Change PBT (ShM) (ShM) (ShM)  Deviation
in PBT

2011 58812.34 2262.013 51.28 12103.51 3356.46
2012 69600.21 18.34 2676.931 -1533.79 16060.00 4354.92
2013 7864700  13.00 3024.85 -1231.00 18233.00 4526.80
2014 8637300 9.82 3322.038 -499.00 20112.00 5012.40
2015 7576500 .12.28 2914.038 -1684.00 22388.00 5232.76
2016 9476100 2507 3644.654 -2889.00 22778.00 6085.20
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Figure 4.1: Average PBT (inMillion Kenya shillings) from 2011 to 2016

From Table 4.25 and Hgure 4.1, ther e s p o navezagePBT6for 2011 was
Sh2262.01 with the minimum PBT beingsh5128M and a maximum of

sh12103.5M The averageperformanceincreased fromsh2262.0M in December

2011 to sh2676.M in December Q12 with some respondents incumginosses
amounting tash1533.79Mwhile thehighest profits wereh16060.0M This showed
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an overallimproved performance in 2012 witiotal PBT increasing byl18.34%
December 2011 to December 2012 as showiiable 4.25. CBK attributes this

improvemento growth in credit portfolio and investment in government secatritie

Similarly, ther e s p o npdriermansaproved furtherduring the period ended
December 2013with pretax profits increasing by 13.0% during thigear and
recorced an average PBT sh3024.89Mwith the highest PBT beingh18233.0M
This improvement in PBT is attributed tihe growth in the crediportfolio,
investment in govement securities, commissions and earsirfgom foreign
exchange trading, (CBKR013.

I n the same vein tgedormaneasnprovadiughertins2014 f i na n ¢
with the r es pPBTnndreasing3ah332204Mrange3024.8M the
previous yearThis represents 8.82% increase in total PBT which CBK (2014)
attributesto the growth in the credit portfolio, investment in government securities,
commissions and earnings from foreign exchange tradinghe contrary, in 2015
there was al2.28% declinein r es pondent sfiom sB86372AMINnP B T
December 2014 tsh75765M in December 2015This occurred due tdaster
growth in expensefl6.3%)compared to the growth in inconf@.1%) attributed to
lower growthpacein credit in 2015, which grew by 12&compared to 22% in

2014 (CBK, 2015) The lower growth in credit coulde attributed to bankdow
liquidity as they were required to raise thempitalwith 2.5%beyondthe minimum
regulatory coreof 8% ratios tofully conform to Basel capital buffersvith effect

from 15 January 2015

The respondent sé Phreomovead NrAGL6G with totaloRB& v e r [
increasing by25.0P%6 to sh€94761M from shs7/5769M in December 2015CBK

attributes this increase in profitabilitp a highergrowth associatedwvith rise in

interest on governmersecuritiestriggeredby r e s p o nirctreaseadisvéstments

in government securitiedn addition the improvement is also attributable to
increase innterest incora on advances December 2016 fronrbecember 2015

occasioned by increased loans and advances in(ZBI6, 2016)
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49.2Re s p o n KRetunntos Assets

The respondentsd retur n asexiractadsfom@BK per f or

annual reprts were as shown ifable4.26 and Fgure 4.27:

Table 4.26: Re s p 0 n KRetunns en @ sset

Year Total Minimum Maximum Mean Std.
(%ROA) (% ROA) (% ROA) (% ROA)  Deviation

2011  87.269 0.45 7.18 3.3565 1.86965
2012 69.7996 -4.8 10.4 2.6846 3.15756
2013 80.1996 -3.3 7.7 3.0846 2.39361
2014 60.3096 -7.8 7.26 2.3196 3.17398
2015 56.5188 -4.53 6.56 2.1738 2.69328
2016  42.3306 -7.01 6 1.6281 3.3076

From the results iffable 4.26, in 2011, thelowestreturns on ass¢ROA) were
0.45% while thehighestROA were 7.18% with the averageROA for that year
being 3.36%. In 2012, tHewestperformancesxperiencedy the respondents was
a ROA of negative 4.8% which was decline fronthat of 2011 while thdighest
ROA was 10.4% which was better than that of 2014. 2013, the minimum
performng respondent scoredegative 3.3%ROA while thehighestr e spondent s (
performance wa¥.7% There was impramentin average ROA performance with
r e s p o nadeeageRBANfor 2013being 3.08%6 which wasbetter than 2012. In
2014, there was a decrease in the s p o n d e mparferdanca® the mean
dropped to 2.3% from 3.1 in the previous yedne Teast ROA perfomancewas
negative 7.8%while the highestr e s pondent 3.26% R0 he aveaage
RAO of 2.32%in 2014 In 2015, the leasROA was negative 4.53% while the
highest wa$.56%. The averagROA declined t02.17%in 2015 from 2.32% in
2014 Lastly in 2016, thelowestROA was negative 7.01% while the highest 6.0%
with the ROA 163% which was fall from2.17%recorded in 20189n conclusion

there was @eneraldecrease in the averaB®A in 2011 and 2012, followed by an
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increase betweeim 2013 and theredér there wasa decreasén ROA 2014, 2015
and2016.

493Respondent sd6 R®OB)rn on Equity

The respondentsd6 return on e q@rtsiwergasas
shown inTable4.27:

Table 4.2Z7: Returns on Equity

Year Total Minimum (% Maximum (% ROE) Mean Std.
(%ROE) ROE) (%ROE) Deviation
2011 575.8506 5.35 41.11 22.1481 10.56858
2012 347.7994 -90.8 44 13.3769 30.89088
2013 489.099 -36.3 36.8 18.8115 16.54411
2014 400.1998 -39.9 49.4 15.3923 18.39887
2015 366.5402 -31.7 47.2 14.0977 17.0626
2016 279.0996 -53.3 43.5 10.7346 19.85814

From theresults inTable4.27, in 2011the minimum ROE performancenvas5.35%
while the maximum was 41.11% with tleerageROE of 22.15%. In 2012, the
responde pafemancRI€cEased tmegative 90.8%the lovest but the
highest increased to 44.0% with the average dipping t013.38% from 22.15% in
2011 In 2013,although the least ROE improved from negative 90.8% the previous
year to negative 36.3% thhee s p o nmvaénmuimRAE performance fell to 36.8%
with theaverageROE slightly increasingti8.81%compared to 13,38% ip012. In
2014, the lowest ROEdecrease to negative 39.9%but the Maximum ROE
increased t049.4%. The averag®OE decreased further t015.39% in 2014 as
compared to 18.8% in 2013n 2015,the lbwestROE was negative 31% while the
highest was 47.20% witlhé¢ averag®OE dipping further to 14% from 15.39% in
2014. Lastly in 2016, the least ROfas negative 53.3% while the highesas
43.5%with the averag&®OE dropping further td.0.73%from 14.1%in 2015.
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Generally, similar to returns on assets, there was a decrease in the average returns
on equityin 2011 and 2012, an increa813followed bya decreasa 2014, 2015
and 2016.Nonethelessreturns on equityvere generally higher thareturrs on

assets. Figure Zrepresents a comparative graph of ROA and ROE.

w
Q

M
[

-\ /-\
\l/ \‘\I\ Average ROE
s

]
Q

% Returns
=
(9]

10
3 >— Average ROA
———— —— >
o0
2011 2012 2013 2014 2015 2016

Figure 4.2: ROA and ROE Compared
4.10.Requisite Tests
4.10.1 Sampling Adequacy Results on Fraud Costs

Bar t | ewas used toesefa patterned relationshiygtweervarables The null
hypothesis tested is that the correlation matrix is an identity matrix, which states

that there is no correlation among the variables. Ffabie428, t he Bart | et t

has a significant value of 0.000 which is less than 0.005. Théypidihesis is thus

rejected and the researcher concludes that there are patterned relationships among

the variables.

KaiserMeyer-Olkin (KMO) was used as a measure for sampling adequacy to
determinewhethereach of the independent variallas suitabledr fador analysis.

KMO values greater than 0.5 indicates that the sample is adequate for factor
analysis to be applicablé.he results of KMO and Bart|
Table4.28:
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Table 428: KMO and Bartlett's Test for the Independent Variables

Kaiser-Meyer-Olkin  Bartlett's Test of Sphericity

Independent Variable ~ (KMO) Measure of ~ aApprox. Chi- Sig.
Sampling Adequacy Square Df

Fraud cost .879 81.678 15 .000
Regulatory 790 232857 15 0%
Non-compliance Costs

Business diruptons costs .894 249.851 15 .000
Operational risk law suit .882 162.839 15 .000
Employment practices 892 150.988 15 .000

Non-compliance cost

From Table 4.28 results, theKMO value for fraud costwas 0.879>0.5for
regulatory norcompliance cosivas0.79>0.5,for business disruptions and utility
outage costs was 0.894>0f&r, cost of operational risk law suit was 0.882>@uad
0.892>0.5for employment practices nesompliance costhencethe datdor all the

five independent variablegas sufficiet for application of factor analysis.
4.102 Component Matrix Results for the Five Independent Variables Costs

The component matrix resulfer fraud costs, regulatory nesompliance cost,
business disruptio& utility outage cost, operational riskdal liability cost and
employment practice& workplace safety neonompliance costsere as shown in
Table4.29. For each independent variable, tfwests in various years were grouped
into one factorand heir factor loadings on the firgtrincipal componentwere &
shown inTable4.29:

Table 429:Component Matrix for basdependent

Year Component 1
2011 2012 2013 2014 2015 2016

Independent variable cost

Fraud costs 802 911 831 ggg .661 .805
Regulatory norcompliance cost 971 969 971 782 .813 .722
Business disruption and utility outage cost 940 960 861 .978 .975 900
Operational riskdgal liability cost 949 965 .934 937 .766 .839

Employment practices and workplace safety -r 924 862 .904 .944 907 .892

compliance
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All the cods relating tofraud in 2011 to 2016 were grouped into one faciad
their factor loadings on the firglrincipal componentwere shownin Table 4.29.
From Table 4.29, fraud costs in 2012 had the highest factor loading on the first
factor with 91.1%, dllowed by fraud costs in 2014 with 88.8% factor loading then
by 2013 with 83.1%2016with 80.5% 2011with 80.2% and finally fraud costs in
2015 with a factor loading of 66.1%. 0 afraud cost in 2012 explains most of the
variation in the firstprincipal component and it can therefore be called the first

factor.

Similarly, all the costs relating teegulatory norcompliancein 2011 to 2016 were
grouped into one factand heir factor loadings on the firgtrincipal component
Table 4.29, regulatory noa-compliance costs in 2011 and 20bad the highest
factor loadings on the first factor with 97.1%, followed by regulatory-non
comgiance costs in 2012 with 96.9%, then 2915 with 81.3%2014 with78.2%
and finally regulatory noompliance costs in 201@as the leastwith a factor
loading of 72.2%. Therefore, regulatonyonrcompliance cost in 2011 and 2013
explains most of the variation in the fingtincipal component and thus either of

them carrepresent the first factor.

In addition all the costs raiting to business disruption and utility outages2011

to 2016 were grouped into one factord teir factor loadings on the firgrincipal
componentwere shownin Table 4.29. From Table 4.29 business disruptiomnd
utility outage costs in 2014 had theighest factor loading on the first factor or
principal component with 97.8%, followed by business disruption costs in 2015
with 97.5% factor loadinghen by2012 with 96%, 2011 with 94%, 2016th 90%

and finally 2013 with a factor loading of 86.1%. Téfere, business disruption and
utility outage cost in 2014 explains most of the variation in the firsicipal

component and so it can represent the first factor.

Further,all the costs relating to operational riglgal liability costin 2011 to 2016
were grouped into one factoand heir factor loadings on the firgbrincipal
componentwere shownin Table 4.29 From Table 4.29, the operational risk law
suits cost in 2012 had the highesttéedoading on the first factdector/principal
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component with 96%, followed by 2011 with 94.9% factor loadindpenby 2014

with 93.7%, 2013 with 93.4%, 2018ith 83.9% and finally operational risk law
suits costs in 2015 with a factor loading of 76.6%. Therefore, operationa¢gak |
liability cost in 2012 explainsost of the variation in the firgirincipal component

and hence it can represent the first fadt@stly, all the costs relating employment
practices and workplace safety roompliance in 2011 to 2016 were grouped into
one factor and their factor loadjson the firstprincipal component were as shown

in Table4.29. The results indicate that employment practices and workplace safety
noncompliance cost in 2014 had the highest factor loading on thepfirtipal
component with 94.4%, followed by naompliance costs in 2011 with 92.4%
factor loading, then by 2015 with 90.7%, 2013 with 90.4%, 2016 with 89.2% and
finally 2012 with a factor loading of 86.2%. Thus, employment practices and
workplace safety neanompliance cost in 2014 explains most of tlaeation in the

first principalcomponent and hence it can represent the first factor.
4.10.3Factor Analysis

Factor analysis was used to lower the number of variables from huge to small, to
assess the inherent dimension between measure variables andicorestd

produce construct validity evidence.
Factor Analysis Results on Fraud Cost

Factor analysis a& dimension reduction technique was conduatearder to group

the common factors and retain the smallest number of factors that had the highest
influencein terms of the total vaance explainedFactor analysis was conducted
using Principal Component method approach. The extraction of the factors followed
the Kaiser Criterion where an Eigen value of 1 or more indicates a unique factor.
The total variane for fraud costas presented iTable 4.30 showsthat the Eigen

value corresponding to thedt principalcomponent igl.035hence mor¢han 1 and

the total variancesi 67.26%, thushe factors in the firsprincipal componentwere

consideredor analyss purposes.
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Table 430: Total Variance for Fraud cost Explained

Component Initial Eigen values Extraction Sums of Squared Loadings
Total % Of Cumulative  Total % Of Cumulative %
Variance % Variance
1 4.035 67.258 67.258 4.035 67.258 67.258
2 .643 10.712 77.970
3 .556 9.269 87.238
4 .330 5.496 92.735
5 274 4570 97.304
6 162 2.696 100.000

Factor Analysis Results on Regulatory Norcompliance Costs

The total variance foresults on regulatory necompliance ostsis presente in
Table 4.31:

Table 431: Total Variance for Regulatory Non-complianceExplained

Compo Initial Eigen values Extraction Sums of Squared
nent Loadings
Total % of Cumulative Total % Of Cumulative
Variance % Variance %
1 4.618 76.972 76.972 4618 76.972 76.972
2 .873 14.553 91.525
3 .256 4.261 95.786
4 227 3.778 99.565
5 .020 .340 99.904
6 .006 .096 100.000

From Table 4.31 results, the Eigervalue corresponding to the firgirincipal
component is 4.61@&hich is more than 1 anitl explains total arianceof 76.97%,
thusthe researcheronsides the factors in the firgbrincipalcomponent for analysis

purposes.
Factor Analysis Results on Business Disruption and Utility Outage Costs

From the results iTable4.32, the Eigenvalue correponding to th first principal
components 5.264whichis more than the cwiff value of 1 and the total variance

it explains is 87.73%, thube first factoris consideredor analysis purposes.
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Table 432:Total Variance for Business Disruption and Uility outage

Explained

Component Initial Eigen values Extraction Sums of Squared Loadings
Total % of Cumulative Total % of Variance Cumulative %

Variance %

1 5.264 87.726  87.726 5.264 87.726 87.726

2 478  7.963 95.689

3 154 2573 98.262

4 02 .872 99.134

5 .033 .549 99.683

6 .019 317 100.000

Factor Analysis Results on Cost of Operational Riskegal Liability Cost
From Table4.33, the Eigenvalue corresponding to thadt principal component is
4.872which is more than the ctdff value of 1and the total variance it explains is

81.21%, thus the first factas consideedfor analysis purposes.

Table 433: Total Variance for Operational Risk Legal Liability Cost Explained

Component Initial Eigen values  Extraction Sums of SquaredLoadings
Total % of Cumulative Total % of Cumulative %
Variance % Variance

1 4.872 81.206 81.206 4.872 81.206 81.206

2 486 8.092 89.298

3 401 6.687 95.985

4 102 1.694 97.679

5 .081 1.345 99.024

6 .059 .976 100.000

Factor Analysis Results on Employment Practicesand work-place SafetyNon-
compliance Cost

From the results iTable4.34, the Eigenvalue corresponding to tHest principal
component is 4.925 whids more than the cwdff value of 1 and the total variance

it explainsis 82.08%, thsthe first factoris consideredor analysis purposes.
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Table 434: Total Variance for Employment Practices and Work-Place Safety

Non-complianceExplained

Component Initial Eigen values Extraction Sums of Squared
Loadings
Total % of  Cumulative Total % of Cumulative %
Variance % Variance
1 4925 82.080 82.080 4925 82.080  82.080
2 394  6.559 88.639
3 258  4.297 92.936
4 220 3.659 96.595
5 122 2.034 98.630
6 .082 1.370 100.000

4.11 Panel Regression Diagnostic Testdifxed Effect Modelling) of Financial
Performance
Preliminary analysis was carried obefore using panel regression to analyse the

data in ordeto test whether the model assumptions were met.
4.11.1 Test for Linearity for Profit b efore Tax

Linearity assurption was testedsing residual plots. The results were as shown in
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Figure 4.3: Linearity T est for Residuals of Profit Before Tax
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The results in figure 8.shows a random patteran indication that the residuals of

profit before tax met liearity assumptioas required.

4.11.2 Test forNormality Testing for Profit before Tax

Normality was tested using a normai@plot of residuals to test whether there were
serious outliers from the normal line in the QQ plthe findings were as shown in

figure 4.4:
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Figure 4.4: Normality Test for Residuals of Profit before Tax

From figure 44, it was evident that there are no serious outliers from the normal line
in the QQ plot hence the residuals of profit before tax were normally distributed

with meanand variance.
4.11.3 Test forHomogeneity of Variancefor Profit before Tax

ANOVA was used totest whether the residuals of profit before tax had equal

variancesThe results were as shown in Table4.3

Table 4.3: ANOVA for Residuals of Profit before Tax

Sum of Squares  df Mean Square F Sig.

Between Groups .000 1 .000 .000 1.000
Within Groups 1216298281.403 50 24325965.628
Total 1216298281.403 51
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The p value for the residuals between groups was 1.00 which is greater than 0.05

hence it was conatled that the resigls had equal variance.
4.11.4 Test for Linearity for Returns on Assets

A plot to test for linearity in the residuals of the returns on asgassconducted

using scatter plot of residuals. The results were as shown in figure 4.5:
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Figure 4.5: Linearity Test for Residuals of Returns on Assets

The results in figure 4.5howed that the points were randomly distributed in a

linear manner hence the assumption of linearity was met.

4.115 Normality Test for Return on Assets
Normality was teted usinga normalQ-Q plot of residuals to test whether there
wereserious outliers from the normal line in the QQ pldie findings were as

shownin figure 4.6:
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Figure 4.6: Normality Test for Residualsof Returns on Assets

From figure 46, the resultconfirmedthat tre normality assumption in the residuals
of returns on assets was met. This is because the points cluster around the normal
line in the QQ plot.

4.11.6 Test forHomogeneity of Variancefor Return on Assets

ANOVA was used to check whethéne residuals ofeturn on assethad equal

variancesThe results were as shown in Tablet4.3

Table 4.3%: ANOVA for Residuals of Returns on Assets

Sum of Squares  df Mean Square F Sig.
Between Groups .000 1 .000 .000 1.000
Within Groups  335.770 50 6.715
Total 335.770 51

From Table 4.8, the ANOVA results showghat the p value for the residuals
between groups was 1.00 which is greater than 0.05 hence it was concluded that the

residuals had equal variance.
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4.11.7 Test for Linearity for Returns on Equity

A plot to dheck for linearity in the residuals of the returns on equis plotted

usingresidual plots. The results were as shown in figure 4.7:
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Figure 4.7: Linearity Test for Residuals of Returns on Equity

The results in figure 4.8howed thaithe pointswere raadomly distributed in a

linear manner hence the assumption of linearity was met.
4.11.8 Normality Testing for Return on Equity

Normality was tested using normal QQ plot of residuals to test whether there
were serious outliers from t normal line in theQQ plot The findings were as
shown in figure 4.8:
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Figure 4.8: Normality Test for Residuals of Returns on Assets

From figure 48, it is evident that there are no iseis deviations from the normal
line in the QQ plot hence the resalsi of returns on asts were normally distributed

as required in panel regression analysis.
4.119 Test forHomogeneity of Variancefor Return on Asset

ANOVA was used to check whether the residuals of returns on equity had equal

variancesThe results we as shown in Tabk.37:

Table 4.37: ANOVA for Residualsof Returns on Equity

Sum of Squares  Df Mean Square  F Sig.
Between Groups .000 1 .000 .000 1.000
Within Groups 14479.063 50 289.581
Total 14479.063 51

From Table 4.3, the p value for theesiduals between gups was 1.00 which is
greater than 0.05 hence it was concluded that the residuals of retuegglity had

equal variance agquired in linear mixed modeds12 Inferential Analysis
4.121 Correlation AnalysisResults of the Variabks

Correlationanalyss was conducted tmeasure the degree of relationship between
variables.A correlation co#icient of -1 indicatesa strong negative correlation
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while +1 indicatesa strong positive correlat:i
was thus used to measurehé degree of relationship between tfieancial

performanceand financial fraud cost regulatory nonrcompliance cost, business
disruption &utility outage costpperational risk legal liabilityyostand employment
practices &workplae safety norcomplian@ cost Using the criterion that a-p
value less than th®.05 level of significance shosvpresece of a significance

relation, the correlation results were as showhahle4.38 as follows:

Table 4.38: Correlation Results letween Variables

FP FFC RNC BDU OLL EWN
FP Pearson Correlation 1
Sig. (2tailed)
N 26
FFC  Pearson Correlation _1gg* 1
Sig. (2tailed) 041
N 26 156
RNC Pearson Correlation _pg2 -.026 1
Sig. (2tailed) 764 -749
N 26 156 156
BDU  Pearson Correlation _pg3 .031 .183 1
Sig. (2tailed) 836 -703 .022
N 26 156 156 156
OLL  Pearson Correlation _g117 -.016 .228" .709° 1
Sig. (2tailed) 956 -843 .004 .000
N 26 156 156 156 156
EWN Pearsn Correlation _pgp .102 463" .401° 456" 1
Sig. (2tailed) 689 205 .000 .000 .000
N 26 156 156 156 156 156

*, Correlation is significant at the 0.05 levettgled).
**_Correlation is significant at the 0.01 leveH@iled).

FP- Financial Performance FFC- Financial fraud cost,RNC- regulatory norcompliance cost,
BDU- business disruption & utility outage co€) L - operational risk legal liability cosEWN-
employment practices & workplace safety rzompliance costs.
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From Table 4.38 results it was established thahere & a significant negative
relationship betweefinancial performance anfinancialfraud costas indicatedy
the correlation coefficient 60.168 and a p value 0.041<0.0Bhis impliesthat an
increa® in fraud reladd costsresultsto a decreasenifinancial performance of
commercialbanksand vice versaConsequentlythe researcher rejecteétde null

hypothesis;

HO::  Financial faud does nohavesignificanteffect on the financial performance
of commercial banks iKenya,and thereforeoncludeghat financial fraud
has a significant effect on the financial performance of commercial banks in

Kenya.

Table 438 further indicates thategulatory norcompliance coshas correlation
coefficient of-.062, implying that an increase inregulatory norcomgiance cost
leads to a decrease fimancial performance oftommercialbanks. The p value
(0.764>0.05)howeverindicates that the effect of costs related to regulatory non
compliance on financial performance is insignificarhus, the researchefails to

reject the null hypothesis;

HO.:  Regulatory norcompliance costsdo not have significant effect on the
financial performance of commercial banks in Kepyand conclude that
regulatory norcompliance costs do not have sigeaifint effect on the

financial peformance of commercial banks in Kenya.

Likewise Table4.38 established thdtnancial performance and business disruption
& utility outage cost had negative relationship asferred from the correlation
coefficient of-.043. THs means that as businedisruption & utility outage cost
increass, there is a decrease fimancial performance otommercial banksSince
the associated p value (0.836) is greater than th@Siesearcher similarffails to

reject the null hypdtesis;

HOs: Business disruptionand utility outage cosido not have significant effect on

financial performance of commercial banks in Kenya.
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In addition, Table 4.38 alsoshows that financial ggformance and operational risk
legal liability cost havea regative relationship as indicdtédy the correlation
coefficient of-.011. This meamthat an increase in operational riggal liability
costresultsto a decrease ifinancial performance and vice verséhe obtained p
value of 0.956>0.05 inferringhat there is no enough evidence rigect the null
hypothesis;

HO4: Operational risks legal liability costs do not have significant effect on the

financial performance of commercial banks in Kenya.

Likewise the findings Table 4.38 also depicts that employmen practices &
workplace safety an-compliance cost have a negatretationship as evidenced by
-.082 correlation coefficientThis means thdtnancial performance decreases with
increase inemployment practices &orkplace safety nenompliance costs and
vice versaConsequentlytheresultingp value 0f0.689<0.05nfers that there is no

enough evidence to reject the null hypothesis;

HOs: Employment Practices and workplace safety -oompliance costs do not
have significant effect on the financial perfance of commercial banks in

Kenya.

The results fronTable4.38 shows that there is a weak negative correlation between
fraud related costs and regulatory raompliance costs (k9.026). However, this
relationship is statistically insignificant at 5% é&tvof significance (p=0.749).
Further, tere is insignificant weak positive relationship between fraud related cost
and business disruptiofa utility outage cost (r=0.031, p=0.703)ikewise, faud
related coshasinsignificant negative correlation witbperational risk law suit cost
(r=-0.016, p=0.843)But there isinsignificant positive relationship between fraud
related cost and costs related to {womplian@ with employment practices work

place safety (r=0.102, p=0.205).
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Regulatory norcompliance costs have a significant pos#i relationship with
business disruption &tility outage cost (r=0.183, p=0.022). There is a significant
positive correlation between regulatory roympliance cost and operational risk
legal liability costs (r=0.228, p=002!). There is a moderate posdicorrelation
between regulatory necompliance cost and costs related to-nompliance with

employment practice& workplace safety (r=0.463, p=0.000).

Business disruption and utility outage costs have a significaohgstind positive
correlation withoperational riskegal liability costs (r=0.709, p=0.000). There is a
significant, moderate and positive relationship between business disruption and
utility outage cost and necompliance with employment practices andrkvplace
safety related costs (@401, p=0.000). Costs related to rmompliance with
employment practices and work place safety have a significant, moderate and

positive relationship with operational risk law suits costs (r=0.456, p=0.000).

The correhtion coefficient value (r) from @0 to 0.29 is deemeasleak,from 0.30 to
0.49 is said to benediumwhile from 0.50 to 1.0 igermedstrong Correlation
coefficient should not go beyond 0.8 to aanulticollinearity (Zaid, 2015). No
multicollinearity wasfound in this study becauskee hghest correlation coefficient
was 0.709 existing betweerBusiness disruption & utility outages aog@eratioml

legal liability cost
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4.12.2 Panel RegressiorAnalysis
Type lll Tests of Mixed Effects on Profit Before Tax
Table 4.39: Type Ill Tests ofMixed Effects an Profit Before Tax

Source Numerator Denominator F Sig.
df df
Intercept 1 46.870 18.281 .000
TIME 1 26.229 10.117 .004
Fraud Related Cost 1 28.653 12.900 .001
Regulatory NorCompliance Cost 1 33.379 140 711
Business Disruptio#& utility outage 1 34.384 2.923 .096
Operational Riskegal liability Cost 1 26.780 2.516 .124
Workplace safety Noiwomp Cost 1 28.987 173 681
TIME * Fraud Related Cost 1 26.110 10.767 .003
TIME * Regulatory NorRComp Cost 1 25.529 748 .395
TIME * BusinessDisruption Cost 1 27.368 1.168 .289
TIME* Operational Rislegal liability 1 27.322 949 338
*
TIME*Workplace safety Non 1 25 066 1176 288

Compliance Cost

a. Dependent Variable: Profit Before Tax

From Table4.39 and Table 4.40, it is evident that timefraud relatel cost and the
interaction between time and fraud related cost had a signifiegyative effecon
profit before tax inthe linear mixed effect model as indicated by a p value of
0.00k0.05and an estimate 8551.069respectively
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Table 4.40: Estimatesof Mixed Effects in Profit Before TaxModelling

Parameter Estimate Std. T Sig.
Error

Intercept 6107.437 1381.64 4.420 .000
I[;I]'IMEzl(Before implementation of Bas 210058 66032 -3.181 .004
Fraud Related Cost -551.069 124.622 -4422 .000
Regulatory NorCompliance Cost -80.219 135.7& -.591 .559
Business Disruption Cost -202.753 172.976 -1.172 .250
Legal liability Cost 134.72 192352 .701 .490
Workplace safety Noiwompliance Cost  7.290 92.808 .079 .938
[TIME=1] * Fraud Relatd Cost 330.455 100.210 3.281 .003
[TIME=1] * Regulatory NonrCompliance

Cost 71.0® 82.179  .865 .395
[TIME=1] * Business Disruption Cost -147.176 136.201 -1.081 .289

[TIME=1] * Operational Risk Cost 180.7& 185.546 974 .338

[TIME=1]*Workplace safety No-

Compliance Cost -83.612 77.088 -1.085 .288

From the results in theTable 440, the average profit before taafter
implementation of Basel bperationakisk management waésh6107. The profit
before tax wa¥(sh2100M lower beforethan after the impleentation of Basel Il
operatiorl risk management an implication that the profit before tax is expected to
increase byKsh210M per year for the periods after the implementation of Basel Il
operatioml risk managementA unit increase in fraud related cosbuld decrease
the profit before tax (after the implementation of #&as$l operational risk
managemeftby aboutKsh551M. There was a gnificant interaction effect (p
value=0.003<0.05) between fraud and time before théemmgntation of Basel Il
operatioml risk managementProfit before tax decreased W§shl770M i.e. (-
2100+330)er yeamper unit increase in fraud related costs forghaods befor¢he
implementation of Basel lbperatioml risk management. There was eraough
evidence to anclude that regulatory nesompliance cost, business disruption cost,
operational riskegal liability cost, workplace safety nesompliance cost and their
interaction with time had significant effect on profit before tax since fhealues

were greatethan 0.05
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With respect to the significance values givenTiable 4.40, the optimal mixed
effects model for profit before tax can be expressed mathematically as:

profit beforetax=610744- 210Q51* [TIME =1] - 55107* fraud relatedcog + 33046*
([TIME =1]* fraudrelatedCog)......ccuuuiiiiiiie e 3.4

Type Il Tests of Mixed Effects onReturns on Assets

Table 441: Type lll Tests of Mixed Effects on Returns on Assets

Source Numerator Denominator F Sig.
df df
Intercept 1 51.149 31.983 .000
TIME 1 24.652 5.789 .024
Fraud Related Cost 1 30.918 15.713 .000
Regulatory NorCompliance Cost 1 39.832 086 .771
Business Disruption Cost 1 40.960 732 .397
Operational Riskegal liability Cost 1 27.426 5.213 .030
Employment &Workplace safety Nor 1 31.775 365 550
Compliance Cost
TIME * Fraud Related Cost 1 25.782 17.232 .000
. .
'I(;I(I:gtE Regulatory NorComgiance 1 24.899 5721 025
TIME * Business Disruption Cost 1 28.281 10.844 .003
TIME * Operational Risk Cost 1 27.614 8.464 .007
TIME*Workplace safety Non
1 25.254 213 739

Compliance Cost

a. Dependent Variable: Return on Assets

The results inTable 4.41 suggests that time, fraud related cosgulatory nomn
compliance, business disruption related cost@etational riskegal liability cost,
andthe interaction between time and fraud related cost, regulatorgorapliance,
budness disruption rated cost and operational ridkgal lability cost had a
significant effect on returns on assets in the linear mixed effect model (p values
<0.05).
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Table 442: Estimates ofMixed Effectsin Returns on Assetdviodeling

Parameter Estimate Std. T Sig.
Error
Intercept 4.753 .869 5.473 .000
[TIME=1(Before implementation of Basel II] -1.180 491 -2.406 .024
FinancialFraud Related Cost -.492 .09 -5.239 .000
Regulatory NorCompliance Cost -.050 .098 -.518 .608
Business Disruptio& Utility outageCost -.278 127 2.188 .036
Operational Risk.egal Liability Cost -.461 146 -3.168 .004

Employment practices & orkplace safety Nor

Compliance Cost -.028 .00 -410 .685
[TIME=1] * FinancialFraud Related Cost .329 .079 4.151 .000
[TIME=1] * Regulatory NorCompliance Cost .153 .064 2.392 .025
[TIME=1] * Business Disruptior& utility cost  -.35%2 107 -3.293 .003
[TIME=1] * Operational RisKegal liability Cost .416 143 2.909 .007
[TIME=1] * Employment practice& Workplace o 061 -337 739

safety NonCompliance Cost

a. Dependent Variable: Return on Assets.

From the results iTable4.42, the average ROAfterthe implementation of Basel

Il operationalrisk managementvas 4.8%. The ROAdecreased byapproximately

1.2% per year for e periods after thenplementation of Basel lbperationalrisk
management. A unit increase in fraud related cost dvdatrease the ROf@after

the implementation of Basel Il operational risk manageméyt)0.49%. A unit
increasan business disruption sbwould derease theROA by 0.286 while a unit
increase in operational rigkgal liability cost would decrease tHROA by 0.46%

per year for the periods after the implementation of BaselpBrationalrisk
managemet. ROA decreased by 0586 (-1.18+0.33) per year per unit grease in

fraud related costs for the periods before the implementation of Bageratioml

risk management. A unit increase in regulatory -nompliance related costs
decreased the ROAy 1.036 (-1.18+0.15) per year for the perisdbefore the
implemenation of Baselll operationakisk management. ROA decreased 53%
(-1.18-0.35) per year per unit increase in business disruption related costs for the
periods before the implementation of Basel Il risk management operationst A uni
increase in operatnal risk related costdecreased the ROBy 0.7P6 (-1.18+0.41)

per year for the periods before the implementation of Basepéirationalrisk
management. There was no enough evidence to conclude that regulatery non
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compliance costemployment practices &vorkplace safety nemompliance cost
and the interaction between time amgulatory norcompliance costemployment
practices &workplace safety norcompliance cost had significant effect ROA
since their p values were greater tlta@5 Thus,the optimal model for returns on
assets (ROA) is:

Reurnon Assets 4.75- 1.18*[TIME =1] - 0.49* FinancialFraud cos
- 0.28* Businesdisruptionandutility outagecos

- 0.46* Operationdlegalliability | cos

+0.33* (|TIME =1]* Fraud cogs)

- 0.35* ([TIME =1] * BusinesdisruptionandUtility outagecos

+0.42* ([TIME =1]* Operationdlegalliability | cog....................... 35

Type Il Tests of Mixed Effects onReturns on Equity
Table 4.43: Type lll Testsof Mixed Effects on Returns onEquity

Source Numerator Denominat F Sig.
df or df
Intercept 1 51.123 11.618 .001
TIME 1 24.679 .000 .996
Fraud Related Cost 1 42506 5.264  .027
Regubtory NonrCompliance Cost 4 51.647 039 .843
Business Disruption Cost 1 50.952 108 744
Operational Risk Cost 1 34.835 .009 .925

Workplace safety NoCompliance

Cost 1 43.854 .036 .850
TIME * Fraud Related Cost 1 26.691 014 906
TIME * Regulatory No-Compliance
Cost 1 25.593 .096 .759
TIME * Business Disruption Cost 1 30.924 156 696
TIME * Operational Risk Cost 1 28516 046 832
TIME *Workplace safety Non

1 26.018 1.760 .196

Compliance Cost

a. Dependent Variable: Return on dty
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FromTable4.43, it is evident fraud related costs had a significant effect on returns
on equity in the mixed effectaodellingof returns on equity (p value=0.027<0.05).
Time, regulatory nortompliance costs, business disruption related costs,
operdional legal liability costs, workplace safety n@ompliance cost and the
interaction of such costs with time did not have a significant effect on returns on
equity. These findings are in agreement with Deloitte (2015) that financial
institutions are venryeffective in managindraditional operational risk types like
regulatory compliance and legal risk but not very effective in in managing other

operational risks like cyber security, data integrity and third party risks.

Table 4.44: Estimates ofMixed Effects in Returns on Equty Modelling

Source Estimate Std. Error T Sig.
Intercept 21.693 7.7%A 2.783 .008
[TIME=1(Before implementation of Basel Il] -.0262 5.636 -.005 .996
Fraud Related Cost -2.015 1.017 -1.983 .050
Regulatory NorCompliance Cost -.292 .945 -.309 .759
Business Disruption Cost .630 1.310 481 634
Operational Risk Cost -.057 1.604 -.036 .972
Workplace safety No®€tompliance Cost -.366 716 -511 .613
[TIME=1] * Fraud Related Cost -.113 .950 -119 .906
[TIME=1] * Regulatory NorCompliance Cost .241 776 310 759
[TIME=1] * Business Disruption Cost -.490 1.243 -.394 .696
[TIME=1] * Operational Risk Cost .355 1.660 214 832

[TIME=1] * Workplace safety Non

Compliance Cost 9% 749 1.327 .196

a. Dependent Variable: Return on Equity

The results in Table 4.44, depicts that the average return on equéfger
implementation of Basel lbperatioml risk management was about 21.7¥%he
return on equity daeased by about 2.0 per year per unit increase in fraud related
costs for the periodsafter the implementatio of Basel Il operatioml risk
management Considering the significant estimates, the optimal model for returns

on equity(ROE) is:

ReurnsonEquity=21.69- 2.02* Fraud RdatedCog............cccccovvvvvviiiiinienennnns 3.6)
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4.12.3Paired T-Test for the Effect ofBasel Il Operational Risk Managementon

Financial Performance

Paired Ttest was carried out to determine the effect of Basel Il opesdtraak
managemenbn financial performance o€ommercialbanks in KenyaFinancial
performance was measured usprgfit before tax (PBT), returns on ass¢ROA)
and returns orequity (ROE).T he Co mme r cinarcial gldoanmaikce @was f
measured beforthe implementation of Basdl operational risk regulatioffor the
period between 2011 ar&D13 and after the implementation of Basel Il operadion
risk regulationfor the peria between 204and 2016. Thenotive was to determine
the effect ofregulatoryimplementationof Basel Il operatioal risk management
requirements on financial performance of commercial bank®nya. Paired-test
as a statistical wcedurewas used to dermine whether the mean difference
between two sets of observatipthat is, before and after Basel Il implenegidn,

is zero.The findings were as shown Trable4 45:

Table 4.45 Paired Samples Statistics

Financial Mean N Std. Deviation Std. Error Mean

Performance

Pair 1 PBT Before 2821.4668 26 4269.37285 837.29290
PBT After 3279.3462 26 5368.47541 1052.84465

Pair 2 ROA Before 2.8613 26 2.44171 47886
ROA After 1.9010 26 2.86930 .56272

Pair 3 ROE Before 17.4322 26 17.25300 3.38359
ROE After 12.4162 26 17.77660 3.48628

The results inTable4.45 shows that across all the 2&spondentsPBT increased
between457 and 458million shillings, that is (3279.352821.4%457.8§, on
average after thenplementation of Basel Il @ational risk manageme Returns

on Asset (ROA) droppedyb0.968% that is (1.9-2.861), on average after the
implementation of Basel Il operational risk management while metonequity

had an average drop 6f01%that is, (12.4217.43) after the impémentation of
Basel Il operational risk management. The standard deviations for pre and post

Basel Il implementation measurents reveal that the commerdmnks werenore
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variable with respect tROE than ROA.These findings agree witBeurajand
Watson(2012)that there is @fficient evidence that Basel Il regulations affect the

financial performance of commercial banks though not always in appositive way.

Table 4 .46: Paired Samples Correlations

Basel Il Implementation N Correlation Sig.
Pair 1 PBT bdore & ater Basel Ilimplementation 26 .964 .000
Pair 2 ROA before & #&ter Basel Il implementation 26 916 .000
Pair 3 ROE before & &ter Basel Il implementation 26 .853 .000

The results inTable 4.46 reveals that the Pearson correlation between PBdrde
and after the impmentation of Basel Il operational risk management si@®st
perfectpositive (r=0.964)and statisticallysignificant (p=0.000) This impliesthat
mostcommerciabanksunder studyexperienced an increased PBT and did so quite
congstently after the imigmentation of Basel Il operational risk management.
These finding are in support ofMF (2005),third quantitative impacttgdy that for
many eme gi ng and develb apliendng to ecmerdging iareds 6
developing markets wilface higher capital @rges for credit risk and operational
risk which could result in higher borrowing costd reduced capital flows to
higher risk countriesThis could mean that Basel Il implementation resulted to
higher borrowing costs (interest) whi suddenly increaseitie banks interest on

borrowed loans and consequently PBT.

The Pearson correlation between ROA before and after the implementation of Basel
Il operatioral risk management was strgn@g=0.916 and statistically significant
(p=0.000) an indication that wst ofthe commerciabanksunder studyexperienced

a drop in ROA after the implementation of Basel Il operatiarsk management

The drop in ROA after Basel Il implementation could di&ibuted to Basel II
capitalrequirement thatommercial bankbuild up their capital conservation buffer

of 2.5% above the minimum regulatory cafe8% and total capitatatios of12 %,

which brought the coreapitalto 10.5% that is (2.5+8) and total capital ratio®

14.5% that is (2.5+1D) beginning ¥ January2015 whichmustbe maintaired by
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all banksat all times (CBK, 2013)This meant that there was a sudden increase in
net asset of banks as thegdeavouredo comply which lowere the ROA These
findings are in support of IMF (2005)hat for many emergingra developing
countries, the increased risk sensitivity in Basel Il may lead to higher bank capital
requirements for loans to these countriastther the Pearson correlation between
ROE before and after the implementation of Bakelpkratioral risk mamgement
showed presence of a stron@=0.853 and significant relationship (p=0.000),
which means thamost banks experienced a consistent drop in ROE after the

implementation of Basel Il operatialrisk managementquirements

Table 447: Paired Samples Test

Financial Paired Differences T Df Sig. (2
performance Mean  Std. Std. 95% Confidence tailed)
Deviation Error Interval of the

Mean Difference
Lower Upper

-457.88 1689.497 331.338 -114028 224.523 -1.382 25 .179

Pair PBT Before

1 T PBT After
Pair ROA .
5 Beforei .96038 1.16830 .22912  .48850 1.43227 4.192 25 .000
ROA After
Pair _ROE Before
3 ,quI?OE 5.01606 9.50494 1.86407 1.17693 8.85519 2.691 25 .013
er

From Table4.47, the average difference betweenTPBefore ad PBT afterBasel

Il implementatiorwas negative 4588 million shillings which implies that PBT
after the implementation of Baseldperationakisk management was greater than
PBT before. The confidence interval of the difference can be explaimaeah that

the researcheis 95% confident that the true mean difference in PBT would lie
between-1140.28 and 224.52 million shillings in a repeated sample of 26 banks.
The significance value of 0.179>0.05 implies that the increase in PBT after the
implemenéation of Basel lloperdional risk management requiremeennot only

be attributed to Basel lbperational risk implementatidout also due to chance or
other factors not considered in this stuéyrther his p valueleads to failure to

reject the nulhypothesis;

140



Hos: Thetrue mean difference between PBT before and after the implementation

of Basel Il operatioal risk managemeris equal to zero.

The results further revead that the average difference between ROA before and
after the implementatiorof Basel Il operationalrisk management was 0.96%
implying a drop in ROA after Basel Il implementation. The confidence interval
implies thatthe researcher i95% confident that the true average difference
between ROA before and after the implementatioBadel [ would lie betveen
0.4885% and 1.4322% in a repeated sample of 26 banks with the same attributes.
Since the significance value for change in ROA (p= 0.000) is less thantBed5
researchecanconclude that the average drop of 0.96% in ROA pek lveas not

due to chane but can be attributed to the implementation of Basepdrational

risk management in the banKsus, theresearcher rejects timeill hypothesis;

Ho7: The true mean difference between ROA before and after the implementation
of Base Il operatioral risk managements equal to zeroand concludethat
the true mean difference between ROA before and after the implementation of

Basel Il operatioal risk managemetig not equal to zero.

Moreover, he average difference between RG#dpe and after the inpmentation

of Bal Il operational risk managemenwts5.02% which implies a drop in ROE
after the implementation of Basel tOperational risk managemenThe 95%
confidence interval in the differences can be interpreted to theithe researcher

is 95% confident that the true average difference between ROE before and after the
implementation of Basel lloperational risk management would lie between
1.1769% and 8.8552% in a repeated sample of 26 banks with the same attributes.
The significance value fochange in ROE (p= 0.013) is less than 0.05, tines
researchecan conclude that the average drop of about 5.02% in ROE per bank was
not due to chance but can be attributed to the implenn@mtait Basel 11 operational

risk managemd in the respective lmks. Therefore the researcher rejects thmaill

hypothesis;

Hos: The true mean difference between ROE before and after the implementation of

Baseé Il operatioral risk managemens equal to zeroand concludgthat he true
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mean diference between ROE befoand after the implementation of Basel I

operatioml risk managemems indeed less tharero.

4.13Test of Hypotheses
The following eght hypothesesveretesed in thisstudy.
HO:: Financial faud costs donot have significant effect on the financial
performance of commercial banks in Kenya.
HO.:  Regulatory norcompliance costsdo not have significant effect on the
financialperformance of commercial banks in Kenya
HOs:  Business disruptions and utility outage costs do not kigweficant effect on
financial performance of commercial banks in Kenya.
HO4: Operational risks legal liability costdo not have significant effect on the
financial performance of commercial banks in Kenya
HOs: Employment Practices and workplacafely noncompliance costslo not
have significant #ect on the financial performarecof commercial banks in
Kenya.
HOe: The true mean differendeetween profit before taxefore and after the Basel Il
operational risk management implementation is equalrtn ze
HO7: The true meadifferencebetween return on assdtsfore and after the Basel |l
operational risk management implementation is equal to zero.
HOs: The true mean differend@etween return on equityefore and after the Basel

Il operational risk margement implementatiors iequal to zero.

The studyshowedthat out of thefive independent variablegfinancial fraud,
regulatory norcompliance penalties, business disruption & utility outage,
operational risk legal liability cost and employment prasti@eworkplace safety
non-compliance cosjsonly financial fraud wasignificant at 95% confidence level
and hence significantly negatively af f ect i ng commer ci al
performance.The other four variables hadegative butnat significant effect In
addition, the testfor paired ttest assumptions showed that thiference between
PBT before and PBT after Basel Il implementation wagyative though not
significant at95% confidentlevel, implying that the increase in PBT after the

implementation of Basel Il operational risk managementcannot entirely be
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attributed to Basel Il operational risk implementatidime test for paired -test
assumptions further showddat thedifference between ROAnd ROEbefore and
after the implementation of Baseldperationakisk managment was significant at
95% confidenhencethe average dropm ROA and ROEcan be attributed to the of
Basel lloperationalisk managemenmplementation

4.13.1Summary of the Hypotheses Ested
The various decisions taken inagon to the eighbypaheses are as summarised in
table 4.8:

Table 4.48: Decision of the Hypotheses Test

Hypothesis Decision
Taken
Hoi  Financial fraud costs do not have significant effect on the Reject

financial performance of commercial banks in Kenya.
Ho2 Regulatory norcompliance costs do not have significant effec’  Failed to
on the financial performance of commercial banks in Kenya. reject

Hos Business disruptions and utility outage costs do not have Failed to
significant effect on financial performanoécommercial banks reject
in Kenya.

Hos Operational risks legal liability costs do not have significant Failed to
effect on the financial performance of commercial banks in reject
Kenya.

Hos Employment Practices and workplace safety-oampliance Failed to
costs do not éwve significant effect on the financial performanc reject
of commercial banks in Kenya.

Hos The true mean difference between profit before tax before an Failed to
after the Basel Il operational risk management implementatio reject
equal to zero.

Hoz The true mean difference between return on assets before ar Reject
after the Basel Il operational risk management implementatio
equal to zero.

Hos The true mean difference betweR@Eeturn on equity before an Reject
after the Basel Il operatnal risk management implementation
equal to zero.
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CHAPTER FIVE
SUMMARY, CONCLUSIONS AND RECOMMENDATIONS
5.1 Introduction

This study sought to establish the effects of Basel Il operational risk management
on financial permance of commercialamks in KenyaSpecifically, the study
looked atfinancial fraud costs, regulatory n@ompliance cost, business disruption
and utility outage cost, operational rigigal liability cost and employment practices
and workplace safetyioncompliance costsThis chapterpresents summary of
major findings of the studyconclusions, relevant recommendations and suggested

areas for further research.

5.2 Summary of Findings

This section summarizes the findings based on each specificiobjastfollows:
5.2.1 Hfect of Financial Fraud on Financid Performance of CommercialBanks

The study observed @h the major financial frauds amomgmmercial banks in
Kenya are; system hackiryy external fraudsterthat results to information and
money loss, unauthorized avities in transactionsintentionally not reported
theft/embezzlemenmtdbbery forgery, aternal theft/robber, account take
overimpersonatioras well as kbeque kiting.Further he study established thtite
major causes of fraudn commer@l banks weregreed by staffweak internal
controls urgent financial neednd accss to information and moneYyhe effect of
thesefinancial fraud on financial performance of commercial banks was tested
using Pearson correlation coefficiesmit5% level of significane The correlation
results indicatedhat there is a significant negative relationshgiween financial
fraud and financial performancéhis means that an increase in financial fraud will
result to a decrease in financial perforro@ and vice vers&BK (2016) annual
report reported that increased use of ICT among commercial banks in Kenya has
resulted to increased cases of ICTated frauds in the recent pashese findings
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areconsistent withdchennaand Agbo (2013)findings in their study onmpactof
fraud and fraudulent practices on performance of banks in Niglich found that
the amount of money lost due to fraud had a negative correlation with banks

efficiency.

5.2.2Effect of Regulatory Non-Compliance Costson Financia Performance of

Commercial Banks

The findings showed that the main typef regulatory norcompliance among
commercial banks in Kenya aree x ceedi ng clientad expo
suitability/disclosure issuesThe effect of regulatory necompliance cost m

financial performances tested using the Pearson Correlation coeffic¢ri%
significance level showed a negative correladod a significant valuéhe results
hencerevealed thategulatory norcompliance costglo nothavesignificanteffect

on the financialperformanceof commercial banks in Kenyadhis could be because

CBK was still applying the Finance Acthat required monetary nesomgiance

penalties not to exceeshS5M. As a resultmost of the banks incurred cost of less

than sh0.5M regulabry norrcompliance penrties throughoutthe study period of

2011 to 2016The findings are in line witlksmaila and Damola (2018) study on
regulatory norcompliance ad performance of deposthianks in Nigeriathat

financial penalties imposed by regulatdnave no significant imgct on the

defaulters because the cost of penalties is below the benefits enjoyed from such
nonrcompliance by defaultershe findings are also in support of Demirgiiint et

al., (2004, cited in Naceur & Omran 2011) study on Impaicbank regulation,

mak e t structure and national i nstitution
costs, that found that bank regulation becomes insignificant when controlling for

national indicators of economic freedom.

5.2.3Effect of Business Disuption and Utility Out ageson Financial

Performance of CommercialBanks

The study findings established that timajor causes of business disruptions and
utility outages in commercial banks in Kenya are technical failure (88.5%) and

planned maintenance anggrading (57.7%)The effect of business disruption and
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utility outage on financial performance of conmeial banks in Kenyaas tested

using Pearson correlaticzoefficient at 5% significance levehowed a negative
correlation (r= - 0.043) and a sigridance value of p= 0.836. The study thus

established thabusiness disruptionand utility outagesdo not have significant

effect on financial performance of commercial banks in Keagaexplained by the

associated p value (0.836) which is greater th@B.0his can be explaed by lack

of majoriCTacqui sition or wupgrade of existing
banking secton 2016 as ommercial banks continued to leverage on robust ICT
platforms to provide robust banking servidgsBK, 2017) From the findings,

majority (53%) of the banks experienced a cost of less $h&@M due to business

disruption and utility outagm the period 2011 to 2016

5.2.4Effect of Operational Risks Legal Liability Costs on Financial

Performance ofCommercial Banks

The study found out #t the main types of operational risk legal liability costs
among commercial banks in Kenya &rea wy e r (9662%), repaitational damage
(846%) and settlement fees (73.1%). Further the study establishethehatajor
causs of operatonal risk legal lability among commercial banks in Kenya were
negligence (61%) and breach of mandate (42.3%¢ effects of operational risk
legal liability cost on financial performance as tested using the Pearson Correlation
coefficient at 5% sigificance level showe a negative correlation@.011) ard a
significant value of p= 0.956 The findings revealed thabperational risk legal
liability costs do not have significant effect on the financialperformance of
commercial banks in Kenyas explaned by the p valuef 0.0956> 0.05.

5.2.5Effect of Employment Practices and Workplace Safety Nortompliance

Costson Financial Performance ofCommercial Banks

The study found out thaemployment practice and workplace safety nen
compliancerisk is nota major operational sk in mostcommercial banks in Kenya
However, some respondents reported thabngful termination (38.5%) was

experienced sometimes in their operatidhsvas however notable that wrongful

termination was not very often among thananercial banksThe findings also
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established that employment practices and workplace safetgamopliance among
commercial banks in Kenya will mainly result to: increased cost of enhancing safe
working environment (88.5%), fines and penalties cost7¢®}. medical expenses
costs of treating their injured employees (84.1%), damage awarded to their
empl oyees (80.8%) as wel |l as THeeffecsaf i t s
employment practices and workplace safety-oompliance cost as tested usthg
Pearson correlatiorcoefficient at 5% significance level showed a negative
correlation {0.082) and a significant value 0of900.689. The results thusiply that
employment practices and workplace safety -oompliance costglo not have
significant effect on the financialperformance of commercial banks in Kenga

explained by the p value of 0.689.05.

5.2.6Effect of Basel Il Operational Risk Managementon Financial

Performanceof Commercial Banks

The paired-test results showed that there wadrameag in profit bebre tax after
implementation of Basel lbperationalrisk managemenby approximately457

million shillings. However, this change could not be ontirileuted to Basel I
operational risk managememtit also due to chance as explairy the p value of
0.791> 0.05. The study also established that R€gwificantly decreased 1.96%

after the implementation of Basel Il operaabmisk managemerds explained by
the p value of 0.000 which is less than 0.8%milarly, ROE dropped bybout

5.02% after themplementation of Basel bperationakrisk managementThis drop

was largelyattributed to Basel Il operatiahrisk managemenmplementation as
evidenced by the p value of 0.013<0.05.

5.3 Conclusions

From the fiveindependent vartdes ofBasel lloperaional risk managementhose
effect on commerci al banks6é financi al
fraud had a sigficant negative effecton financial perforrance (PBT) while
regulatory norcompliance cost, business disrgpti & utility outage cos
operational riskegal liability cost and employment practic&sworkplace safety

noncompliance costall had negativebut not ggnificant effect Thus fom the
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study findings itcan be concluded thatgnificantincrease irany of the five Basel
Il operational risk variablewill causedecrease in financial performan@BT) of

commercial banks in Kenyandvice versa

Further, from the five Basel Il operational risk variables whose effect on
commer ci al b anks 6ce was maasued, aohhhree €findn@at ma n
fraud, business disruption & utility outage cost, and operational risk legal liability
cost) had a significant negative effect on financial performance (ROA) while
regulatory norcompliance cost and employment praesi& workplace safetyam
compliance costs had negative but nighgicant effect onROA of commercial

banks in Kenya.Moreover, only fimncial fraud had a significanegative effect on

ROEwhile the other four variables had no significant effect on ROE

From the paired-ted researchfindings on effects of Basel Il operational risk
management on financial performance of commercial banks in Kenya, it was
concluded thaimplementation of Basel Il operational risk management regulatory
requirements was beficial to the commeral banks in Kenya becausige average
PBT increasedafter implementation of Basel Il operational risk management
However, he test for significance indicatedhégher significance than the study
significance levepointing out thatthe increase in PBT & the implementation of
Basel Il operational risk management regulation cannot entioelwttributed to
Basel Il implementatiorbut alsoto other factors not considered in this study
Implementation of Basel Il operational risk nagement however reqait increase

in capital reserve hence resulting to average drop in B@A and ROE as
reflected by paired-test resultsThis drop in ROA and ROE was largely attributed
to Basel Il operational risk management as the significandestesvedlower

significance | evel than the studyés significa

From thefindingsthat financial fraud risk has a significant negative effect while the
other four operational risk had no significant negative effect on financial
performance of commeial banks in Kenyait is eminent thatmplementation of
Basel Il operational risk management regulation fiaxeded in managing some

operational risk such as regulatory raympliance risks, business disruption and
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utility outage risks, operational kislawsuit legal liabilty cost, employment
practicesandworkplace safety neanompliance operational risks. HoweyBasel I
operational risk management regulation has not succeeded in maopgmtjonal

risks arising fromexternal andnternal fraud ks in Kenya The findings further
established that Basel Il operational risk management is weakest in managing
external frauds perpetrated througystem hacking by external fraudstes ths

was the leading type of fraud facing majoritiycommercial baks in Kenya.The
findings also linked fraueffectsto adverse consequencies commercial banks
such ageducedorofitability and increasedperating expensesghich furtherlowers

ROA andROEas well as reducingonsumer confidence
5.4 Recommendations

From the study findingsonly financial fraud costs havsignificantnegativeeffect

on PBT of commercial bankswhile regulatory norcompliance cost, business
disruption and utility outage cost, operational rigdgal liability cost and
employment practice and workplacesafety non-compliance costshave no
significant statistical effect on financial performance of commercial banks in
Kenya The researcher thus found it prudent to overlook the other research variables
and only give recommendations inclinedwards fraud operatioharisk
managemeniThe study findingdurther revealed that the dominatypesof fraud

risks facig commercial banks in Kenya aexternal fraudcommitted through

b a n &ystdin hackingpy external fraudsters leadingitdormation aad money loss
commercid banks This is so becaustne modern commercial banks have heavily
embraced ICT in most of their operations. The increased replacement of manual
procedures with ICT processes despite improving the commercial banks efficiency
and cat effectiveness is haver a blessing in disguise because it has resulted to
increased ICT related frauds year after ydarthis line, the study makes two forms

of recommendations; managerial amublicy/regulatory recommendations as

follows:
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5.4. 1 Managerial Recommendatios

From the findings oftis studythat financialfraud costs havsignificantnegative

effect on financial performance of commeraald thatexternal frauds committed
through banksd system hacki nigg types ofext er n
operationarisks facing these commercial bankihe researchethusrecommends

that commercial banks ma n a mwestsa enhance ICT related fraud controls
which should be entrenched in the c¢comme
mohile banking, compur banking and internet banking as this will reduce system
hacking by external fraudsters hence reducing information and moneylross.
addition the commercial banks ma n a ghloulte invest in regulasecurity
informationtrainings fo both oldand newhuman resourceso preventfraud risks

with greatemphasis on ICTssociatedisks Further, the study also revealed that
internal fraud was the second major fraud risk committed in the form of
unauthorized  activities in transactions intentionally not reported
theft/embezzlementdbbery forgery and external theft/robberyeach.Further, the

study disclosed that these frauds are mainly causeudeg by staffyweak internal
controls urgent financial neednd access to information and mey. Therefore to
manaye internal fraud risk the study recommends that the commercial banks
management shoulenhancetheir internal controls bydopting fraud monitoring

tools such afDR footprints, Fiserv fraud risk manager, Memento, Actimize,
Intellinx among others (McKenna2016) in their operations to help capture
transaction level information from the host system and track keystroke level
activities from each employee that accesses the system. This will generate risk
reports that can flag staffs theeem to be pilferingccount details. In additiothe

banks should conduct character check during interview to weeat dishonest
employeesput limitations over transactions, more than one signature for high value
transactionsincreased authorizatioprocedures, and incres reconciliation of
activities and accounts among other internal contAsdsKingsley, (2012) advices,

an excellent internal control system should encourage effective trailing of
transactions and ensuring that all activities agerly authorized, recded, and

reconciled.
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5.4.2Policy Recommendations

The study further recommendghat the coome r ci al b a n RBK) regul
compels the commercial banks to implement ICT related fraud controls and to
further carry out regular ICT lated fraid risks aude t o meadewval&@ banks
compliance andhe effectivenessof the adopted ICT fraud control technigue

managing thexternalfraud risk. Further, he study found out that four of the Basel

Il operational risk measured (regutaty noncompliance costbusiness disruption

& utility outage cost, operational riskdal liability cost and employment practices

& workplace safety nowwompliance costshave insignificant effect on financial
performance of commercial banks in Kenya, ethiimplies that Basel Il
implementation has managed to tame these operational trskaddition, he

findings from paired Ttest also reported improved PBT for commercial banks after

Basel Il implementation-rom these findingshts study therefore recamends that

the commerdal banls regulator (CBK) should not relent on full compliance with

Basel Il requirements and th#te reguladr should even upgrade to Basel Il
regulation to ensure that commercial banks in Kenya remains prudent in their

operations.
5.5 Contribution of th e Study to Knowledge

This study contributegmmenselyto literature in several wayg-irst he study is
exceptional interms ofvariables tested astestedfive of the Basel Il operational
risks and their effects on commercial banfinancial performancén Kenya as
opposed to former studies that only tested one operational risk at a time. As such
this study despitstudying the effect diraud asmainly studied bynostresearchers
did in additionstudy on theegulatory norcompliance cost, business digition &
utility outage cost, legal liability cost and employment practidg&swork place
safety non-compliance costStudying five of the Basel Il operational risk makes
this study outstandingsait givesbroader perspective to the&isting literature on
effects of Basel Il operational risks on financial performanidee readers are thus
able to assess the effect of several operationa thisik were measured on the same

respondents overtime as opposed to the existing scenario different studies
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measuved different Basel Il operational risks using discordant respondents at
different times.This studyis thus different from pastudies by incorporatinfive
types of bank&operaional risks as opposed to other studigsich manly cover

one operationaiisk at a time.

Moreover the methodology adoptedby this study assessetie interaction of
various operationalrisks with financial performance before and after Basel I
operational risk regulation implementation in commercial baimk Kenya. This
shedslight to a newinsight on how Basel Il operational risk management has
changed the banking profitability landscape in Kenya in terms of PBT, ROA and
ROE before and after Basel Il adoptidturther he study explores thiateraction
betweenBasel Il operabnal risks andfinancial performance otommercial banks

in Kenya bymeasuring the impact of each operational risk on the each of the three
financial performances (PBT, ROA, RORBhd made recommendtionsto both
commercial bBnks mangiement and regulatoren strategies likely tocombat
operationalrisks in order to increasd a n lprefibability. As such this study
expands the esting body of knowledge by suggesting new possible remedies of
handling operational risks in commercial bankuch internal fraud omitoring

tools
5.6 Areas for Further Research

The findings of this study can be advanced further to give scholars more knowhow
on Basel Il regulationOne of the findings of this study was that regulatory-non
compliance penalties ad no significant efféc on financial performance of
commercial banks in Kenya. It was however notable that guhia period under
study CBK was implementing the fimee act which required that monetary
penalties should not exakéive million Kenya shiings. A further sidy need to be
carried out on influence of regulatory roompliance penalties on financial
performance after implementation other finance ac that increasedhe non

compliance penalties to twenty million Kenya shillirmgamore
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In addition the study coecentrated on féects of Basel Il operational risk
management on effects of financial performance on commercial banks in Kenya
before the interest rat@pping Further studies can be carried out to determine the
effects of Basel Il perational risk managesnt on financial performance after the
interest rate capping in Kenya.

Besides, e study only concentrated aiffects of onlyfive operational risks as
stipulated by Basel Ipillar I; financial fraud risk, regulatory necompliancerisk,
business disrumin and utility outage risk, operational ridkgal liability and
employment practices and workplace safety-oompliance risksFuture studies
should incorporate othetypes of operational risks asipulated by Basel llas
operatonal riskssuch alien t @raglucts & business practices, damage to physical
assets, executipndelivery & process managemerdand relationship risk
managemenso as to assess how they affect financial performance of commercial

banks.
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APPENDICES
Appendix |: ResearchQuestionnaire

The objetive of this study is to examintae effects of Basel Il operational risk
management on financial performance of commercial banks in Kenya. This
guestionnaire is expected to collect the necessary data that willinss$tieving

the objetive of this study. All the information obtained through this questionnaire
will be treated as confidential in that no infmation will be released to aoge
other than being used for the purpose of the study. The success stidlyisvill

highly depend b your cooperationwhich is called upon and highly appreciated.

Your name and that of the institutiaill not appear anywhere in this report.
PART A
Background Information

1. Pleasdick your gender Maleg[ | Femald |

2. In which age goup do youie? Lesshan3( | 340 [ ]

3. 4150 ] 51-60 ]

4. a) Please tick yur job title. Security office[ ] operations managq |

Auditor[ ] others(specif¢ e e e e ééééééeeeceeee.

b) For how long have you worked ibankin the position yothave indicated
above

Less than 1 yed__11-5yeard | 6-10 yeard 1 11-15 year{ ]
16 and morg__|
5. What is your highest academic level attained.
Diploma[__]Bachelor degre[|Masters Degre[ ]

Othels( S P € C i f Y )i
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B: EFFECTS OF OPERATIONAL RISK

A. Effects of Fraud

1. Ona scale of 45 wherel is stronglyagree and 5 is strongtlisagree pleaseate

your perception ortauses of fraud in aabk.

Fraud in my bank is | Strongly | Agree | Neither Disagree | Strongly

causda by: agreel 2 agree 4 disagree
nor 5
disagree
3

Poor staff

remuneration

Poor record keeping

Weak internal

controls

Greedby staff

Work place

frustrations

Urgent financial need
(debt, medical,
gambling, alcohol)

Need to cover
someoneds
performance

Access to information
and money

Lack of punishment

Others

s 7 7z =z

2. On a scale of ' 5 where 1lis neverand 5 isvery frequently; pleaserate the

fraudrisks that havdeen experienced lypur bankin the last six years

Type of | Fraud Event Never | Rarely | Sometime | Frequently | Very
Fraud Risk 1 2 3 4 Frequently
5

Unauthorized | Transactions not
Activity reported

(intertional)

Mismarking  of

position

(intentional)
Theft  and | Fraud/credit
fraud fraud / worthless

deposits
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Theft / robbery
embezzlement

Misappropriation

of assets

Malicious
destruction
assets

of

Forgery

Cheque King

over
impersonation
etc.

Account take

/
/

compliance

Tax non

evasion ilful)

/

Bribes
kickbacks

/

account)

Insider  trading
(not on

External Theft/Robbery

Fraud Forgery

Check kiting

3. To what extent dyou agree with the following statements about tfiece of

fraud onthe financial performancef yourbank?

Fraud in my Bank Strongly | Agree | Neither Disagree | Strongly
agree agree nor disagree
disagree

Redues profitability

Reduces return on asse
(ROA)

Lowers return on Equity
(ROE)

Increases the operatin
expenses

Disrupts banks operation

Reduces consume
confidence

Destabilizes the economy

It can bring down a b&n

Others

,,,,,,
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4. On average bw much fraudrelatedlossesdid your bank typically experience in

the followingyeas?

Cost of Faud 2011 | 2012 | 2013 | 2014 | 2015 | 2016

Less tharshlM

Shi1-2M

Sh2-4M

Sh4-6M

Sh6-8M

More thar sh1OM

,,,,

5. The statements belowshow magnitude of changeof fraud since the
implementation of Basel Il. ©a scale of -b where 1 is strongldisagree and 5

is stronglyagree.

After my bank adopted | Strongly | Agree | Neither | disagree | Strongly
Baselll regulations agree agree disagree
nor

disagree

Fraud has decreased wit
more than 10%

Fraud has decreased with 59
10%

Fraud has decreased with 19
5%

Fraud has remained at th
samelevel

Fraud ha increased with moré
than 10%

Fraud has increased with 5%
10%

Fraud has increased with 120
5%

Others

,,,,,,,

6. What would you say has caulsthe decreasen the fraud you have indicated in

5 above?
Fraud in my bank hasdecreased as| Strongly | Agree | Neither disagree | Strongly
a result of: agree agree disagree
nor
disagree

staff training and education

Enhanced methods to authentica
customer and/or validate custom
account
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Basel Il implematation

Enhaned internal controls ang
procedures

Adopted or increased use of ris
management tools offered b
Basel Il

financial service providere.g.
account alerts, positive pay

Enhanced fraud  monitoring
system

,,,,,

7. What would you say has causthe increasein thefrauds you have indicated in

5 above?
Fraud in my bank has | Strongly | Agree | Neither Disagree | Strongly
increased as a result of: | agree agree nor Disagree
disagree

Basel Il implementation

Employee job
dissatisfaction

Lack of operational
guidelines

Poor internal control

Others (specify)

B. Requlatory Non-Compliance Costs

8. To what extent do you support the following statements describintypke of
regulatorynon-compliance in yar bank?

The most common typs of | Strongly Agree | Neither Disagree Strongly

Regulatory non-compliance in | agree agree Disagree
my bank are: nor
disagree

Guideline  violation and
fiduciary breaches

Failure to investigate clien
per guidelines

Exceeding client exposur
limits

Suitability / disclosure issue
(Know your customer,

Breach of privacy

Account churning

Misuse of confidential
information

Others
(speci fy)éééé
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9. To what extent dogu support the folwing statements describing the causes of

regulatory norcompliance in your bank?

Regulatory  non-compliance | Strongly | Agree | Neither Disagree | Strongly
penalty in my bank is caused| agree agree nor Disagree
by; disagree

Lack of heavy pealties

Lack d awareness

The penalties are less than t
profit gained after violating the
rule

Poor governance

Others

,,,,,

10. To what extent do you agree with the following statetmerdoutthe effect of
regulatorynon-compliance pealtiesin your bank

Regulatory noncompliance | Strongly | Agree | Neither Disagree | Strongly
penalties in my bank have | agree agree nor Disagree
led to; disagree

Reduced return on assets

Reduced profitability

Reduced return on ady

Damagedeputation
Loss of customers an
investors

Branch closure

Required to increase capital ¢
liquidity

Firing of senior management

Increased cost of recruitin
andretaining highstaff

Increased regulatioscrutiny

Others
(specify)éécéeécq;
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11. On average how muatost relating taegulatorynoncompliancepenalties did

your bank experience during the year;

Cost of regulatory non- | 2011 | 2012 | 2013 | 2014 | 2015 | 2016
compliance penaltiesn my bank

Less tharBh0.5M

Sh0.52M

Sh2-4M

Sh4-6M

She-8M

Sh8-10M

More thanSh10M

Others (specify)

C. Business Disruptions and Utility Outages

12.To what extent do you suppohe following statements desanly the causes of

busiress disruption andtility outages in your bank?

Business disruption and| Strongly | Agree | Neither Disagree | Strongly
utility outages in my bank | agree agree nor Disagree
are caused by: disagree

Technical failure

Planned maintenanceand
upgrading

Huge web traffic

Use of traditional old
networks

Power related outages

Equipment failure

Human error

Fraud related activities

Others
(speci fy)éééé
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13. To what extent do you agree with tf@lowing statemats aboutthe effectof

business disruption andility outage in your barfk

Utility outage and system | Strongly | Agree | Neither | Disagree | Strongly
failure in my bank has led to; | agree agree Disagree
nor

disagree

Lost business from custonsel
(both short ternand long term)

Employee time diverted from
other tasks to get the |1
systems running again

Employee overtime expenses

Cost on valuable lost data

Additional repair costs that may
go on even after service hg
been estored

Damayed goodwiill and
reputation
Marketing cost to win back
customers

Reduced return on assets

Reduced profitability

Reduced return on equity

Others

,,,,,

14. On average how much cost relating tsibess disruptioand utility outage did

your bank experience during the year

Cost of business disruption & | 2011 | 2012 | 2013 | 2014 | 2015 | 2016
utility outage

Less tharBh1OM

Sh11-20M

Sh21-30M

Sh31-40M

Sh41-50M

Sh51-60M

Sh61-100M

More thanSh100M

Others (specify)
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D. Costs d Operational Risks Legal Liability

15.To what extent do yoaupportthe following statements describing the causes of

operational risk legal liability in your bank?

Operational risk legal | Strongly | Agree | Neither | Disagree | Strongly

liability in my bank is caused | agree agree Disagree
by: nor
disagree

lllegal operations in custome
account

lllegal debt recovery ang
security enforcement

Breach of mandate

Negligence

Others

,,,,,

16.To what extent do you support the following statements describintypleeof

cost likely to be incurred by your bank in case of operational risk lawsuit?

Operational risk law suits are | Strongly | Agree | Neither | Disagree | Strongly
likely to result to: agree agree Disagree
nor

disagree

Lawyerb6s fees

Reputational damage

Deviation of managemen
resources

Settlement fees

Il ncrease i n di
insurance premium

Others
(speci fy) ééééé é éé

182



17. On average how muatost relating to operational risk law sudisl your bank

typically experience itheyear.

Cost of operational risk law suit | 2011 | 2012 | 2013 | 2014 | 2015 | 2016

Less tharBhiM

Shl-5M

Sh6-10M

Sh11-15M

Sh16-20M

More thanSh20M

Others (specify)

E. Employment Practices and Workplace SafetfNon-compliance Cost

18.To what extent do you support the following statements describing the source of

employment practices and work plaedety noncompliance in your bank?

The employment practices and| Strongly | Agree | Neither | Disagree | Strongly

workplace non-compliance in | agree agree Disagree
my bank arises from: nor
disagree

Employee discrimination (gende|
tribe, health, etc)

Violating workers corpensation
rules

Violating worker health & safety
rules

General liability (slips, falls, etc)

Wrongful termination

Management failure in
compliance

Others

,,,,,,

183






